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Preface

The complete set of XENIX manual pages are distributed as individual
reference sections in the various volumes of the XENIX Operating, Text
Processing, and Development Systems. The following table lists the
name, content, and location of each reference section.

Section Description XENIX Volume

ADM Administrative Commands - used  XENIX Reference
for system administration.

C Commands - used with the XENIX  XENIX Reference
Operating System.

CP Programming Commands - used Programmer’s Reference
with the Development System.

CT Text Processing Commands - used  Text Processing Guide
with the Text Processing System.

DOS Routines - wused with the Programmer’s Reference
Development System

F File Formats - description of XENIX Reference
various system files not defined in
section M.

HW Hardware specific manual pages - XENIX Reference
information about XENIX
procedures specific to your
computer.

M Miscellaneous - information used  XENIX Reference
for access to devices, system
maintenance, and communi-
cations.

S System Calls and Library Programmer’s Reference

Routines - available for C and
assembly language programming.



In the manual pages, a given command, routine, or file is referred to by
name and section. For example, the programming command “cc”, which
is described in the Programming Commands (CP) section, is listed as
cc(CP).

The alphabetized table of contents given on the following pages is a
complete listing of all XENIX commands, system calls, library routines,
and file formats. The permuted index, found at the end of the XENIX
Reference and the the end of the XENIX Programmer’s Reference, is
useful in matching a desired task with the manual page that describes it.



Alphabetized List

Commands, Systems Calls, Library Routines and File Formats

80287 ......ccecvvueee. 80287 (HW)
80387 .......cccoenn.... 80387 (HW)
86rel ............cveneneee. 86rel (F)
a6dl ..., a641(S)
A.0UL ... a.out(F)
F:1111) o A abort(S)
ADS i abs(S)
accept .....coceveevenenen. accept (C)
ACCESS ..vveveenreenrennns access(S)
ACCE eeereeeeeecreeecaeeeee acct(F)
ACCE .evieereerreeeeeeeeeeereens acct(S)
acctcom .......... acctcom (ADM)
accton ................ accton (ADM)
P: T4 1 SR trig(S)
adb ..o, adb(CP)
adfmt ................... adfmt(ADM)
admin ..........ccceeneeee admin(CP)
alarm ..........coevennene alarm(S)
aliases .......ccceoeeneene aliases (M)
aliases.hash ............ aliases (M)
aliashash ...... aliashash(ADM)
F> 1 USRS ar(C)
-1 U USRI ar(F)
archive ................... archive (F)
F 11 | SRR ascii(M)
asctime ............u......... ctime (S)
aSIN .o trig(S)
asktime ............ asktime (ADM)
assert ......cceveevereennen. assert(S)
assign .....ccocvcvcinennee assign(C)
1) QU asx(CP)
At e at(C)
atan ........coceveveeveeeeenenne trig(S)
atan2 .........cccoveeeeeennene trig(S)
F:171) SR atof (S)
atof .....ocoeeveeeeeeene strtod(S)
F:1 (1) OO atof (S)
F:111) O strtol(S)
atol .....cceevereieeeenenen. atof (S)
atol ......ccoeeverererereeene strtol (S)

autoboot ........ autoboot(ADM)

aWK ..o, awk(C)
backup .............. backup (ADM)
backup .......cccoeeneeee. backup (F)
badtrk ................ badtrk(ADM)
banner ..................... banner(C)
basename ........... basename (C)
batch .........ccoceveeennen. at(C)
DC e bc(C)
bdiff ..o bdiff(C)
bdos .........cveeunnen. bdos(DOS)
bessel .........ccccueeen.e. bessel (S)
DES oo bfs(C)
boot ....cooiireieenes boot(HW)
1] | R sbrk(S)
brketl ..............c......... brkctl (S)
bsearch ................... bsearch(S)
Cal .o, cal(C)
calendar ............... calendar (C)
calloc .....coeveveeuenenn. malloc(S)
cancel ........cccoveveeveeeeeennns Ip(C)
capinfo ................... capinfo (C)
(32 O cat(C)
€D e cb(CP)
[ RN cc(CP)
Cd et cd(C)
CAC e cdc (CP)
ceil oo, floor(S)
16 i (1) /A cflow(CP)
CgetS ...cooveeennenanene cgets (DOS)
character ............ eqnchar(CT)
charmap ............ charmap(CT)
chdir ............cccveeneeen. chdir(S)
checkew ..., cw(CT)
checkeq ..................... eqn(CT)
checklist ............... checklist (F)
checkmm .......... checkmm (CT)
chgrp ..o chgrp(C)
chmod ....................... chmod(C)
chmod ....................... chmod(S)
chown ...........cccuee. chown(C)
chown .......cccoeevenene chown(S)



chroot ................ chroot(ADM)

chroot ........................ chroot(S)
chrtbl ....................... chrtbl (M)
chsize ........oeeneen. chsize(S)
clear .......ccovvverenennen. clear (C)
clearerr .................... ferror(S)
clock ..o, clock (F)
clock ......oooeeveienns clock (S)
close ......ooeeeiriveienene. close(S)
closedir ................ directory (S)
CIri e clri(ADM)
coltbl ......................... coltbl (M)
cmchk ...l cmchk (C)
CITHOS ...oevveverenreernnnnns cmos(HW)
[V 1171 RO cmp (C)
coffconv ............... coffconv(M)
COl oo, col(CT)
comb ........cccueune.e. comb(CP)
171 11) 1 1 R comm(C)
COMPress ............. compress(C)
config ................. config(ADM)
configure ...... configure(ADM)
console ... console (M)
contains ............... egnchar(CT)
[471) 1) conv(S)
convkey .......ccc.e. mapkey (M)
1471] 1) /AU copy(C)
(1) o I core(F)
[ trig (S)
cosh ..., sinh(S)
[ 1 TR cp(C)
14 1) 11 RO cpio(C)
(4 1) (1 cpio(F)
Ul 17« cpp(CP)
cprintf ................ cprintf (DOS)
CPULS oo cputs (DOS)
creat ......ocooceeecennenn creat(S)
creatsem ............... creatsem(S)
cref . cref(CP)
[V (1) | S PPN cron(C)
CryPLt oo crypt(C)
cscanf .................. cscanf(DOS)
eSh i, csh(C)
CSPIL ..o csplit (C)
Cl e ct(C)
[0 7: T S ctags(CP)

ctermid ................... ctermid (S)
ctime .....ooeevveeeveennnennes ctime (S)
CLYPE oot ctype (S)
CU eoeereennreerrreeereesereseseaennns cu(C)
CUFSES ..eoeereeernerareennne curses(S)
cuserid ..................... cuserid(S)
custom .............. custom(ADM)
CUL oo cut(CT)
CW eoieeereerreenreeeeneenaaees cw(CT)
cwcheck ........ooeeennnes cw(CT)
exref ..o cxref (CP)
daemon.mn ..... daemon.mn(M)
date ......ocoovvvereieieennnen. date (C)
dbminit ......................... dbm(S)
dC oo dc(C)
dd dd(C)
deassign .................... assign(C)
default ...................... default (F)
definitions ........... egnchar(CT)
defopen ................... defopen(S)
defread ................... defopen(S)
delete ... dbm(S)
delta .........cccuenneeeee. delta (CP)
deroff ..........cccceeee. deroff(CT)
devices .......cceeueen..n. devices (F)
devnm ...........coeeuennen devim (C)
df e daf(C)
dial .....coeevrnne dial(ADM)
dial ..o, dial (S)
dialcodes ............. dialcodes (F)
dialers ...................... dialers (F)
dictien ................... diction (CT)
diff ..o, dif(C)
diff3 ... diff3(C)
diffmk ................... diffimk(CT)
dir oo dir (F)
dircmp .....cccoeevnneee. dircmp (C)
directory .............. directory (S)
dirent .........ccceceeenne dirent (F)
dirname ................. dirname (C)
disable ..................... disable (C)
diskemp ........ccceeneee diskcp (C)
diSKCP .ooveeieieeeeee diskcp (C)
divvy oo divwvy (ADM)
dmesg .........cc..... dmesg (ADM)
dOS oo dos(C)



doscat .........cccuveeeveenennen. dos(C)

(3 (117 1 S dos(C)
dosdir .........ccoeeuvenrennn.e. dos(C)
dosexterr ......... dosexter (DOS)
dosformat ...................... dos(C)
dosld ......................... dosld(CP)
dosIS ...eeveereeeeee, dos(C)
dosmkdir ....................... dos(C)
dosrm .........cceevereeennnen dos(C)
dosrmdir ....................... dos(C)
dparam ............ dparam(ADM)
drand4§ ................. drand48(S)
dtype ..ccccovervenreennnn. dtype (C)
AU e du(C)
dump ................ backup (ADM)
dumpdir ......... dumpdir(ADM)
dup .o dup(S)
dup2 ... dup(S)
echo ......oocveeiiiiiiennn, echo(C)
€CVE e ecvt(S)
ed .o ed(C)
edata .........ccoeevvenvennnen. end(S)
EEIEP .ovvevererenreraerenenens grep(C)
enable ....................... enable (C)
end .....cooeeeiieiireieeeens end(S)
endgrent ................ getgrent (S)
endpwent .............. getpwent (S)
endutent ...................... getut(S)
13 1) env(C)
environ .................. environ (M)
eof ..o eof (DOS)
(111 | ORI eqn(CT)
(11 | RO eqnchar(CT)
eqnchar ............... eqnchar(CT)
eqncheck .................... eqn(CT)
erand4§ .................. drand48(S)
13 S erf(S)
erfc .., erf(S)
(33 o 1 [0 OO perror(S)
E€ITOT ......ooeeereeenreennnnn. error(M)
etext .....coevveeieeieeee e, end(S)
ev_block ... ev_block(S)
ev_close ............... ev_close (S)
ev_count ... ev_count(S)
ev_flush .............. ev_flush(S)
ev_getdev ......... ev_getdev (S)

ev_gindev .......... ev_gindev (S)
ev_getemask ...... ev_gtemsk (S)
ev_init ... ev_init(S)
ev_open ... ev_open(S)
€V_POP oot ev_pop(S)
ev_read .......... ev_read(S)
ev_resume ......... ev_resume (S)
ev_setemask ....... ev_stemsk(S)
ev_suspend ............. ev_susp(S)
EX eereereeenreenteeeerenteeenrreenns ex(C)
execl ....ooovvvvenien. exec (S)
execle ......ocoeeeienienn, exec (S)
execlp ..coovveecnieiene exec (S)
€XECSeE ...ocvverueecnnenn execseg (S)
EXECYV .ooourreerreerenreenreannns exec (S)
EXECVE ..oveverrernererneneenne exec (S)
EXCCVP eeeveveeeneeecenneens exec(S)
15 ¢ 1 A exit (DOS)
(5 <1 AU exit(S)
_eXit i exit(S)
(2.4 1 N exp(S)
explain .................. explain (CT)
(241 SRR expr(C)
fabs .....cccooeeveeeeeeeeenee. Sfloor(S)
factor .......cccoeeeveennene factor (C)
faliases .........c......... aliases (M)
false ......coovveeeveenveennen. false(C)
fclose .................. fclose (DOS)
fclose ....ooevveeverieeenen. fclose (S)
fcloseall ................ fclose (DOS)
fentl ..o, fentl(S)
| {63 A ecvt(S)
fd .o, fd(HW)
fdisk .....c.coevvvennne. fdisk(ADM)
fdopen ..........cccueueeee.e. fopen(S)
fdswap .............. fdswap(ADM)
feof ....oooveeeeeeeeene ferror(S)
ferror .........ccoevenen. ferror(S)
fetch ...ooovveeveeieveennnnn, dbm(S)
filush ........cccovevenneee. fclose(S)
fgete ..oooovvveveeieene fgetc (DOS)
fgetc ..oooeeeeeeiccennee getc(S)
fgetchar ............... feetc (DOS)
fgets oo gets(S)
fogrep ..ccoovvveeeene grep(C)
file ..o, file(C)

iii



filelength .......... fileleng (DOS)

fileno .........ccocoeunenee. ferror(S)
filesys .....ccccoevrrerennne. filesys (F)
filesystem ........... filesystem (F)
find ....ccooeverrenes find(C)
finger ........ccceceveennn. finger(C)
firstkey ........ccccovevevenennne dbm(S)
fixhdr ..o fixhdr(C)
fixpad .......cccoevvenenn capinfo (C)
fixperm ............ fixperm(ADM)
1 (171 o floor(S)
flushall ............. SAushall(DOS)
fmod ..........cceeeereennnne. floor(S)
fopen .........cceuveeeennne. fopen(S)
 {1) O egnchar(CT)
fOrK ..o fork(S)
format ...................... format (C)
fp off ................... Jfp_seg(DOS)
fprintf .........ccceceeeeenn. printf(S)
fp_seg .ccovveneee. fp_seg(DOS)
fputc ...cceveveernennnne fputc (DOS)
fputc .c.coveeeeeeeenee putc(S)
fputchar ............... fputc (DOS)
fputs ..cccocceveeenercennennne puts(S)
fread ........ccccoevnenenen. fread(S)
free .ooveveeveeeeneenene malloc (S)
freopen .........cccceeeuee. fopen(S)
frexp .cocoeeevencncecececenns frexp(S)
fsave .......cceene.e. fsave (ADM)
fscanf ...........cooevvevennne scanf(S)
fSCK e, fsck (ADM)
fsdb .....coeveicinnnnenn fsdb(ADM)
fseek .....ccooeverervenennnnnnn. Jseek (S)
fsname .............. fsname (ADM)
fsphoto ............. fsphoto(ADM)
fstab ......cccooevvnenenne. fstab (F)
fstat .......ocooeveeeeneeeeeeennne stat (S)
fstatfs .........ccevenenee. statfs(S)
ftell .......coovevvnencreinene fseek (S)
ftime ......cccocoevveevennene. time (S)
[ 171) : G stdipc (S)
FEW et Jtw(S)
fwrite .......cceceevecrenennene. fread(S)
54| 1) AU xlist (S)
gamma ............cc.eee. gamma(S)
GOVE et ecvt (S)

et e get (CP)
[0 (ORI getc(S)
getch ... getch(DOS)
getchar ..........ccceevceneen. getc(S)
getche ................. getche (DOS)
getewd ... getewd (S)
getdents ................. getdents (S)
getegid ..........ccoeeuneeee. getuid(S)
getenv .......occeeveeeee getenv (S)
geteuid ....................... getuid (S)
getgid ..o getuid(S)
getgrent ................ getgrent (S)
getgrgid ................. getgrent (S)
getgrnam ............... getgrent (S)
getlogin .................. getlogin (S)
getopt ..cooeeeicenne getopt (C)
FLL 117 11 A getopt(S)
getpass ......coeeevenenene getpass(S)
FLL2 51724 o + O getpid(S)
getpid ..o getpid(S)
getppid .........ccceueneee. getpid(S)
[0 1 1) RO getpw(S)
getpwent ............... getpwent (S)
getpwnam ............ getpwent (S)
getpwuid .............. getpwent (S)
gets .o gets(CP)
8eLS ..ot gets(S)
FLL) 1 4 RN getty(M)
gettydefs ............... gettydefs (F)
getuid .........ocoeenenee. getuid(S)
getuf ..o getut(S)
getutent ............cooueee. getut (S)
getutid .........oceevneneeee. getut (S)
getutline ...................... getut (S)
FLLS 1 R getc(S)
gmtime ....................... ctime (S)
£ 4 1 SRR grep(C)
£L2 (111 ) 1 group(F)
grpcheck .............. grpcheck(C)
gsignal ...................... ssignal (S)
haltsys ............... haltsys (ADM)
hashcheck ................. spell (CT)
hashmake ................. spell (CT)
hcreate .................... hsearch(S)
hd .. hd(C)
hd e, hd(HW)



hdestroy ................. hsearch(S)

hdinstall ........ hdinstall (ADM)
hdr ..o, hdr(CP)
head ...............c..c...... head(C)
hello ..o hello(C)
help ..o, help(C)
help oo help (CP)
hsearch ................... hsearch(S)
hwconfig .............. hwconfig(C)
hyphen ................. hyphen(CT)
hypot ........ccoveivvrccenne hypot(S)
{1 id(C)
idleout ............... idleout (ADM)
inir e init (M)
init .o init (M)
inittab ...................... inittab (F)
inode ...........ccccueeeenn. inode (F)
1111 1 JSUOOU inp(DOS)
install ................. install (ADM)
int86 .........cccon..... int86 (DOS)
int86x ................... int86x (DOS)
intdos ................... intdos (DOS)
intdosx ............... intdosx(DOS)
intro ........cceneeeee. Intro(ADM)
INtro .....ooeeeveveeineecnnnnn. Intro(C)
11113 o SO Intro(CP)
11113 o S Intro(CT)
intro ........coeue.. intro(DOS)
INtro .....oooveevereenennee. Intro(F)
INtro ......ccceveveeeenene Intro(HW)
11111 1 JOURS Intro(M)
11111 o 1 OO Intro(S)
foctl .o ioctl (S)
ipbs oo ips(ADM)
ipcrm ................. ipcrm(ADM)
IPCS oo ipcs (ADM)
IPr e ipr(C)
iPS o ips(ADM)
isalnum ...................... ctype(S)
isalpha ......ccccoeeveeee ctype (S)
1SaSCil .covveeiiciereeenne ctype (S)
isatty ......ccooeneene. isarty (DOS)
isatty .....ccccevvevennenen ttyname (S)
iSDS oo ips(ADM)
isentrl ..o, ctype (S)

isdigit ......coovcvenricennne ctype (S)

isgraph ... ctype (S)
islower ..........ccccuneeee. ctype (S)
isprint ........ccoeveevenenne ctype (S)
ispunct ... ctype(S)
isspace ........cocoeveveenne ctype (S)
isupper .......cccocoeeinnene ctype (S)
isxdigit .......ccoceveernenene ctype (S)
1117 itoa(DOS)
itroff ..o, itroff(CT)
JO e bessel (S)
L e bessel (S)
) | L OO bessel (S)
JOIN s Jjoin(C)
jrand48 ............... drand48(S)
kbhit ...................... kbhit (DOS)
kbmode ........... kbmode (ADM)
keyboard ......... keyboard (HW)
Kill .o kill (C)
Kill .ot kill (S)
kmem .......cccoveenrennnnn. mem (F)
| 3] | O ksh(C)
Do eeeeees Is(C)
13tol ..o 13tol (S)
16d4a .......ccoveerereeennne ab41(S)
1abs .....cooeieeireenne, labs(DOS)
Iast e last(C)
IC e Is(C)
lcongd8 .................. drand48(S)
Id e ld(M)
Id e 1d(CP)
Idexp ...cccooeiviiiinnee. frexp(S)
| 1, G lex(CP)
Ifind ...........coeueeeeee. Isearch(S)
111 R line (C)
1111 QOO link (S)
1111 S lint (CP)
I e In(C)
locale ............c.c.c.... locale M)
localtime .................... ctime (S)
(17 R lock(C)
10CK .o lock(S)
Tockf ..o lockf (S)
locking .......ccccceeeuneee locking (S)
108 oo exp (S)
10810 ..., exp(S)
login ......cccoccenincnnee. login(M)



logname ................ logname (C)

logname ................. logname (S)
longjmp ........cce...e. setjmp (S)
100K ......ocooevirenenee look(CT)
lorder ........coocuvenneene lorder (CP)
ID e Ip(C)
ID o Ip(HW)
Ip0 i, Ip(HW)
IPY e Ip(HW)
IP2 e, Ip(HW)
Ipadmin .......... Ipadmin(ADM)
Ipinit .................... Ipinit (ADM)
Ipmove ............. Ipsched (ADM)
IPE e Ip(C)
Iprint ..o Iprint (C)
Ipsched ............ Ipsched (ADM)
Ipshut ............... Ipsched (ADM)
Ipstat .....coccoviiininns Ipstat (C)
Irand48 .................. drand48(S)
IS e Is(C)
Isearch ..................... Isearch(S)
Iseek ...cccovveieenrerannne. Iseek (S)
Itoa ...ccoveeeeiennn, Itoa(DOS)
Itol3 ... 13t0l(S)
M4 e m4.(CP)
machine ............ machine (HW)
mail ..., mail (C)
make ........cccceoeenenenn. make (CP)
makekey ........ makekey (ADM)
maliases .................. aliases (M)
maliases.hash ......... aliases (M)
malloc ........c.oceeee. malloc (S)
IMAN ..oovereeeenrereeeenrennne man(C)
mapchan ............. mapchan(F)
mapchan ............. mapchan(M)
mapkey ... mapkey (M)
mapscrn ................ mapkey (M)
mapstr ..o mapkey (M)
masm ...........oeeueeeeee. masm(CP)
master ... master (F)
matherr .................. matherr(S)
maxuuscheds . maxuuscheds (F)
maxuuxgts ......... maxuuxqts (F)
mcconfig .............. mcconfig (F)
11115 11 [N mem (F)
mMemcecepy ... memory(S)

vi

memchr .................. memory(S)
mememp ................ memory(S)
Memcepy .......cceeueee memory(S)
memset ................... memory(S)
11107 O mesg(C)
messages ............. messages (M)
mestbl .................... mestbl (M)
micnet ........ccoeeeveennne micnet (F)
mkdeyv ................ mkdev (ADM)
mKdir ... mkdir (C)
mkdir .................. mkdir (DOS)
mkfs ................... mkfs (ADM)
mkinittab ........... telinit (ADM)
mknod ...................... mknod(C)
mknod ..o mknod(S)
mKStr .....ccovveeeeeene mkstr (CP)
mktemp .................. mbktemp (S)
mkuser ............. mkuser (ADM)
511 1 1 SRS mm(CT)
mmcheck .......... checkmm (CT)
1171111 AU mmt(CT)
11111 AU mnt(C)
mnttab ...................... mnttab (F)
modf ........ccoeveernnnns frexp(S)
monitor .................. monitor (S)
| 1110) of ORI more(C)
mount ................. mount(ADM)
mount ........cceeeceeeeene mount(S)
MOUSE .....oconeneenene mouse (HW)
movedata ...... movedata (DOS)
montbl ... montbl (M)
mrand48 ................ drand48(S)
mscreen ................ mscreen(M)
msgetl ..o, msgctl(S)
msgget .....occeeveeuenene msgget(S)
11 170J1] 1 SO msgop(S)
multiscreen .... multiscreen (M)
111 /S mv(C)
mvdir .................. mvdir(ADM)
DNAP cvevereeereeeenreneneseesenes nap(S)
nbwaitsem ............. waitsem(S)
ncheck .............. ncheck (ADM)
NEGN ...ooveenerrereirienenens eqn(CT)
NEGN ...covenveeeereeeenenns neqn(CT)
netutil ................ netutil (ADM)
newform ............... newform(C)



NEWEIP ..coceeveennennnnen newgrp(C)

MEWS .oevveneeeeeenieeesnenans news(C)
nextkey ........ccoeenee. dbm(S)
MUCE .ooveeeeeeereeeecreenene nice (C)
1V o nice (S)
11 [OOSR nl(C)
nlist ....oovevveeereerne, nlist (S)
11 1 1 [ nm(C)
nohup .......cccoceeeiene nohup(C)
nrand48 ................. drand48(S)
nroff .........coovveennenne. nroff(CT)
null ..., null (F)
numtbl .................. numtbl (M)
Od ..o 0d(C)
oldipr ..........ccccovvvvncnene. ipr(C)
[0) 17 | SRR open(S)
opendir ................. directory (S)
opensem ................ opensem(S)
(17111 1 2RO outp(DOS)
PacK ..o, pack(C)
parallel .............. parallel ( HW)
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Name

intro - Introduction to system administration commands.

Description

This section contains the commands that are used to administrate and
maintain the XENIX operating system. These commands are largely
root-only, meaning that they can only be executed by the super-user
(root).
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Name

acctcom - Searches for and prints process accounting files.

Syntax

acctcom [[options][file]] ...

Description

acctcom reads file, the standard input, or /fusr/adm/pacct, in the form
described by acct(F) and writes selected records to the standard out-
put. Each record represents the execution of one process. The output
shows the COMMAND NAME, USER, TTYNAME, START TIME, END
TIME, REAL (SEC), CPU (SEC), MEAN SIZE (K), and optionally, F (the
Jork/exec flag: 1 for fork without exec) and STAT (the system exit
status).

The command name is prepended with a # if it was executed with
super-user privileges. If a process is not associated with a known ter-
minal, a ? is printed in the TTYNAME field.

If no files are specified, and if the standard input is associated with a
terminal or /dev/null (as is the case when using & in the shell),
fusr/adm/pacct is read, otherwise the standard input is read.

If any file arguments are given, they are read in their respective order.
Each file is normally read forward, i.e., in chronological order by pro-
cess completion time. The file /usr/adm/pacct is usually the current
file to be examined; a busy system may need several files, in which
case all but the current file will be found in /usr/adm/pacct?. The
options are:

-b Reads backwards, showing latest commands first.

-f Prints the fork/exec flag and system exit status columns in
the output.

-h Instead of showing mean memory size, it shows the frac-

tion of total available CPU time consumed by the process
during its execution. This “hog factor” is computed as:

(total CPU time)/(elapsed time).
-i Prints columns containing the I/O counts in the output.

-k Instead of memory size, shows total kcore-minutes.
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-m
-r
-t
-v
-1 line

-u user

-8 group

-d mmidd

-S time

-e time

D pattern

-H factor

-I number

-0 time

-C time

Shows mean core size (the default).

Shows CPU factor (user time/(system-time + user-time).)
Shows separate system and user CPU times.

Excludes column headings from the output.

Shows only processes belonging to terminal /dev/line .

Shows only processes belonging to user that may be
specified by a user ID, a login name that is then converted
to a user ID, a # which designates only those processes
executed with super-user privileges, or ? which designates
only those processes associated with unknown user IDs.

Shows only processes belonging to group. The group
may be designated by either the group ID or group name.

Any time arguments following this flag are assumed to
occur on the given month and day, rather than during the
last 24 hours. This is needed for looking at old files.

Shows only those processes that existed on or after time,
given in the form hr:min:sec. The :sec or :min:sec may
be omitted.

Shows only those processes that existed on or before time .
Using the same time for both -s and -e shows the pro-
cesses that existed at time.

Shows only commands matching pattern that may be a
regular expression as in ed (C) except that + means one or
more occurrences.

Shows only processes that exceed factor, where factor is
the “hog factor” as explained in option -h above.

Shows driver processes transferring more characters than
the cutoff number.

Shows only those processes with operating system CPU
time that exceeds time.

Shows only those processes that exceed time (the total
CPU time).

Multiple options have the effect of a logical AND.
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Files

fetc/passwd
fusr/adm/pacct
Jetc/group

See Also
accton(ADM), ps(C), su(C), acct(S), acct(F), utmp(F)

Notes

acctcom only reports on processes that have terminated; use ps(C) for
active processes.
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Name

accton - Turns on accounting.

Syntax

accton [file]

Description
accton turns on and off process accounting. If no file is given then

accounting is turned off. If file is given, the kernel appends process
accounting records. (See acct (S) and acct (F)).

Files

fetc/passwd Used for login name to user ID conversions
fusr/adm/pacct  Current process accounting file
fusr/adm/sulogin  Super-user login history file

fetc/wtmp Login/logout history file

See Also
acctcom(ADM), acct(S), acct(F), su(C), utmp(F)
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Name

adfmt - Formats SCSI hard disks.

Syntax

letc/adfmt device_name

Description
The adfmt command issues a format command to the SCSI disk de-

vice_name. device_name should be the character-special device
representing the whole SCSI disk, for example, /dev/rhdl0.

Notes

This utility is only applies to
XENIX-386 distributions.

SCSI disks with embedded controllers are formatted as part of the
manufacturing test procedure. Using adfmt on these disks is unneces-
sary.

Files
/dev/rhd?0

See Also

scsi(HW)
hd(HW)
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Name

aliashash - Micnet alias hash table generator.

Syntax

aliashash [ -v ] [ -o output-file ] [ input-file ]

Description

The aliashash command reads the input-file and generates an output-
file containing a hash table of alias definitions for a Micneg network.
The input-file must name a file containing alias definitions in the form
described for the aliases file (see aliases(M)). If the -0 option is not
used to specify an output-file , the command creates a file with the
same name as the inpur-file but with .hash appended td*it. If no
input-file is given, the command reads the file named
fusr/lib/mail/aliases and creates the file ® named
fusr/lib/mail/aliases.hash.

If invoked with the -v option, the command lists information about the
hash table.

The output-file will contain both the alias definitions given in the
input-file and the new hash table. The hash table appears at the begin-
ning of the file and is separated from the alias definitions by a blank
line. The hash table has three or more lines. The first line is:

#<hash>

The second line has 4 entries: the bytes per table entry, the maximum
number of items per hash value, the number of entries in the table, and
the offset (in bytes) from the beginning of the file to the beginning of
the alias definitions.

The next lines (up to the end of the hash table) contain the hash table
entries. Each line has 8 entries (separated by spaces) and each entry
has 2 fields. The first field (1 byte) is a checksum (represented as a
printable character); the second field is a pointer (in bytes) to the alias
definition. The pointer is represented as a hexadecimal number with
leading blanks if necessary and is always relative to the start of the
definitions.

The aliashash command is normally invoked by the install option of
the netutil command. If the alias definitions of a network must be
changed, the definitions in the aliases file should be changed and a
new aliases.hash file created using the aliashash command. The new
aliases.hash file must then be copied to all other computers in the net-
work.
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Files
fusr/lib/mail/aliashash
fusr/lib/mail/aliases
Jusr/lib/mail/aliases.hash
fusr/lib/mail/maliases.hash
fusr/lib/mail/maliases

See Also

aliases(M), netutil(ADM)

Warning
Do not use the aliashash command to create the aliases.hash file
while the network is running. If necessary, create a temporary output
file, aliases.hash+ , using the -0 option, then enter:
mv aliases.hash+ aliases.hash

This will prevent disruption of the network.
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Name

asktime - Prompts for the correct time of day.

Syntax

letc/asktime

Description

This command prompts for the time of day. You must enter a legal
time according to the proper format as defined below:

[yylmmddlhhmm
Here the first mm is the month number; dd is the day number in the
month; A is the hour number (24-hour system); the second mm is the
minute number; yy is the last 2 digits of the year number and is
optional. The month and day are also optional, as a group with with
the year. The current year is the default if no year is mentioned.

Examples

This example sets the new time, date, and year to “11:29 Aug 31,
1992”.

Current system time is Mon Aug 24 14:36:23 PST 1992
Enter time ([yymmdd]hhmm): 9208311129

Diagnostics
If you enter an illegal time, asktime prompts with:

Try again:

Notes

asktime is normally performed automatically by the system startup file
lete/rc immediately after the system is booted; however, it may be
executed at any time. The command is privileged, and can only be
executed by the super-user.
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Systems which autoboot will invoke asktime automatically on reboot.
On these systems, if you don’t enter a new time or press return within
1 minute of invoking asktime, the system will use the time value it
has. If RETURN alone is entered, the time is unchanged.
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Name

AUTOBOOT (ADM)

autoboot - Automatically boots the system.

Description

The system can be set up to go through the boot stages automatically
(as defined in /etc/default/boot) when the computer is turned on
(booted), provided no key is pressed at the boot(HW) prompt.

If boot times out and LOADXENIX=YES, then XENIX is passed the
word “auto” in its boot string and init(M) fsck(ADM), and
asktime (ADM) are passed a -a flag.

In addition, the TIMEOUT entry can be set to specify the number of
seconds to wait before timing out.

The autoboot procedure checks the file /etc/default/boot for the fol-
lowing instructions on autobooting:

LOADXENIX=YES or NO

FSCKFIX=YES or NO

MULTIUSER=YES or NO

PANICBOOT=YES or NO

RONLYROOT=YES or NO

DEFBOOTSTR=bootstring

28 March 1991

Whether or not boot(HW) times out
and loads XENIX. boot looks for this
variable in the /etc/default/boot file
on its default device.

Whether or not fsck(ADM) fixes any
root system problems by itself. If the
variable is set to YES, then
fsck(ADM) is run on the root filesys-
tem with the -rr flag.

Whether or not init(M) invokes
sulogin or proceeds to multiuser
mode.

Whether or not the system reboots
after a panic(). This variable is read
from /etc/default/boot by init.

Whether or not the root filesystem is
mounted readonly. This must be
used only during installation, and not
for a normal boot. It will effectively
prevent writing to the filesystem.

Set default bootstring to bootstring.
This is the string used by boot when
the user presses <RETURN> only to
the “Boot:” prompt, or when boot
times out.
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SYSTTY=x If x is 1, the system console device is
set to the serial adapter at COMI. If
x is 0, the system console is set to the
main display adapter.

TIMEOUT=n where # is the number of seconds to
timeout at the “Boot:” prompt
before booting the kernel (if
LOADXENIX=YES). If TIMEOUT is
unspecified, defaults to one minute.

If either the /etc/default/boot file or the variable needed cannot be
found, the variable is assumed to be NO. However, if the filesystem
cannot be found, PANICBOOT is set to YES.

The /etc/default/boot file is shipped with the following default figura-
tion:

LOADXENIX=YES
FSCKFIX=YES
MULTIUSER=YES
PANICBOOT=NO

A scratch file is needed by fsck to check large filesystems. The user is
informed during the installation of XENIX if the system needs a
scratch file to fsck the root filesystem. If necessary, the installation
procedure creates the filesystem /dev/scratch to write the fsck tem-
porary file. fsck uses the file named on the /etc/default/boot line:

SCRATCH=

as a scratch file. If the installation /procedure creates the scratch
filesystem, the entry in the /etc/default/boot is automatically made.

SCRATCH need only be specified if the root filesystem is large enough
to need a temporary file. If a file is specified, it is always passed to
fsck when checking the root filesystem, even if the system is booted
manually. The only exception is the first time XENIX is booted from
the hard disk, when the user must specify the scratch file. The file
specified as SCRATCH must not be on the filesystem being checked by
fsck. SCRATCH also cannot be on an unmounted filesystem.

If the XENIX mail system, mail (C), is installed on the system, the out-
put of each autoboot sequence is mailed to root. Otherwise, the sys-
tem administrator should check the file /etc/bootlog for the boot
sequence output. The output of fsck(ADM) is temporarily saved in
the file /dev/recover before it is moved to /etc/bootlog and finally
may be sent to the system administrator via mail.

Other boot options which take affect during autoboot are documented
on the boot(HW) manual page.
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Files

[etc/bootlog
/etc/default/boot

fetc/rc

/bin/sulogin

/dev/recover
/dev/scratch

See Also

AUTOBOOT (ADM)

boot output log for autobooting systems
boot parameter file

instructions for entering multiuser mode,
including mounting and checking additional
filesystems

executed at startup, prompts the user to press
Citrl-d for multiuser mode or to enter the root
password for maintenance mode

allows saving of fsck output

temporary fsck file for large filesystems

boot(HW), fsck(ADM), init(M)

Notes

The utilities invoked during the boot procedure are passed the -a flag
and time out only when the system autoboots. For example,
asktime (ADM) times out after one minute when the system autoboots,
but waits for a response from the user any other time it is invoked.

The previous boot modes of AUTO=CLEAN, DIRTY, NEVER have
been retained for backwards compatibility, but are ignored if any of
the newer modes are present.
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Name

backup, dump - Performs incremental filesystem backup.

Syntax

backup [ key [ arguments ] filesystem ]

Description

backup copies all files changed after a certain date in the filesystem .
dump is a link to backup; they refer to the same utility. The key speci-
fies the date and other options about the backup, where a key consists
of characters from the set 0123456789kfusd. The meanings of these
characters are described below:

f

Places the backup on file specified by the next argument instead
of the default device.

If the backup completes successfully, writes the date of the
beginning of the backup to the file /etc/ddate. This file records
a separate date for each filesystem and each backup level.

This number is the “backup level””. Backs up all files modified
since the last date stored in the file /etc/ddate for the same
filesystem at lesser levels. If no date is determined by the level,
the beginning of time is assumed; thus the option 0 causes the
entire filesystem to be backed up.

This is the size of the tape in feet. The number of feet is taken
from the next argument. When the specified size is reached,
backup will wait for reels to be changed. The default size is
2,300 feet.

This is the density of the tape, expressed in BPI, is taken from
the next argument. This is used in calculating the amount of
tape used per write. The default is 1600.

The size (in K-bytes) of the volume being written is taken from
the next argument. If the k argument is specified, any s and d
arguments are ignored. The default is to use s and d.

If no arguments are given, the key is assumed to be 9u and a default
filesystem is backed up to the default device.

The first backup should be a full level-0 backup:

backup Ou

Next, periodic level 9 backups should be made on an exponential
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progression of tapes or floppies:

backup 9u

This progression is shown as follows:

12131214..

where backup 1 is used every other time, backup 2 every fourth,
backup 3 every eighth, etc.) When the level-9 incremental backup
becomes unmanageable because a tape is full or too many floppies are
required, a level-1 backup should be made:

backup 1u
After this, the exponential series should progress as if uninterrupted.
These level-9 backups are based on the level-1 backup, which is based
on the level-0 full backup. This progression of levels of backups can
be carried as far as desired.
The default filesystem and the backup device depend on the settings of

the variables DISK and TAPE, respectively, in the file
letc/default/backup.

Files
fetc/ddate Records backup dates of filesystem/level

fetc/default/backup Default backup information

See Also
XENIX System Administrator’s Guide
cpio(C), default(F), dumpdirf(ADM), restore(ADM), sddate(C),
backup(F)
Diagnostics
If the backup requires more than one volume (where a volume is likely

to be a floppy disk or tape), you will be asked to change volumes.
Press RETURN after changing volumes.
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Notes

Sizes are based on 1600 BPI for blocked tape. Although the s and d
options are used by default, they are not commonly used; the k option
is more popular because it specifies size in K-bytes. Write errors to
the backup device are usually fatal. Read errors on the filesystem are
ignored.

If the default archive medium specified in /etc/default/backup or
letc/default/restor is block structured, (example: floppy disk) then the
volume size in Kbytes must be specified on the command line. Nei-
ther utility works correctly without this information. For example,
using the default device (below) with the backup command, enter the
following:

backup k 360

The default device entry for /etc/default/backup (tape=/dev/xxx) and
[etc/default/restor (archive=/dev/xxx) is /dev/rfd02.

It is not possible to successfully restore an entire active root filesys-
tem.

Warning

When backing up to floppy disks, be sure to have enough formatted
floppies ready before starting a backup. You must also be sure to close
the floppy door when inserting floppy disks. If you fail to do so in a
multi-floppy backup, the entire backup will fail and you will have to
begin again.

You should never backup more than one filesystem to the tape devices
/dev/nrct0 and /dev/mrct2. This is because, although backup can
write more than one filesystem to /dev/nrct0 or /dev/nrct2, restore
may not be able to restore more than one filesystem from these de-
vices.
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Name

badtrk - Scans fixed disk for flaws and creates bad track table.

Syntax
badtrk [-e] [-s qtdn] [-f /dev/rhd*]

Description

Used chiefly during system installation, badtrk scans the media sur-
face for flaws, creates a new bad track table, prints the current table,
and adds and deletes entries to the table.

WARNING: The -e flag should not be invoked by the user. It is called
by hdinit during installation to change the space allocated for bad
tracks. Use of the -e flag at any other time may restructure the hard
disk, rendering the information stored on it unusable.

To wuse badtrk, you must be in single user mode. (See
shutdown(ADM)). To address the active XENIX partition on your
primary fixed disk, enter:

badtrk -f /dev/rhdQOa

To address the active XENIX partition on your secondary fixed disk,
enter:

badtrk -f /dev/rhdla
WARNING: badtrk must be applied to a partition, not a whole disk,
division, or filesystem.
Usage

When badtrk is executed, the program first displays the main menu:

/ . Print Current Bad Track Table

. Scan Disk (You may choose Read-Only or Destructive later)

. Add Entries to Current Bad Track Table by Cylinder/Head Number
. Add Entries to Current Bad Track Table by Sector Number

. Delete Entries Individually From Current Bad Track Table

. Delete All Entries From Bad Track Table

UL WN

Enter your choice or ‘g’ to quit:
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You are prompted for option numbers, and, depending upon the option,
more information may be queried for later.

A bad track table (option ‘1’) might look like this:

Defective Tracks
Cylinder Head Sector Number (s)

1. 190 3 12971-12987

Press <RETURN> to continue.

Option “2” scans the disk for flaws. If badtrk thinks changes may
have been made to your bad track table since entering badtrk or updat-
ing your table, you will be asked if you want to update the device with
the new table before scanning. You should answer “y” to save your
changes, ‘n’ if you don’t want to save changes made up to this point.
Next you are prompted for the type of scan: all or part of the disk, a
thorough or quick scan, and whether it is destructive or not. After you
respond to these prompts, badtrk begins its scan. You can interrupt a

scan by typing “q” at any time. You are then prompted to continue
the scan or return to the main menu.

As the program finds flawed tracks, it displays the location of each
bad track. Here is an example error message:

wd: ERROR : on fixed disk ctlr=0 dev=0/47 block=31434 cmd=00000020
status=00005180, sector = 62899, cylinder/head = 483/4

(You may see this kind of message if there is a read or write error dur-
ing the scanning procedure.)

When the scan is complete, the main menu reappears. The program
automatically enters any detected flaws in the bad track table.

If there are no entries in your bad track table and a scan does not
reveal any flaws, but your disk is furnished with a flaw map, you
should enter these flaws into the bad track table. To add flaw loca-
tions to an existing bad track table, select either option “3” or option
“4”, depending upon the format of the flaw map furnished with your
disk. Enter the defective tracks, one per line. (This should only be
done on non-remapped drives; see cautions under Notes.)

When you are satisfied that badtrk contains a table of the desired

flaws, quit the badtrk program by entering “q” at the main menu.
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If badtrk was invoked with the -e option (which should only occur
when called by hdinit, during the XENIX installation procedure), if
you are reinstalling and you have a valid disk division table, the fol-
lowing message is displayed prior to the badtrk menu:

This device contains a valid division table. Additional

(non-root) filesystems can be preserved across this reinstallation.
If you wish to be able to preserve these file systems later, you must
not change the current limit of the bad track table, which is

n bad tracks. Do you wish to leave it unchanged? <y/n>:

[ 1}

If you respond “y”, you will not be prompted later to enter a new limit
for the size of your bad track table. You can add or delete entries, but
you will not be allowed to increase the maximum number of bad
tracks allocated. If you respond “n” and the size of your bad track
table is changed, your disk division table will be destroyed.

If you do not have a valid disk division table or you selected “n” when
prompted, you are prompted for the number of bad tracks to allocate.
There will be a recommended number of replacement tracks to allo-
cate based on the number of known bad tracks plus an allowance for
tracks that will go bad in the future. You should choose to allocate at
least as many as the recommended number of replacement tracks.
Make your choice carefully, because if you want to change this
amount later, you will have to reinstall XENIX.

At this point, you are asked if you want to update the table, meaning if
you wish to save the changes made. You should answer “y” to save
your changes, “n” to leave the bad track table as it was when last

updated.

Arguments

-f name
Opens the partition name and reads the bad track table associated
with that partition. The default is /dev/rhd0a.

-S options
Invokes badtrk non-interactively. Valid options for this flag are:

[q]uick
[t]horough
[d]estructive
[n]on-destructive

The -s flag takes two options at a time. Choose quick or thorough scan,
and destructive or non-destructive scan.
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Notes

This utility only applies to standard disk controllers and not SCSI host
adapters or SMS-OMTI controllers.

badtrk can only be used in single-user mode.

If a bad spot develops in the boot blocks or system tables at the very
beginning of the fdisk partition, reinstallation is required.

Some disk controllers support alternate modes known as "translation,"
"mapping"” or "63-sector” modes that change the apparent shape of the
drive. This is often used to make a drive that has more than 1024
cylinders appear to have less cylinders in order to make it compatible
with MS-DOS. If your drive has been formatted using one of these
options, do not use options 3 and 4 to manually add entries to the bad
track.

Files
Jetc/badtrk

28 March 1991 Page 4



CHROOT (ADM) CHROOT (ADM)

Name

chroot - Changes root directory for command.

Syntax

chroot newroot command

Description
The given command is executed relative to the new root. The mean-
ing of any initial slashes (/) in pathnames is changed for a command
and any of its children to newroot. Furthermore, the initial working
directory is newroot.
Notice that:

chroot newroot command >x

creates the file x relative to the original root, not the new one.
This command is restricted to the super-user.
The new root pathname is always relative to the current root even if a
chroot is currently in effect. The newroot argument is relative to the
current root of the running process. Note that it is not possible to
change directories to what was formerly the parent of the new root
directory; i.e., the chroot command supports the new root as an abso-
lute root for the duration of the command. This means that “/..” is
always equivalent to “/”.

See Also

chdir(S)

Notes

Exercise extreme caution when referencing special files in the new
root file system.

command must be under newroot or command is reported:
command: not found
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Name

clri - Clears inode.

Syntax

[etc/clri file-system i-number ...

Description

clri writes zeros on the 64 bytes occupied by the inode numbered i-
number. File-system must be a special filename referring to a device
containing a file system. After clri is executed, any blocks in the
affected file will show up as “missing” if the file system is checked
with fsck(ADM). Use clri only in emergencies and exercise extreme
care.

Read and write permission is required on the specified file-system de-
vice. The inode becomes allocatable.

The primary purpose of this routine is to remove a file which, for some
reason, does not appear in a directory. If you use clri to destroy an
inode which does appear in a directory, track down the entry and
remove it. Otherwise, when the inode is reallocated to some new file,
the old entry will still point to this file. At that point removing the old
entry will destroy the new file. The new entry will again point to an
unallocated inode, so the whole cycle is likely to be repeated again
and again.

See Also
fsck(ADM), ncheck(ADM)

Notes

If the file is open, clri is likely to be ineffective.
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Name

config - Configures a XENIX system.

Syntax

lusr/sys/conf/config [ -i ] [ -c file ] [ -s ] -m master dfile

Description

config takes a description of a XENIX system and generates compil-
able files that define the configuration tables for the various devices
on the system.

Options include:

-m Specifies the name of the file that contains all the information
regarding supported devices; /usr/sys/conf/master is the stan-
dard name. This file is supplied with the XENIX system and
should not be modified by the user. The configure(ADM) utility
should be used to update /usr/sys/conf/master and dfile.

-i Requests assembly-language output, instead of the default C
language output.

-c  Specifies the name of the configuration table file. c.c is the
default names unless the -i option is given, in which case the
default name is c.asm .

-s  Specifies the name of the parameters file. space.c is the default
name; if the -i option is used, the default name is space.inc.

dfile contains system device information and is divided into two parts.
The first contains physical device specifications. The second contains
system-dependent information. Any line with an asterisk (*) in
column 1 is a comment. A standard dfile is provided as
lusr/sys/conf/xenixconf. The configure(ADM) utility should also be
used to update /usr/sys/conf/xenixconf.

All configurations are assumed to have a set of required devices, such

as the system clock, which must be present to run XENIX. These de-
vices must not be specified in dfile.
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First Part of dfile

Each line contains two fields, delimited by spaces and/or tabs in the
following format:

devname number

where devname is the name of the device, and number is the number
(decimal) of devices associated with the corresponding controller.
The device name can be any name given in part 1 of the
fusr/sys/conf/master file, or any alias given in part 3 of the same file;
number is optional, and if omitted, a default value which is the max-
imum value for that controller is used.

There are certain drivers that may be provided with the system that are
actually pseudo-device drivers; that is, there is no real hardware asso-
ciated with the driver. If the system has such drivers, they are
described in section M of the XENIX User’s Reference .

Second Part of dfile

The second part contains three different types of lines. Note that all
specifications of this part are required, although their order is arbi-

trary.
1. root/pipe device specification
Two lines, each having three fields:

root devname minor
pipe  devname minor

where devname is the name of the device, and minor is the minor de-
vice number (in octal). The device name can be any name given in
part 1 of the /usr/sys/conf/master file, or any alias given in part 3 of
the same file.

2. swap device specification
One line that contains five fields as follows:

swap devname minor swplo nswap
where devname is the name of the device, minor is the minor device
number (in octal), swplo is the lowest disk block (decimal) in the
swap area, and nswap is the number of disk blocks (decimal) in the

swap area. The device name can be any name given in part 1 of the
/usr/sys/conf/master file, or any alias given in part 3 of the same file.
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3. Parameter specification
One or more lines, each having two fields as follows:
name number

where name is a tunable parameter name, and number is the desired
value (in decimal) for the given parameter. Only names that have
been defined in part 4 of the /usr/sys/conf/master file

can be used; number overrides the default value for the given parame-
ter.

A complete list of kernel parameters is found in “Tuning System Per-
formance” in the System Administrator’s Guide. Note that the param-
eters listed by configure are in uppercase and the values in
/usr/sys/conf/master are in lowercase.

Files
/fusr/sys/conf/master default input master device table
c.c default output driver configuration table file
space.c default output resource configuration table file
c.asm default driver configuration in assembly language
space.inc default resource configuration in assembly language
See Also

configure(ADM), master(F)

Diagnostics

Diagnostics are routed to the standard output and are self-explanatory.

Notes

The value on the right-hand side of a parameter specification must be
a double-quoted character string, an integer, the name of another
parameter defined within the master(F) file, or some arithmetical com-
bination of integers and defined parameter names. Only the “+”, “-”,
“*” and “/” operators can be used in an arithmetical expression.
Expressions are interpreted left-to-right: if operator precedence is in

doubt, parenthesize.
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Name

configure - xenix configuration program.

Syntax

configure [options] [parm=val ... ]

Description

The configure program determines and alters different kernel
resources. For end users, configure is easier than modifying the sys-
tem configuration files directly. For device driver writers, configure
avoids the difficulties of editing configuration files that have already
been edited by an earlier driver configuration script.

Resources are modified interactively or with command-line argu-
ments. Adding or deleting device driver components requires the
command line options.

The next paragraphs discuss how to use configure interactively. Com-
mand line options are discussed in the “Options” section.

Interactive Usage

configure functions interactively when no options are given, or when
-f is the only option specified on the command line.

When you invoke configure interactively, you first see a category
menu that looks something like this:

//ﬁ 1. Disk Buffers
2. Character Buffers
3. Files, Inodes, and Filesystems
4. Processes, Memory Management & Swapping
5. Clock
6. MultiScreens
7. Message Queues
8. Semaphores
9. Shared Data
10. System Name
11. Streams Data
12. Event Queues and Devices
13. Hardware Dependent Parameters
Select a parameter category to reconfigure by
typing a number from 1 to 13, or type 'q’ to quit:
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To choose a category, enter its number, (e.g. “1” for “Disk Buffers”)
then press RETURN.

Each category contains a number of configurable resources. Each
resource is presented by displaying its true name, a short description,
and its current value. For example, for the “Disk Buffers” category
you might see:

NBUF: total disk buffers. Currently determined at system start up:
NSABUF: system—addressable (near) disk buffers. Currently 10:
NHBUF: hash buffers (for disk block sorting). Currently 128:

To keep the current value, simply press RETURN. Otherwise, enter an
appropriate value for the resource, then press RETURN. configure
checks each value to make sure that it is within an appropriate range.
If not, configure will warn you that the value is inappropriate and con-
firm that you wish to override the recommended value.

To exit from configure enter ’q’ at the category menu prompt. If any
changes are made, configure asks if it should update the configuration
files with the changes. To keep the old configuration values, enter 'n’
at this prompt, and no changes are made. Otherwise, enter ’y’ and con-
figure updates the required system configuration files. After config-
ure has completed, the kernel is ready for linking.

To link the kernel, enter:

cd /usr/sys/conf
Jlink_xenix

Linking may take a few minutes. After the kernel is linked, enter the
following commands to place a copy of the new kernel (xenix.new) in
the root directory and reboot the system:

cp /usr/sys/conf/xenix /xenix.new
/etc/shutdown

Eventually, you see the boot prompt:

Boot

To test the new kernel, enter the following at the boot prompt:
xenix.new
The system is now running the new kernel. When you are satisfied

with the performance of the new kernel, enter the following command
to install the new kernel on the hard disk:
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fusr/sys/conf/hdinstall

The hdinstall ADM) program backs up the old /xenix and copies
lusrisys/confixenix to /xenix.

Remove xenix.new by entering the following command:
rm /xenix.new

Reboot the system to run the new kernel.

Options

The command line options are designed for writers of driver-installa-
tion shell scripts. You can configure drivers, remove driver definitions
from the configuration files, and modify some driver attributes, all
from the command line. There are also options for querying the
current driver configuration, querying kernel resources, and modifying
these resources.

configure uses the following options:

-a [funcl func2 ...]
-g [funcl func2 ...]

-c

-d [funcl func2 ...]

-f master_file [ dfile ]

-g dev_name handler | dev_name
-j [prefix] [NEXTMAJOR]

-1 priority level

-m major

-n

-q

T

-t

-v interrupt_vector [ interrupt_vector2...]
-w

-X

-y resource

-m, -b, and -c
These options are used to define which driver is being referenced.
Following -m must be the major device number of the driver. If
you are configuring a block driver, -b must appear; if you are con-
figuring a character driver, -¢ must appear. Both are used when
configuring a driver with both kinds of interfaces.

-aand -d

Each option is followed by a list of functions to add or delete,
respectively. These are the names of the functions that appear
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within bdevsw[] or cdevsw|[ ], as appropriate, plus the names of the
initialization, clock poll, halt and interrupt routines, if present, plus
the names of the tty, stream, and tab structure pointers. configure
enforces the rules that all of a driver’s routines must have a com-
mon prefix, and that the prefix be 2-4 characters long.

-j When followed by a prefix used by a driver, the major device num-
ber is displayed. When followed by NEXTMAJOR, the smallest
unused major device number is displayed.

-r This option forces a rewrite of the configuration files regardless of
whether or not the command changed the configuration.

-v This option modifies the system’s notion of the vectors on which
this device can interrupt. A device may interrupt on up to 4 vec-
tors.

-1 This sets the interrupt priority level of the device, which is almost
always the same as the type of spl() call used: a driver that inter-
locks using spl5() almost always has an interrupt priority level of
5.

-q If the -q option is given, no gswitch() is possible after returning
from the device interrupt. Use of this option in new drivers is not
recommended.

-f The configuration is maintained in two data files, whose default
names are master and xenixconf. The -f option can be used to
specify alternate names. Note that if -f is the only option present,
the program is still interactive.

-n If -n is present, the two configuration daia files are modified, but no
‘.0 files are produced. This option is useful when configuring a
driver package containing multiple drivers.

-w This option suppresses warning messages.

-X This dumps all the resource prompts known to configure. These
reveal the name, description and current value of each parameter
capable of being reconfigured. Category prompts are not dumped.

-y The -y option prints out the current value of the requested resource.

-t This option prints out nothing (except possibly error messages).
However, it has a return value of 1 if a driver corresponding to the
given combination of -m, -b, -c and options is already configured,
and returns O if no such driver is present.

-g This option is used to add or remove graphics input (GIN) device
handlers. Devices such as mice, bitpads, and keyboards may have
handlers to turn their input data into “events.” The -g flag may be
given one argument that is interpreted as a device name. That GIN
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device is removed from the configuration files. If the -g flag has
two arguments, the second is a handler for that device, and the de-
vice is added to the files. If it was already present, its handler is
updated and the user is informed. Multiple devices may be added
or removed by specifying -g multiple times.
Setting Command-line Parameters
Any number of arguments can be given on the command line of the
form resource=value. These arguments can be given at the same time
as an add or delete driver request, but must follow all the driver-con-
figuration arguments on the command line.
Some resources have values that are character strings. In this case
their values must be enclosed within the characters \" . The quotes are
syntactically necessary for them to be used as C-language strings, and
the backslashes protect the quotes from being removed by the shell.
Examples
Print out the current value of NCLIST:
configure -y NCLIST
Return 1 if character major device 7 and vector 3 are available:
configure -t -v 7 -m 3 -¢
Add a clock-time polling and initialization routine to the already con-
figured “foo” driver, a hypothetical character driver at major device
#17:
configure -a foopoll fooinit -c -m 17
Delete the “foo” driver:
configure -m 17 -d -¢

Add a new “hypo” driver, a block driver with a character interface. It
absorbs 3 different interrupt vectors, at priority 6:

configure -a hypoopen hypoclose hyporead hypowrite hypoioctl\
hypostrategy hypotab hypointr -b -c -1 6 -v 17 42 49

Notes

Kernel Data Space Restrictions (XENIX-286 only)
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If the total size of all the allocated resources grows too large, the
group will not fit within the kernel’s 64k near data segment. You will
not see messages about excessive size from configure, but you may
see them from the linker when you attempt to link the kernel.

Files
/usr/sys/conf/master
/usr/sys/conf/xenixconf
/usr/sys/conf/config
fusr/sys/conf/space.o
fusr/sys/conf/c.o

See Also

master(F), config(ADM), event(M), hdinstall(ADM)
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Name

custom - Installs specific portions of the XENIX System

Syntax
custom [-odt] [-irl [package] ] [-m device] [-f [file] ]

Description

With custom you can create a custom installation by selectively in-
stalling or deleting portions of the XENIX system. custom is execut-
able only by the super-user and is either interactive or can be invoked
from the command line with several options.

Files are extracted or deleted in packages. A package is a collection
of individual files. Packages are grouped together in sefs.

Three default sets are always available:

Operating System
Development System
Text Processing System

You can also install additional sets. You can list the available pack-
ages by using the custom command as described next.

Usage
To use custom interactively, enter:
custom
You see a list of sets. For example:

1. Operating System

2. Development System

3. Text Processing System
4. Add a Supported Product

The program prompts you to choose a set from which to work. If the
data files for that set are not already installed on the hard disk, custom
prompts you for the floppy which contains these data files and installs
them. You may also see menu items for each product that has been
previously added using the “Add a Supported Product” option. If you
are adding a new product, you will be prompted for volume 1 of the
new product distribution and custom will extract the product informa-
tion necessary to support it.
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When you select a valid set, you see a menu like this:

. Install one or more packages

. Remove one or more packages
. List the files in a package

. Install a single file

. Select a new set to customize
. Display current disk usage
Help

N AW —

When you enter a menu option, you are prompted for further informa-
tion. This is what the options prompt, and what action occurs:

1. Install
Prompts for one or more package names.

Calculates which installation volumes (distribution media) are
needed, then prompts for the correct volume numbers. If multiple
packages are specified, the names should be separated by spaces on
the command line.

This option, as well as “2” and “3,” displays a list of all available
packages in the currently selected set. Each line describes the pack-
age name, whether the package is fully installed, not installed or par-
tially installed, the size of the package (in 512 byte blocks), and a one
line description of the package contents.

2. Remove
Prompts for one or more package names.

Deletes the correct files in the specified package. If multiple pack-
ages are specified the names should be separated by spaces on the
command line.

Displays available packages (see option “17).

3. List files in a package
Lists all files in the specified package.

Prompts for one or more package names. Enter the name of the
desired package(s).

Displays available packages (see option “1”).
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4. Install a single file
Extract the specified file from the distribution set.

Filename should be a full pathname relative to the root directory
“ /”'

5. Select a new set
Allows you to work from a different set than the current one.
6. Display current disk usage
Tells you your current disk usage.
7. Help
Prints a page of instructions to help you use custom.
Options

Three arguments are required for a completely non-interactive use of
custom:

A set identifier
('0’ 'd9 or 't)y

A.command
('l’ -r, 'l’ or 'ﬂ’

And either one or more package names, or a file name

If any information is missing from the command line, custom prompts
for the missing data.

Only one of -0, -d, or -t may be specified. These stand for:

-0 Operating System

-d Development System

-t Text Processing System

Only one of i, -r, -1, or -f may be specified, followed by an argument

of the appropriate type (one or more package names, or a file name).
These options perform the following:
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-i Install the specified package(s)

-r Remove the specified package(s)

-1 List the files in the specified package(s).

-f Install the specified file.

The -m flag allows the media device to be specified. The default is
/dev/install (which is always the O device, as in /dev/fd0). This is very
useful if the system has a 5.25-inch drive on /dev/fd0 and a 3.5-inch

floppy on /dev/fdl, and it is necessary to install 3.5-inch media. For
example:

custom -m /dev/rfd196ds9
this will override the default device and use the one supplied with the
-m flag.
Files
fetc/base.perms
fetc/soft.perms
[etc/text.perms
fetc/perms/*
See Also
fixperm(ADM), df(C), du(C), install(ADM)

Notes

If you upgrade any part of your system, custom detects if you have a
different release and prompts you to insert the floppy volume that
updates the custom data files. Likewise, if you insert an invalid prod-
uct or a volume out of order, you will be prompted to reinsert the
correct volume.
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Name

dial, uuchat - Dials a modem.

Syntax

fusr/lib/uucp/dialX ttyname telno speed
fusr/lib/uucp/dialX -h ttyname speed
fusr/lib/uucp/uuchat ttyname speed chat-script

Description

/usr/lib/uucp/dialX dials a modem attached to tryname. (X is a dialer
name, such as HA1200.) The -h option is used to hang up the modem.

uucico(ADM), ct(C), and cu(C) use /usr/lib/uucp/dialX. A number
of dialer binaries are distributed (there may be differences between
XENIX-286 and XENIX-386 distributions):

Binary File Modem

dialHA12 Hayes Smartmodem 1200 or compatible
dialHA24 Hayes Smartmodem 2400 or compatible
dialHA96V Hayes Smartmodem 9600 or compatible
dialMUL Multitech Multimodem 224 EH
dialVA3450 Racal Vadic 3451 modem

dialVA96 Racal Vadic 9600 modem

dialTBIT Telebit Trailblazer Modem

Source for these is provided in their respective .c files.

uucico(ADM) invokes dial, with a ttyname, telno (phone number),
and speed. dial attempts to dial the phone number on the specified
line at the given speed. When using dialHA12 or dialHA24, speed
can be a range of baud rates. The range is specified with the form:

lowrate - highrate
where lowrate is the minimum acceptable connection baud rate and
highrate is the maximum. The dial program returns the status of the
attempt through the following dial return codes:

bit 0x80 =1
The connection attempt failed.
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bits 0x0f =
If bit 0x80 is a 1, then these bits are the dialer error code:
0 general or unknown error code.
1 line is being used.
2 a signal has aborted the dialer.
3 dialer arguments are invalid.
4 the phone number is invalid.
5 the baud rate is invalid or the dialer could not

connect at the requested baud rate.

6 can’t open the line.

7 ioctl error on the line.

8 timeout waiting for connection.
9 no dialtone was detected.

10 unused.

11 unused.

12 unused.

13 phone is busy.

14 no carrier is detected.

15 remote system did not answer.

Error codes 12-15 are used to indicate that the problem is at the
remote end.

If bit 0x80 is a 0, then these bits are used to indicate the actual con-
nection baud rate. If 0, the baud rate is the same as the baud rate used
to dial the phone number or the highest baud rate if a range was
specified. Otherwise, these four bits are the CBAUD bits in the struct
termio c_flag and the struct sgttyb sg_ispeed and sg_ospeed tty ioctl
structures.

You can copy and modify one of the files /usr/lib/uucp/dialHA12.c
etc., to use a different modem. There is a makefile in /usr/lib/uucp
which should be modified for the new dialer, and can be used to com-
pile the new program.
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If you create a dial program for another modem, send us the source.
User generated dial programs will be considered for inclusion in
future releases.

The dial program to be used on a particular line is specified in the fifth
field of the entry for that line in /usr/lib/uucp/Devices. If there is no
dial program of that name, then uucico, ct, and cu use a built-in dialer,
together with the chat-script of that name in /usr/lib/uucp/Dialers.

dial -h is executed by getty when it is respawned on a line shared
between dial-in and dial-out. If there is no dial program, then getty
uses /usr/lib/uucp/uuchat, passing it the & chat-script from
fusr/lib/uucp/Dialers.

Files
fusr/lib/uucp/Devices
fusr/lib/uucp/dial*.c Dialer source files
fusr/lib/uucp/dialHA12  Hayes Smartmodem 1200/1200B dialer
fusr/lib/uucp/dialHA24  Hayes Smartmodem 2400 dialer
fusr/lib/uucp/makefile Makefile to compile new dialer
/usr/lib/uucp/dial TBIT Telebit Trailblazer dialer
fusr/lib/uucp/uuchat

See Also

ct(C), cu(C), uucico(ADM), dialers(F), getty (M)
Notes

You must have the Development System installed in order to compile
and install a new dial program.
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Name

divvy - Disk dividing utility

Syntax
divvy -b block_device -c¢ character_device [-v virtual_drive]
[-p physical_drive] [-i ] [-m ]
Description
divvy divides an fdisk (ADM) partition into a number of separate areas
known as “divisions”. A division is identified by unique major and
minor device numbers and can be used for a filesystem, swap area, or
for isolating bad spots on the device.
With divvy you can:
- Divide an fdisk partition into separate devices.
- Create new filesystems.
- Change the device names of filesystems.
- Change the size of filesystems.
- Remove filesystems.
Options
Options to divvy are:

-b block_device
Major device number of block interface.

-C character_device
Major device number of character interface.

-v fdisk_partition
For dividing an fdisk partition (also known as a “virtual drive”).

-p physical _drive
For dividing one of several physical disks that share the same con-
troller.

-i Disk being divided will contain a root filesystem on division 0.

-m Disk being divided should be made into a number of mountable
file systems.

28 March 1991 Page 1



DIVVY (ADM) DIVVY (ADM)

Usage

The device being divided must be a block device with a character
interface. For example, to use divvy on a device with a block-
interface major number 1 and character interface number of 1, enter:

divvy -b 1 ¢ 1

The -v option specifies which fdisk partition (virtual drive) to divide.
The default is the active drive. Virtual drive numbers are determined
with the fdisk(ADM) utility.

The -p option allows division of one of several physical disks sharing
a controller. divvy defaults to the first physical device numbered “0.”
To access a second physical disk, use the -p 1 option.

The -i option specifies the device being divided will contain a root
filesystem. With this option, device nodes are created relative to the
new root, generally a hard disk, instead of the current root, often an
installation floppy. A root filesystem and a recover area are created.
divvy prompts for the size of the swap area. If the disk is large enough,
then divwy prompts for a separate /u (user) filesystem. divvy also
prompts for block-by-block control over the layout of the
filesystem(s). If the root filesystem is large enough to require a
scratch division, (more than 40,000 blocks) then divvy will prompt for
whether one should be created. divvy is invoked with the -i option dur-
ing XENIX installation.

The -m option is used for initial installation on devices that will not
be used as the root. It causes the user to be prompted for a number of
filesystems.

When divvy is invoked from the command line, you see a main menu:

n[ame] Name or rename a division.

c[reate] create a new filesystem on this division.

plrevent] Prevent a new filesystem from being created on this division.
s[tart] Start a division on a different block.

e[nd] End a division on a different block.

r[estore] Restore the original partition table.

Please enter your choice or ‘g’ to quit:

To choose a command, enter the first letter of the command, then press
RETURN.
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The divvy division table might look something like this:

Name New File System? | # | First Block | Last Block

root no, exists 0 0 13754

swap no, exists 1 13755 15135

u no, exists 2 15136 25135
no 3 — —
no 4 — —
no 5 — —

recover no, exists 6 25136 25145

d1057all | no 7 0 25546

28 March 1991

25146 blocks for divisions, 400 blocks reserved for the system

divvy also displays information about block allocation for system
tables and bad tracks.

If you select option ‘n’, you can change the name of the device. divvy
prompts you for the division number (from the divvy table displayed
above), then for a new name.

Option ‘c’ causes a given division to become a new, empty filesystem
when you exit from divvy. After using the ‘c’ option, you will see a
‘yes’ in the ‘New File System?’ column. If you use option ‘p,” the
‘yes’ in the ‘New File System?’ column will change to a ‘no’, and the
contents of the division will not change.

With the ‘s’ or ‘start’ command, you can start a division on a different
block number. With the ‘e’ or ‘end’ command, you can end a division
on a different block number.

You can use these two commands to change the size of a division. For
example, if your disk is similar to the one in the sample divvy table
above, and you want to make the root filesystem larger and the swap
area smaller, do this:

1. Make the swap area smaller with the ‘s’ command.
2. Use the ‘e’ command to make the root division bigger.

Changing the size of an existing filesystem destroys any existing data
on that filesystem. Note that if any of the divisions overlap, divvy will
complain when you try to exit and put you back in the menus to
correct the situation.

The ‘r’ or ‘restore’ command restores the original partition table. This
is useful if you make a serious mistake and want to return to where
you started.

When you exit from divvy, you are prompted whether you want to

save any changes you made, or exit without saving the changes. At
this time, you can also go back to the divvy menu, and may also have
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the option to reinstall the original, default division table.

See Also

badtrk(ADM), fdisk(ADM), fsck(ADM), hd(HW), mkdev(C), mkfs(C),
mknod(C)

Notes

divvy requires kernel level support from the device driver. If divvy
lists the size of a disk as “0” blocks, or displays the following error
messages, the device may not support dividing:

cannot read division table
or:
cannot get drive parameters

These errors may also occur if the prerequisite programs fdisk and
badtrk are not run correctly.

If you change the size of filesystems (such as /u) after you have
installed a XENIX filesystem, you will have to run mkfs on the filesys-
tem and reinstall the files that are kept there. This is because the free
list for that filesystem has changed. Be sure to backup the files in any
filesystem you intend to change, using backup(C), tar(C), or cpio(C),
before you run divvy . After XENIX is installed, the bounds of the root
filesystem must not be changed.

During installation, if the filesystem on division O (generally root)
becomes or remains large enough to require a scratch area during fsck,
and one does not already exist, divwy prompts for whether one should
be created. (The resulting filesystem, /dev/scratch, is used by auto-
boot if it runs fsck. /dev/scratch should also be entered when fsck
prompts for a scratch file name, provided that the filesystem being
checked is not larger than the root filesystem.) If all disk divisions
have been used up, divvy will not prompt for a scratch filesystem, even
if the root filesystem is large enough to require one.

This utility uses 1K blocks.
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Name

dmesg - Displays the system messages on the console.

Syntax

dmesg [ - ]

Description

The dmesg command displays all the system messages that have been
generated since the last time the system was booted. If the option —
is specified, it displays only those messages that have been generated
since the last time the dmesg command was performed.

dmesg can be invoked periodically by placing instructions in the file
fusr/lib/crontab . It can also be invoked automatically by /etc/rc
whenever the system is booted. See “Notes”, below.

dmesg logs all error messages it prints in /usr/adm/messages. If
dmesg is invoked automatically, the messages file continues to grow

and can become very large. The system administrator should occa-
sionally erase its contents.

Files
fetc/dmesg
/usr/adm/messages
/fusr/fadm/msgbuf
Notes
dmesg is included in this release for backwards compatibility only.
The device /dev/error provides a more flexible means of logging error

messages, and is recommended over dmesg. See error(M) for more
information.

See Also

cron(C), error(M), messages(M)
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Name

dparam - Displays/changes hard disk characteristics.

Syntax

dparam [ -w ]
dparam /dev/rhd[0l 1]0 [characteristics]

Description

The dparam command displays or changes the hard disk characteris-
tics currently in effect. These changes go into effect immediately and
are also written to the master boot block for subsequent boots. If a
non-standard hard disk is used, this utility must be called before
accessing the drive.

The -w option causes a copy of /etc/masterboot to be copied to disk to
ensure that non-standard hard disks are supported for the specified
drive. This call must precede a call to write non-standard disk param-
eters for the desired parameters to be saved correctly in the master-
boot block.

When called without options or disk characteristics, dparam prints the
current disk characteristics (on the standard output) for the specified
hard disk. These values are printed in the same order as the argument
list.

When writing characteristics for the specified hard disk, dparam
changes the current disk controller status and updates the masterboot
block. The argument ordering is critical and must be entered as speci-
fied below. All characteristics must be entered when writing disk
characteristics, otherwise an error is returned. Hard disk characteris-
tics (in respective order) are:

number of cylinders total number of
cylinders on the hard
disk

number of heads number of heads

reduced write current cylinder hardware specific, con-
sult your hardware
manual

write precompensation cylinder  hardware specific, con-
sult your hardware
manual
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ecc number of bits of error
correction on 1/0
transfers, consult your
hardware manual

control very hardware specific,
consult your hardware
manual

landing zone cylinder where to park heads
after shutting down the
system

number of sectors per track number of sectors per
track on the hard disk

Examples
dparam -w
dparam /dev/rhd10

dparam /dev/rhd00 700 4 256 180 5 0 640 17

Notes

This utility changes the kernel’s view of the hard disk parameters. It
may be subject to restrictions imposed by the hardware configuration.

dparam 1is called automatically during XENIX installation and by
mkdev hd.
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Name

dumpdir - Prints the names of files on a backup archive.

Syntax

dumpdir [ f filename ]

Description

dumpdir is used to list the names and inode numbers of all files and
directories on an archive written with the backup command. This is
most useful when attempting to determine the location of a particular
file in a set of backup archives.

The f option causes filename to be used as the name of the backup de-
vice instead of the default. The default backup device depends on the
setting of the variable TAPE in the file /etc/default/dumpdir. The de-
vice specified as TAPE can be any type of backup device supported by
the system (for example, a floppy drive or cartridge tape drive).

Files
Jtmp/rst* Temporary files
/etc/default/dumpdir Default backup device

See Also

backup(ADM), restore(ADM), default(F)
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Name

fdisk - Maintain disk partitions.

Syntax

fdisk [ [-p] [-ad partition] [-c partition start size] [-f devicename] ]

Description

fdisk displays information about disk partitions. fdisk also creates and
deletes disk partitions and changes the active partition. fdisk func-
tionality is a superset of the MS-DOS command of the same name.
fdisk is usually used interactively from a menu.

The hard disk has at most four partitions. Only one partition is active
at any given time. It is possible to assign a different operating system
to each partition. Once a partition is made active, the operating sys-
tem resident in that partition boots automatically once the current op-
erating system is halted.

To use XENIX, at least one partition must be assigned to XENIX.

The fdisk utility does not allocate the first track or the last cylinder on
the hard disk when the “Use Entire Disk for XENIX” option is used.
The first track on the hard disk is reserved for masterboot and the last
cylinder is generally used when running hard disk diagnostics. You
should not allocate the last cylinder if you plan to run diagnostics on
your hard disk.

For example, if a disk has 2442 tracks, fdisk reports these as tracks O-
2441. If your hard disk has 4 heads, fdisk will assign (using the “Use
Entire Disk for XENIX” option) tracks 1-2437. (Track O is reserved
for masterboot.) The last cylinder (tracks 2438-2441) is not assigned
with the “Use Entire Disk for XENIX” option.

Partitions are defined by a “partition table” at the end of the master
boot block. The partition table provides the location and size of the
partitions on the disk. The partition table also defines the active parti-
tion. Each partition can be assigned to XENIX, DOS, or some other
operating system. Once a DOS partition is set up, DOS files and
directories resident in the DOS partition may be accessed while run-
ning XENIX by means of the dos(C) commands. DOS may be booted
without the DOS partition being active via the “boot:dos” command.

See boot(HW).

Arguments
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-p, -a, -d, ¢
These flags are used to invoke fdisk non-interactively:
-p prints out the disk partition table.
-a number activates the specified partition number.
-d number deletes the specified partition number.

-c number start size  creates partition with specified start and size.

-f name
Open device name and read the partition table associated with that
device’s partition. The default is /dev/rhd00.

Options

The fdisk command displays a prompt and a menu of five options.
Updates to the disk are not made until you enter “q” from the main
menu.

1. Display Partition Table.
This option displays a table of information about each partition on
the hard disk. The PARTITION column gives the partition num-
ber. The STATUS column tells whether the partition is active (A)
or inactive (I). TYPE tells whether the partition is XENIX, DOS,
or “other”. The option also displays the starting track, ending
track and total number of tracks in each partition.

2. Use Entire Disk for XENIX.
fdisk creates one partition that includes all the tracks on the disk,
except the first track and the last cylinder. This partition is
assigned to XENIX and is designated the active partition.

3. Create XENIX Partition
This option allows the creation of a partition by altering the parti-
tion table. fdisk reports the number of tracks available for each
partition and the number of tracks in use. fdisk prompts for the
partition to create, the starting track and size in tracks. The change
is written to the operating system and the hard disk when you enter

€6

q” from the main menu.

4. Activate Partition
This option activates the specified partition. Only one partition
may be active at a time. The change is not effective until you exit.
The operating system residing in the newly activated partition
boots once the current operating system is halted.

5. Delete Partition
This option requests which partition you wish to delete. fdisk
reports the new available amount of disk space in tracks. The
change is not effective until you exit.
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Exit the fdisk program by typing a ‘q’ at the main fdisk menu. Your
changes are now written to the operating system and the hard disk.

Notes

The minimum recommended size for a XENIX partition is 5 mega-
bytes.

Since fdisk is intended for use with DOS, it may not work with all op-
erating system combinations.

See also

dos(C), hd(HW).
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Name

fdswap - Swaps default boot floppy drive.

Syntax
fdswap [onl off]

Description

fdswap tells the CMOS to swap the default floppy drive used to read
boot information at boot time. For example, if your computer defaults
to read boot information on drive A, fdswap on changes the default
drive to drive B.

fdswap with no arguments reports the current fdswap state, on or off.

fdswap off switches the drive setting back to the default configura-
tion. Changing the drives takes effect on the next boot of the system.

Notes

This utility is only included on
XENIX-386 distributions.

Support for this functionality is only available on a small number of
machines. The ROMs must recognize and interpret the CMOS flag
that specifies that the floppy drives are swapped.
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Name

fixperm - Correct or initialize file permissions and ownership.

Syntax

fixperm [ -cfgilnsvwDS [ -d package] ] specfile

Description

For each line in the specification file specfile, fixperm makes the
listed pathname conform to a specification. fixperm is typically used
to configure a XENIX system upon installation.

The specification file has the following format: Each non-blank line
consists of either a comment or an item specification. A comment is
any text from a pound sign “#” up to the end of the line. There is one
item specification per line. User and group id numbers must be speci-
fied at the top of the specification file for each user and group men-
tioned in the file. The syntax for the definition section is simple: the
first field indicates the type of id (either uid or gid), the second con-
tains the name reference for the id, and the third is the corresponding
numeric id. Example:

uid root 0
An item specification consists of a package specifier, a permission
specification, owner and group specifications, the number of links on
the file, the file name, and an optional volume number.

The package specifier is an arbitrary string which is the name of a
package within a distribution set. A package is a set of files.

After the package specifier is a permission specification. The permis-
sion specification consists of a file type, followed by a numeric per-
mission specification. The item specification is one of the following
characters:

X Executable.

a Archive.

e Empty file (create if -c option given).

b Block device.

C Character device.
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d Directory.
f Text file.
p Named pipe.

If the item specification is used as an upper-case letter, then the file
associated with it is optional, and fixperm will not return an error mes-
sage if it does not exist.

The numeric permission conforms to the scheme described in
chmod(C). The owner and group are in the third column separated by
a slash: e.g.,: “bin/bin”. The fourth column indicates the number of
links. If there are links to the file, the next line contains the linked
filename with no other information. The fifth column is a pathname.
The pathname must be relative, i.e., not preceded by a slash “/”. The
sixth column is only used for special files, giving the major and minor
device numbers, or volume numbers.

Options
The following options are available from the command line:

-c Create empty files and missing directories. Also creates (or
modifies) device files.

-g Instructs fixperm to list devices as specified in the permlist (similar
to the -f flag, which lists files on standard output). No changes are
made as a result of this flag.

-d package
Process input lines beginning with given package specifier string
(see above). For instance, -dBASE processes only items specified
as belonging to the Basic utilities set. The default action is to pro-
cess all lines.

-upackage
Like -d, but processes items that are not part of the given package.

-f List files only on standard output. Does not modify target files.

-i Check only if the selected packages are installed. Return values
are:

package completely installed
package not found

package not installed
package partially installed

Nhwe
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-1 List files and directories on standard output. Does not modify tar-
get files.

-n Report errors only. Does not modify target files.

-D List directories only on standard output. Does not modify target
files.

-v Verbose, in particular, issues a complaint if executable files are
word swapped, not fixed stack, not separate I and D, or not
stripped.

-s Modify special device files in addition to the rest of the permlist.

-w Lists where (what volume) the specified files or directories are
located.

-S Issues a complaint if files are not in x.out format.

The following two lines make a distribution and invoke tar(C) to
archive only the files in /etc/perms/inst on /dev/sample:

Jetc/fixperm -f /etc/perms/inst > list
tar cfF /dev/sample list

This example reports BASE package errors:
fetc/fixperm -nd BASE

Notes

Usually fixperm is only run by a shell script at installation.

See Also
custom (ADM)
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Name

fsave - Interactive, error-checking filesystem backup

Synopsis

fsave filesystem [ dumpinfo ] [ mediainfo ] [ sitename ]

Description

fsave is used by fsphoto(ADM) to provide a semi-automated interface
to backup(ADM) for backing-up XENIX filesystems. Human inter-
vention is required to mount and dismount tapes or floppies at the
appropriate times, but is kept to a minimum to reduce the potential for
€rTor.

The operator is prompted each time some action is required, such as
mounting or unmounting a tape or floppy. These prompts, and their
possible selections, are described below.

For all prompts, an answer of h, H, or ? will display a short summary
of the possible answers.

Filesystem dump (backup)

The following prompt displays the defaults (gleaned from the sched-
ule database file) and presents options to alter them:

Level dumplevel dump of filesystem filesystem , date
media size: size feet [or Kb]
media drive: drive

This media will be saved for howlong, and is howvital .

M)ounted volume, P)ostpone, C)heck or F)ormat volumes, R)
Retension or H)elp:

The values displayed dictate the following instructions: filesystem is
to be backed-up using size-foot long magtapes (or size-kilobyte big
floppies) mounted on drive drive. The media will be saved for how-
long (“1 year,” “2 months,” etc.), and being a level dumplevel dump,
is howvital (“critical,” “precautionary,” etc.).

The menu options are:

m A volume of the asked for size has been mounted (write-
enabled), so begin the dump.

mnewsize Insufficient volumes of the originally asked for size are

available, so a newsize big volume has been mounted
instead. If the dump extends across more than one volume,
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each volume must be of the same size.

p Postpone this backup until later (fsphoto will automatically
retry this filesystem next time it is run).

c Recheck the volumes used to backup filesystem for errors.
This answer is useful when a dump mysteriously fails and
fsave is starting over from the beginning, but the operator
doesn’t believe there really is a problem (for example, the
tape drive was accidentally left offline or the floppy door
was left open), and wants to check the volumes again.

f Format the currently mounted volume (useful mainly for
floppies).
r Retension cartridge tape using /usr/bin/tape.

If multiple volumes are required, backup will pause for the next vol-
ume to be mounted. Be certain to keep track of the volume order.

Format check
The format of “critical’’ volumes are checked using dumpdir(ADM):

Check vital volumes for format errors
M)ounted first volume, S)kip format check, or H)elp:

The menu options are:

m The first volume has been (or still is) mounted, and dump-
dir can now check the volume format.

S Skip checking the volume format, and continue on to the
read error check (below).

The format is not always checked, but when it is, the first volume writ-
ten must be mounted.

Read error check
All volumes are read using restore (ADM), which checks for errors
during reading. If an error occurs, the dump is declared unsuccessful
and is retried from the beginning.
Check vital volumes for read errors
M)ounted which volume, E)rror on previous volume, D)one, S)kip
checks, or H)elp:

The menu options are:
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m The which (“first” or “next”) volume has been mounted on
the drive and is ready to be checked for read errors.

e An error occurred on the last volume checked, and the
dump should be retried.

d All volumes have been checked and no errors occurred, so

the filesystem has been successfully backed-up; This
backup is done.

S Don’t bother (skip) checking the rest of the volumes for
read errors.

Every volume should be checked for read errors; restore requires the
volumes to be checked in first-to-last order. Volumes that produce
read errors should be marked “suspect,” discarded and the dump run
once again.

After the backup has been successfully performed, instructions are
given on how to label the volumes.

Arguments

fsave is normally run by fsphoto, which passes all the proper argu-
ments based on the schedule (ADM) database.

filesystem
The filesystem to be backed-up.

dumpinfo
A set of blank-separated strings that give some optional informa-
tion about this backup:

dumplevel size savetime importance marker

Each of these component strings may be quoted and can thus con-
tain spaces.

dumplevel The level of the dump to be performed. This is a single
digit from 0 to 9 (passed to dump), or the letter x (which
means no dump is to be done). The default is to per-
form a level O dump.

size The size of the media volumes that should be used.
This should be in feet for tapes and kilobytes for
floppies. A size of - means to use the first size listed in
mediainfo . This is the default.

savetime How long this backup is to be saved (for example, “3
months”). Default is “1 year.”
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importance
How important is this backup? (For example, “critical’’
or “precautionary.”) Those which are “critical’’ have

their format checked by dumpdir. Default is “impor-
tant.”

marker  Either “none” (the default) or an additional label to
place on each volume (for example, “a pink sticker”).

A typical dumpinfo might look like:
9 1200 "2 weeks" useful "a blue X"

which specifies that a level 9 dump is to be done on a 1200 foot
tape (or 1200 kilobyte floppy) which will be saved for 2 weeks and
is to be marked with a blue cross (in addition to a more descriptive
label). This backup is merely considered “useful” and thus will
not be checked by dumpdir.

mediainfo
A set of blank-separated strings that give some optional informa-
tion about this the media to be used:

drive d density sizes ... [format]
drive K sizes ... [format]

drive The name of backup device to use. The default is
/devirmt0.
k sizes... If k is specified, drive is assumed to be a floppy, and

the list of sizes which follow define the allowable
capacities of the floppies that can be used (in kilo-
bytes).

d density sizes...
Otherwise, d must be specified. In this case, drive is
assumed to be a magtape at density BPI , in one of
the possible sizes (in feet).

format The XENIX command used to format the tape or
floppy so described.

A mediainfo describing 9-track magtape would be:

media /dev/rmt0 d 1600 2400 1200 600
media /dev/rmt2 d 800 1400 1200 600

which specifies that /dev/rmt0 is a 1600 BPI magtape capable of

handling 2400, 1200, and 600 foot reels, and that /dev/rmi2 is the
800 BPI device.
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A floppy might be described with:
media /dev/fd0 k 1024 format /dev/fd0

which describes device /devifd0 as a megabyte (1024 kilobytes)
floppy formatted by the command:

format /dev/fd0
sitename
Where this backup was made (for example, the name of the com-
pany or which building). Note that the uucp(C) nodename from
letc/systemid is automatically placed on the volume labels.

Only the super-user can execute the fsave command.

Files

fetc/systemid
Name of this machine.

fetc/ddate
Dump-maintained record of last time each filesystem was backed-
up.

[dev/tty
Always-existent character-special device.

See Also

fsphoto(ADM), schedule(ADM), backup(ADM), dumpdir(ADM),
restore(ADM), basename(C)

Diagnostics
A successful backup exits successfully (0), but errors generate a com-
plaint and an exit status of 1. fsave complains about illegal or
incorrect arguments, and exits with a status of 2.

If the backup of filesystem is postponed, fsave exits with a status of 3.
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Name

fsck - Checks and repairs filesystems.

Syntax

/bin/fsck [ options ] [ filesystem ] ...

Description

fsck audits and interactively repairs inconsistent conditions for XENIX
System V filesystems. If the filesystem is consistent, the number of
files, the number of blocks used, and the number of blocks free are
reported. If the filesystem is inconsistent, the operator is prompted for
concurrence before each correction is attempted. It should be noted
that most corrective actions result in some loss of data. The amount
and severity of the loss may be determined from the diagnostic output.
(An experienced operator can resolve discrepancies manually using
fsdb(ADM), the filesystem debugger.) The default action for each
consistency correction is to wait for the operator to respond “yes” or
“no”. If the operator does not have write permission fsck defaults to
the action of the -n option.

The following flags are interpreted by fsck:
-y Assumes a yes response to all questions asked by fsck.

-n Assumes a no response to all questions asked by fsck; do not
open the filesystem for writing.

-scylinder:gapsize

Ignore the actual free list and (unconditionally) reconstruct a
new one by rewriting the super block of the file system. The
filesystem must be unmounted while this is done; if this is not
possible, care should be taken that the system is quiescent and
that it is rebooted immediately afterwards. This precaution is
necessary so that the old, bad, in-core copy of the super block
will not continue to be used, or written on the file system. If
cylinder:gapsize is not given, the values used when the file
system was created are used.

-S Conditionally reconstructs the free list. This option is like -
scylinder:gapsize above except that the free list is rebuilt only
if there are no discrepancies discovered in the filesystem.
Using -S forces a “no” response to all questions asked by fsck.
This option is useful for forcing free list reorganization on
uncontaminated filesystems.
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-t If fsck cannot obtain enough memory to keep its tables, it uses
a scratch file. If the -t option is specified, the file named in the
next argument is used as the scratch file, if needed. Make cer-
tain you leave a space between the -t and the filename, or fsck
will use the entire filesystem as a scratch file and erase the
entire disk. If you created a scratch filesystem during installa-
tion then you can use /dev/scratch as the filename, provided
that the filesystem being checked is no larger than the root
filesystem. Without the -t flag, fsck prompts the operator for
the name of the scratch file. The file chosen should not be on
the filesystem being checked, and if it is not a special file or
did not already exist, it is removed when fsck completes. If the
system has a large hard disk there may not be enough space on
another filesystem for the scratch file. In such cases, if the sys-
tem has a floppy drive, use a blank, formatted floppy in the
floppy drive with (for example) /dev/fd0 specified as the
scratch file.

-q Quiet fsck. Do not print size-check messages in Phase 1.
Unreferenced FIFO files will selectively be removed. If fsck
requires it, counts in the superblock will be automatically fixed
and the free list salvaged.

-D Directories are checked for bad blocks. Useful after system
crashes.

-f Fast check. Check block and sizes (Phase 1) and check the
free list (Phase 5). The free list will be reconstructed (Phase 6)
if it is necessary.

-t Recovers and remounts the root filesystem. The required
filesystem argument must refer to the root filesystem, and
preferably to the block device (normally /dev/root). This
switch implies -y and overrides -n .

- Causes any supported filesystem to be converted to the type of
the current filesystem. The user is prompted to verify the
request for each filesystem that requires conversion unless the
-y option is specified. It is recommended that every filesystem
be checked with this option while unmounted if it is to be used
with the current version of XENIX. To update the active root
filesystem, it should be checked with:

fsck -c -rr /dev/root

If no filesystems are specified, fsck reads a list of default filesystems
from the file /etc/checklist.
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Inconsistencies checked are as follows:

Blocks claimed by more than one inode or the free list

Blocks claimed by an inode or the free list outside the range of
the filesystem

Incorrect link counts
Size checks:
Incorrect number of blocks
Directory size not 16-byte aligned
Bad inode format
Blocks not accounted for anywhere
Directory checks:
File pointing to unallocated inode
Inode number out of range
Super block checks:
More than 65536 inodes
More blocks for inodes than there are in the filesystem
Bad free block list format

Total free block or free inode count incorrect

Orphaned files and directories (allocated but unreferenced) are, with
the operator’s concurrence, reconnected by placing them in the
lost+found directory. The name assigned is the inode number. The
only restriction is that the directory lost+found must preexist in the
root of the filesystem being checked and must have empty slots in
which entries can be made. This is accomplished by making
lost+found, copying a number of files to the directory, and then
removing them (before fsck is executed).

Files

Jetc/checklist Contains default list of filesystems to check
fetc/default/boot  Automatic boot control

See Also

autoboot(ADM), fsdb(ADM), checklist(F), filesystem(F), init(M)
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Notes

fsck will not run on a mounted non-raw filesystem unless the filesys-
tem is the root filesystem or unless the -n option is specified and no
writing out of the filesystem will take place. If any such attempt is
made, a warning is displayed and no further processing of the filesys-
tem is done for the specified device.

Although checking a raw device is almost always faster, there is no
way to tell if the filesystem is mounted. And cleaning a mounted
filesystem will almost certainly result in an inconsistent superblock.

Warning

File systems created under XENIX-86 version 3.0 are not supported
under XENIX System V because the word ordering in type long vari-
ables has changed. fsck is capable of auditing and repairing XENIX
version 3.0 file systems if the word ordering is correct.

For the root filesystem, “fsck -rr /dev/root” should be run. For all
other filesystems, “fsck /dev/??” on the ummounted block device
should be used.

Diagnostics
Initialization Phase

Command syntax is checked. Before the filesystem check can be per-
formed, fsck sets up certain tables and opens some files. The fsck ter-
minates on initialization errors.

General Errors

Three error messages may appear in any phase. While they seem to
offer the option to continue, it is generally best to regard them as fatal,
end the run, and investigate what may have caused the problem.

CAN NOT SEEK: BLK B (CONTINUE?)
The request to move to a specified block number B in the
filesystem failed. The occurrence of this error condition
indicates a serious problem (probably a hardware failure)
that may require additional help.

CAN NOT READ: BLK B (CONTINUE?)
The request for reading a specified block number B in the
filesystem failed. The occurrence of this error condition
indicates a serious problem (probably a hardware failure)
that may require additional help.
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CAN NOT WRITE: BLK B (CONTINUE?)
The request for writing a specified block number B in the
filesystem failed. The disk may be write-protected.

Meaning of Yes/No Responses

Prompt

n(no)

y(yes)

CONTINUE?

Terminates program.
(This is the recom-
mended response.)

Attempts to continue to
run filesystem check.

Often, however, the
problem persists. The
error condition does not
allow a complete check
of the filesystem. A
second run of fsck
should be made to
recheck this filesystem.

Phase 1: Check Blocks and Sizes

This phase checks the inode list.

Meaning of Yes/INo Responses—Phase 1

Prompt n(no) y(yes)
CONTINUE? | Terminates the pro- Continues with the pro-
am. gram.

(Recommended This error condition
response.) means that a complete
check of the filesystem
is not possible. A
second run of fsck
should be made to
recheck this filesystem.
CLEAR? Ignores the error condi- Deallocates i-node I by
tion. zeroing its contents.
A NO response is only This may invoke the
appropriate if the user UNALLOCATED error
intends to take other condition in Phase 2 for
measures to fix the each directory entry
problem. pointing to this i-node.

Phase 1 Error Messages

UNKNOWN FILE TYPE I=I (CLEAR?)
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The mode word of the i-node I suggests that the i-node is not
a pipe, special character i-node, regular i-node, or directory
i-node.

LINK COUNT TABLE OVERFLOW (CONTINUE?)
An internal table for fsck containing allocated i-nodes with a
link count of zero has no more room.

BBAD I=I

I-node I contains block number B with a number lower than
the number of the first data block in the filesystem or greater
than the number of the last block in the filesystem. This
error condition may invoke the EXCESSIVE BAD BLKS
error condition in Phase 1 if i-node I has too many block
numbers outside the filesystem range. This error condition
invokes the BAD/DUP error condition in Phase 2 and Phase
4.

EXCESSIVE BAD BLOCKS I=I (CONTINUE?)
There is more than a tolerable number (usually 10) of blocks
with a number lower than the number of the first data block
in the filesystem or greater than the number of the last block
in the filesystem associated with i-node /.

B DUP I=I
I-node I contains block number B, which is already claimed
by another i-node. This error condition may invoke the
EXCESSIVE DUP BLKS error condition in Phase 1 if
i-node I has too many block numbers claimed by other
i-nodes. This error condition invokes Phase 1B and the
BAD/DUP error condition in Phase 2 and Phase 4.

EXCESSIVE DUP BLKS I=I (CONTINUE?)
There is more than a tolerable number (usually 10) of blocks
claimed by other i-nodes.

DUP TABLE OVERFLOW (CONTINUE?)
An internal table in fsck containing duplicate block numbers
has no more room.

POSSIBLE FILE SIZE ERROR I=I
The i-node I size does not match the actual number of blocks
used by the i-node. This is only a warning. If the -¢g option
is used, this message is not printed.

DIRECTORY MISALIGNED I=I
The size of a directory i-node is not a multiple of 16. This is
only a warning. If the -¢g option is used, this message is not
printed.
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PARTIALLY ALLOCATED INODE I=I (CLEAR?)
I-node I is neither allocated nor unallocated.

Phase 1B: Rescan for More DUPS

When a duplicate block is found in the filesystem, the filesystem is
rescanned to find the i-node that previously claimed that block. When
the duplicate block is found, the following information message is
printed:

B DUP I=I
I-node I contains block number B, which is already claimed
by another i-node. This error condition invokes the
BAD/DUP error condition in Phase 2. I-nodes with overlap-
ping blocks may be determined by examining this error con-
dition and the DUP error condition in Phase 1.

Phase 2: Check Path Names
This phase removes directory entires pointing to bad inodes found in

Phase 1 and phase 1B.

Meaning of Yes/INo Responses—Phase 2

Prompt n(no) y(yes)

FIX? Terminates the program | In Phase 2, a y(yes)
since fsck will be | response to the FIX?

unable to continue. prompt says: Change
the root i-node type to
“directory.”

If the root i-node data
blocks are not directory
blocks, a very large
number of error condi-
tions are produced.

(Continued)
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Prompt n(no) y(yes)
CONTINUE? | Terminates the pro- | Ignores DUPS/BAD
gram. error condition in root
i-node and attempt to
continue to run the
filesystem check.
If root i-node is not
correct, then this may
result in a large number
of other error condi-
tions.
REMOVE? Ignores the error condi- | Removes duplicate or
tion. unallocated blocks.
A NO response is only
appropriate if the user
intends to take other
measures to fix the
problem.

Phase 2 Error Messages

ROOT INODE UNALLOCATED. TERMINATING
The root i-node (always i-node number 2) has no allocate
mode bits. The occurrence of this error condition indicates a
serious problem. The program stops.

ROOT INODE NOT DIRECTORY (FIX?)
The root i-node (usually i-node number 2) is not directory
i-node type.

DUPS/BAD IN ROOT INODE (CONTINUE?)
Phase 1 or Phase 1B found duplicate blocks or bad blocks in
the root i-node (usually i-node number 2) for the filesystem.

I OUT OF RANGE I=I NAME=F (REMOVE?)
A directory entry F has an i-node number / that is greater
than the end of the i-node list.

UNALLOCATED I=I

MTIME=T NAME=F (REMOVE?)
A directory entry F has an i-node / without allocate mode
bits. The owner O, mode M, size S, modify time 7, and
filename F are printed. If the filesystem is not mounted and
the -n option was not specified, the entry is removed auto-
matically if the i-node it points to is character size 0.

OWNER=0O MODE=M SIZE=S

DUP/BAD I=I OWNER=O MODE=M SIZE=S MTIME=T
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DIR=F (REMOVE?)

Phase 1 or Phase 1B found duplicate blocks or bad blocks
associated with directory entry F, directory i-node I. The
owner O, mode M, size S, modify time 7, and directory name
F are printed.

DUP/BAD I=I OWNER=O MODE=M SIZE=S MTIME=T
FILE=F (REMOVE?)

Phase 1 or Phase 1B found duplicate blocks or bad blocks
associated with file entry F, i-node I. The owner O, mode M,
size S, modify time 7, and filename F are printed.

BAD BLK B IN DIR I=sI OWNER=O MODE=M SIZE=S
MTIME=T

This message only occurs when the -D option is used. A bad
block was found in DIR i-node I. Error conditions looked
for in directory blocks are nonzero padded entries, incon-
sistent “.” and “..” entries, and embedded slashes in the
name field. This error message means that the user should at
a later time either remove the directory i-node if the entire

block looks bad or change (or remove) those directory

entries that look bad.

Phase 3: Check Connectivity

This phase is concerned with the directory connectivity seen in Phase
2.

Meaning of Yes/No Responses—Phase 3

Prompt

n(no)

y(yes)

RECONNECT?

Ignores the error condi-
tion.

This  invokes the
UNREEF error condition
in Phase 4.

A NO response is only
appropriate if the user
intends to take other
measures to fix the
problem.

Reconnects  directory
i-node I to the filesys-
tem in directory for lost

files (usually
lost+found).
This may invoke a

lost+found error condi-
tion if there are prob-
lems connecting direc-

tory inode I to
lost+found.
This invokes CON-

NECTED information
message if link was
successful.
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Phase 3 Error Messages

UNREF DIR I=I OWNER=0O MODE=M SIZE=S MTIME=T
(RECONNECT?)
The directory i-node I was not connected to a directory entry
when the filesystem was traversed. The owner O, mode M,
size S, and modify time T of directory i-node I are printed.
The fsck program forces the reconnection of a nonempty
directory.

SORRY. NO lost+found DIRECTORY
There is no lost+found directory in the root directory of the
filesystem; fsck ignores the request to link a directory in
lost+found. This invokes the UNREF error condition in
Phase 4. Possible problem with access modes of lost+found.

SORRY. NO SPACE IN lost+found DIRECTORY
There is no space to add another entry to the lost+found
directory in the root directory of the filesystem; fsck ignores
the request to link a directory in lost+found. This invokes
the UNREEF error condition in Phase 4. Clean out unneces-
sary entries in lost+found or make lost+found larger.

DIR I=I1 CONNECTED. PARENT WAS I=I2
This is an advisory message indicating a directory i-node 71
was successfully connected to the lost+found directory. The
parent i-node /2 of the directory i-node /1 is replaced by the
i-node number of the lost+found directory.

28 March 1991 Page 10



FSCK (ADM)

Phase 4: Check Reference Counts

FSCK (ADM)

This phase checks the link count information seen in Phases 2 and

Meaning of Yes/INo Responses—Phase 4

Prompt n(no) y(yes)
RECONNECT? | Ignores this error con- | Reconnect i-node I to
dition. filesystem in the direc-

This invokes a CLEAR | tory for lost files (usu-

error condition later in | ally lost+found).

Phase 4. This can cause a
lost+found error condi-
tion in this phase if
there are problems con-
necting i-node I to
lost+found.

CLEAR? Ignores the error condi- | Deallocates the i-node
tion. by zeroing its contents.

A NO response is only

appropriate if the user

intends to take other

measures to fix the

problem.

ADJUST? Ignores the error condi- | Replaces link count of

tion. file i-node I with Y.

A NO response is only

appropriate if the user

intends to take other

measures to fix the

problem.

FIX? Ignores the error condi- | Replaces count in
tion. super-block by actual

A NO response is only | count.

appropriate if the user

intends to take other

measures to fix the

problem.

Phase 4 Error Messages

UNREF FILE I=I OWNER=0O MODE=M SIZE=S MTIME=T
(RECONNECT?)
I-node I was not connected to a directory entry when the
filesystem was traversed. The owner O, mode M, size S, and

28 March 1991
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modify time T of i-node I are printed. If the -n option is
omitted and the filesystem is not mounted, empty files are
cleared automatically. Nonempty files are not cleared.

SORRY. NO lost+found DIRECTORY
There is no lost+found directory in the root directory of the
filesystem; fsck ignores the request to link a file in
lost+found. This invokes the CLEAR error condition later
in Phase 4. Possible problem with access modes of
lost+found.

SORRY. NO SPACE IN lost+found DIRECTORY
There is no space to add another entry to the lost+found
directory in the root directory of the filesystem; fsck ignores
the request to link a file in lost+found. This invokes the
CLEAR error condition later in Phase 4. Check size and
contents of lost+found.

(CLEAR)
The i-node mentioned in the immediately previous UNREF
error condition cannot be reconnected.

LINK COUNT FILE I=sI OWNER=0O MODE=M SIZE=S
MTIME=T COUNT=X SHOULD BE Y (ADJUST?)
The link count for i-node I, which is a file, is X but should be
Y. The owner O, mode M, size S, and modify time T are
printed.

LINK COUNT DIR I=I OWNER=0O MODE=M SIZE=S
MTIME=T COUNT=X SHOULD BE Y (ADJUST?)
The link count for i-node /, which is a directory, is X but
should be Y. The owner O, mode M, size S, and modify time
T of directory i-node [ are printed.

LINK COUNT F I=I OWNER=0 MODE=M SIZE=S MTIME=T
COUNT=X SHOULD BE Y (ADJUST?)
The link count for F i-node 7 is X but should be Y. The
filename F, owner O, mode M, size S, and modify time T are
printed.

UNREF FILE I=I OWNER=0O MODE=M SIZE=S MTIME=T

(CLEAR?)
I-node I, which is a file, was not connected to a directory
entry when the filesystem was traversed. The owner O,
mode M, size S, and modify time T of i-node [ are printed. If
the -n option is omitted and the filesystem is not mounted,
empty files are cleared automatically. Nonempty files are
not cleared.
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UNREF DIR I=I OWNER=0O MODE=M SIZE=S MTIME=T

(CLEAR?)
I-node I, which is a directory, was not connected to a direc-
tory entry when the filesystem was traversed. The owner O,
mode M, size S, and modify time T of i-node I are printed. If
the -n option is omitted and the filesystem is not mounted,
empty directories are cleared aatomatically. Nonempty
directories are not cleared.

BAD/DUP FILE I=I OWNER=0 MODE=M SIZE=S MTIME=T
(CLEAR?)
Phase 1 or Phase 1B found duplicate blocks or bad blocks
associated with file i-node I. The owner O, mode M, size S,
and modify time T of i-node ] are printed.

BAD/DUP DIR I=I OWNER=0 MODE=M SIZE=S MTIME=T
(CLEAR?)
Phase 1 or Phase 1B found duplicate blocks or bad blocks
associated with directory i-node I. The owner O, mode M,
size §, and modify time T of i-node / are printed.

FREE INODE COUNT WRONG IN SUPERBLK (FIX?)
The actual count of the free i-nodes does not match the
count in the super-block of the filesystem. If the -g option is
specified, the count will be fixed automatically in the super-
block.

Phase 5: Check Free List
This phase checks the free-block list.

Meaning of Yes/INo Responses—Phase 5

Prompt n(no) y(yes)
CONTINUE? || Terminates the pro- | Ignores rest of the
gram. free-block list and con-

tinue execution of fsck.
This error condition
will always invoke
BAD BLKS IN FREE
LIST error condition
later in Phase 5.

(Continued)
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Prompt n(no) y(yes)

FIX? Ignores the error condi- | Replaces count in
tion. super-block by actual
A NO response is only | count.
appropriate if the user
intends to take other
measures to fix the
problem.

SALVAGE? | Ignores the error condi- | Replaces actual free-

tion.

A NO response is only
appropriate if the user
intends to take other
measures to fix the
problem.

block list with a new
free-block list.

The new free-block list
will be ordered accord-
ing to the gap and
cylinder specs of the -s

or -§ option to reduce
time spent waiting for
the disk to rotate into
position.

Phase 5 Error Messages

EXCESSIVE BAD BLKS IN FREE LIST (CONTINUE?)
The free-block list contains more than a tolerable number
(usually 10) of blocks with a value less than the first data
block in the filesystem or greater than the last block in the
filesystem.

EXCESSIVE DUP BLKS IN FREE LIST (CONTINUE?)
The free-block list contains more than a tolerable number
(usually 10) of blocks claimed by i-nodes or earlier parts of
the free-block list.

BAD FREEBLK COUNT
The count of free blocks in a free-block list is greater than
50 or less than 0. This error condition will always invoke
the BAD FREE LIST condition later in Phase 5.

X BAD BLKS IN FREE LIST
X blocks in the free-block list have a block number lower
than the first data block in the filesystem or greater than the
last block in the filesystem. This error condition will always
invoke the BAD FREE LIST condition later in Phase 5.
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X DUP BLKS IN FREE LIST
X blocks claimed by i-nodes or earlier parts of the free-block
list were found in the free-block list. This error condition
wlilll al;vays invoke the BAD FREE LIST condition later in
Phase 5.

X BLK(S) MISSING
X blocks unused by the filesystem were not found in the
free-block list. This error condition will always invoke the
BAD FREE LIST condition later in Phase 5.

FREE BLK COUNT WRONG IN SUPERBLOCK (FIX?)
The actual count of free blocks does not match the count in
the super-block of the filesystem.

BAD FREE LIST (SALVAGE?)
This message is always preceded by one or more of the
Phase 5 information messages. If the -g option is specified,
the free-block list will be salvaged automatically.

Phase 6: Salvage Free List

This phase reconstructs the free-block list. It has one possible error
condition that results from bad blocks-per-cylinder and gap values.

Phase 6 Error Messages

DEFAULT FREE-BLOCK LIST SPACING ASSUMED
This is an advisory message indicating the blocks-to-skip
(gap) is greater than the blocks-per-cylinder, the blocks-to-
skip is less than 1, the blocks-per-cylinder is less than 1, or
the blocks-per-cylinder is greater than S00. The values of 7
blocks-to-skip and 400 blocks-per-cylinder are used.

Cleanup Phase

Once a filesystem has been checked, a few cleanup functions are per-
formed. The cleanup phase displays advisory messages about the
filesystem and status of the filesystem.

Cleanup Phase Messages

X files Y blocks Z free

This is an advisory message indicating that the filesystem
checked contained X files using Y blocks leaving Z blocks
free in the filesystem.

*¥x4% REMOUNTING THE ROOT FILESYSTEM **#*
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This is an advisory message indicating the root filesystem
was remounted. Appears when the -rr option was specified.

**%%% FILE SYSTEM WAS MODIFIED **#*%%*

This is an advisory message indicating that the current
filesystem was modified by fsck.
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Name

fsdb - File system debugger.

Syntax
Jetc/fsdb special [ - ]

Description

f5db can be used to patch up a damaged file system after a crash. It
has conversions to translate block and i-numbers into their corre-
sponding disk addresses. Also included are mnemonic offsets to
access different parts of an i-node. These greatly simplify the process
of correcting control block entries or descending the file system tree.

fsdb contains several error-checking routines to verify i-node and
block addresses. These can be disabled if necessary by invoking fsdb
with the optional - argument or by the use of the O symbol. (fsdb
reads the i-size and f-size entries from the superblock of the file sys-
tem as the basis for these checks.)

Numbers are considered decimal by default. Octal numbers must be
prefixed with a zero. During any assignment operation, numbers are
checked for a possible truncation error due to a size mismatch
between source and destination.

fsdb reads a block at a time and will therefore work with raw as well
as block I/O. A buffer management routine is used to retain commonly
used blocks of data in order to reduce the number of read system calls.
All assignment operations result in an immediate write-through of the
corresponding block.

The symbols recognized by fsdb are:

absolute address

convert from i-number to i-node address
convert to block address
directory slot offset
address arithmetic

quit

save, restore an address
numerical assignment
incremental assignment
decremental assignment
character string assignment
error checking flip flop
general print facilities

-
[}
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file print facility
byte mode

word mode
double word mode
escape to shell

.ccsw-g

The print facilities generate a formatted output in various styles. The
current address is normalized to an appropriate boundary before print-
ing begins. It advances with the printing and is left at the address of
the last item printed. The output can be terminated at any time by typ-
ing the delete character. If a number follows the p symbol, that many
entries are printed. A check is made to detect block boundary
overflows since logically sequential blocks are generally not physi-
cally sequential. If a count of zero is used, all entries to the end of the
current block are printed. The print options available are:

print as i-nodes

print as directories
print as octal words
print as decimal words
print as characters
print as octal bytes

TO0o

The f symbol is used to print data blocks associated with the current
i-node. If followed by a number, that block of the file is printed.
(Blocks are numbered from zero.) The desired print option letter fol-
lows the block number, if present, or the f symbol. This print facility
works for small as well as large files. It checks for special devices and
that the block pointers used to find the data are not zero.

Dots, tabs, and spaces may be used as function delimiters but are not
necessary. A line with just a new-line character will increment the
current address by the size of the data type last printed. That is, the
address is set to the next byte, word, double word, directory entry or
i-node, allowing the user to step through a region of a file system. In-
formation is printed in a format appropriate to the data type. Bytes,
words and double words are displayed with the octal address followed
by the value in octal and decimal. A .B or .D is appended to the
address for byte and double word values, respectively. Directories are
printed as a directory slot offset followed by the decimal i-number and
the character representation of the entry name. I-nodes are printed
with labeled fields describing each element.

The following mnemonics are used for i-node examination and refer to
the current working i-node:

md mode

In link count

uid user ID number
gid group ID number
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Y
a#
at
mt
maj
min

Examples

386i

In=4
In=+1

fc

2i.fd

d5i.fc

512B.p0o
2i.a0b.d7=3

2i.a0b.p3d

d7.nm="name"

a2b.p0d

28 March 1991
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file size

data block numbers (0 - 12)
access time

modification time

major device number
minor device number

prints i-number 386 in an i-node format. This now
becomes the current working i-node.

changes the link count for the working i-node to 4.
increments the link count by 1.

prints, in ASCII, block zero of the file associated
with the working i-node.

prints the first 32 directory entries for the root
i-node of this file system.

changes the current i-node to that associated with
the Sth directory entry (numbered from zero)
found from the above command. The first logical
block of the file is then printed in ASCIL.

prints the superblock of this file system in octal.

changes the i-number for the seventh directory slot
in the root directory to 3. This example also
shows how several operations can be combined on
one command line.

prints the first 3 entries in the root directory. This
example also shows how several operations can be
combined on one command line.

changes the name field in the directory slot to the
given string. Quotes are optional when used with
nm if the first character is alphabetic.

prints the third block of the current i-node as
directory entries.
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See Also
fsck(ADM), dir(F), filesystem(F).
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Name

fsname- Prints or changes the name of a file system.

Syntax

fsname [-p] [-s name ] /dev/device

Description

The /etc/fsname utility is used to print or change the name of a filesys-
tem. The options are:

P Select the “pack” name field instead of the filesystem
name field.

-sname  Changes the specified field in the superblock.

The default action is to print the name of the filesystem.

See Also
mkfs(C), ustat(S), filesystem (F)
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Name

fsphoto - Performs periodic semi-automated system backups

Syntax
fsphoto [-i] schedule [ drive ]

Description

Jfsphoto, in conjunction with fsave (ADM), provides a semi-automated
interface to backup(C) for backing-up XENIX filesystems. A human
operator is required to mount and dismount tapes or floppies at the
appropriate times, so some interaction is necessary, but all such
interaction is kept to a minimum to reduce the potential for human
error.

The selection and timing of backups for all filesystems is governed by
the schedule (ADM) database. The system administrator must set up
this file, and make arrangements to run fsphoto on the implicitly
defined schedule (normally once per weekday). fsphoto can be
invoked most easily from the sysadmin(ADM) menu. fsphoto inter-
prets schedule, and for each filesystem that should be backed-up on
that day, runs fsave to interact with the operator and backup the
filesystem without error.

The optional argument drive specifies the magtape or floppy device to
use; the default is specified in the sckedule file.

Backups may be postponed (via fsave) or interrupted. The resulting
“partial”” backups are automatically resumed the next time fsphoto is
run: Any missed filesystems are backed-up as if the original backup
had not been delayed. The -i flag ignores any pending partial backups.

If there is a pending partial backup, the normally scheduled backups
are not done. This means that if a partial backup is resumed, and the
normally scheduled backups are to be done, fsphoto must be run twice.

You must be the super-user to use this program.

Files
lusr/libl/sysadmin/schedule
Database describing which filesystems are to be backed-up when,
and at what dump level .

[dev/tty
Source of interactive input.
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fusr/lib/sysadmin/past
Record of filesystems successfully backed-up in the pending par-
tial backup.
/tmp/backup$ $

Temporary file for recording successfully backed-up filesystems.

See Also

fsave(ADM), schedule(ADM), backup(C), basename(C)

Diagnostics

Jsphoto complains of syntax errors in schedule, and exits with a status
of 1.

Jfsphoto complains about illegal or incorrect arguments, and exits with
a status of 1.

An interrupt will cause an exit status of 2.
Notes

If a drive is explicitly given, the “raw” (/dev/r*) form of the device
should be used.
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Name
haltsys, reboot - Closes out the file systems and shuts down the sys-
tem.

Syntax
[etc/haltsys
[etc/reboot

Description
The haltsys utility performs a uadmin() system call (see uadmin(S)) to
flush out pending disk I/O, mark the file systems clean, and halt the
processor. haltsys takes effect immediately, so user processes should
be killed beforehand. shutdown(ADM) is recommended for normal
system shutdown, since it warns users, terminates processes, then calls
haltsys. Use haltsys directly only if you cannot run shutdown; for
example, because of some system problem.

The reboot command performs the same function as haltsys, except
the system is rebooted automatically afterwards.

Only the super-user can execute haltsys or reboot.

Notes
haltsys locks hard disk heads.

See Also
shutdn(S), uadmin(S), shutdown(ADM)
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Name

hdinstall - places newly-created kernel in default location.

Syntax
hdinstall

Description
When a new kernel is created with the Link Kit, Adinstall must be
invoked to place the new kernel in /xenix. hdinstall moves the “old”

/xenix to a file called /xenix.old and copies /usr/sys/confixenix to
Ixenix , the default location.

Files
/usr/sys/conf/xenix

/xenix
/xenix.old

Notes
Any kernel patches applied using scopatch(ADM) are added to hdin-
stall (XENIX-386 only).

See Also

configure(ADM), config(ADM), scopatch(ADM)
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Name

idleout - Logs out idle users.

Syntax

idleout [ minutes | hours:minutes ]

Description

The idleout command monitors line activity and logs out users whose
terminal remains idle longer than a specified period of time. Minutes
are assumed; if a colon appears in the number, hours are assumed.

The utility uses a default file, /etc/default/idleout, to indicate the inter-
val a user’s terminal may remain idle before being logged out. This
file has one entry:

IDLETIME=time

The time format is identical to that used on the command line. The
time specified in the default file is overridden by idletime if idletime
is specified on the command line. Note that, if idletime is zero, no
monitoring takes place and idle users are not logged out. You can
either run idleout from the command line, or, to have continuous cov-
erage, you must add the program name in /etc/rc.d/8/userdef to see to
it that the program is run each time the system is rebooted.

Files
fetc/default/idleout
Jetc/utmp
fetc/wtmp

See Also

who(C), getut(S), kill(S)
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Name

install - Installation shell script.

Syntax

letc/install [ device ]

Description

letc/install is the si(C) script used to install XENIX distribution (or
application program) floppies. It performs the following tasks:

- Prompts for insertion of floppies.
- Extracts files using the tar(C) utility.

- Executes /once/init.* programs on each floppy
after they have been extracted.

- Removes any /once/init.* programs when the
installation is finished.

The optional argument to the command specifies the device used. The
default device is /dev/install.

Files
fetc/install

fonce/init.*
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Name

ipcrm - Removes a message queue, semaphore set or shared memory
ID. ‘

Syntax

ipcrm [ options ]

Description

ipcrm removes one or more specified messages, a semaphore or
shared memory identifiers. The identifiers are specified by the fol-
lowing options:

-q msqid removes the message queue identifier msqid from the
system and destroys the message queue and data struc-
ture associated with it.

-m shmid removes the shared memory identifier shmid from the
system. The shared memory segment and data structure
associated with it are destroyed after the last detach.

-s semid removes the semaphore identifier semid from the sys-
tem and destroys the set of semaphores and data struc-
ture associated with it.

-Qmsgkey  removes the message queue identifier, created with key
msgkey, from the system and destroys the message
queue and data structure associated with it.

-M shmkey  removes the shared memory identifier, created with key
shmkey, from the system. The shared memory segment
and data structure associated with it are destroyed after
the last detach.

-S semkey removes the semaphore identifier, created with key
semkey, from the system and destroys the set of sema-
phores and data structure associated with it.

The details of the removes are described in msgctl(S), shmctl(S), and

semctl(S). The identifiers and keys may be found by using

ipcs(ADM).
See Also

ipcs(ADM), msgctl(S), msgget(S), msgop(S), semctl(S), semget(S),
semop(S), shmctl(S), shmget(S), shmop(S)
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Note

ipcrm cannot be used to remove semaphores created using
creatsem(S) or to remove shared memory created using sdget(S).
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Name

ipcs - Reports the status of inter-process communication facilities.

Syntax

ipcs [ options ]

Description

ipcs prints certain information about active inter-process communica-
tion facilities. Without options, information is printed in short format
for message queues, shared memory, and semaphores that are
currently active in the system. Otherwise, the information that is dis-
played is controlled by the following options:

-q  Print information about active message queues.
-m Print information about active shared memory segments.
-s  Print information about active semaphores.

If any of the options -q, -m, or -s are specified, information about only
those indicated are displayed. If none of the three options are
specified, information about all three are displayed.

-b Print biggest allowable size information (maximum number of
bytes in messages on queue for message queues, size of segments
for shared memory, and number of semaphores in each set for
semaphores). See below, for the meaning of columns in a listing.

-c Print creator’s login name and group name. See below.

-0 Display information on outstanding usage (number of messages on
queue, total number of bytes in messages on queue, and the number
of processes attached to shared memory segments).

-p Display process number information. (Process ID of last process to
send a message and process ID of last process to receive a message
on message queues. It displays the process ID of the creating pro-
cess and the process ID of the last process to attach or detach on
shared memory segments.) See below.

-t Print time information. (Time of the last control operation that
changed the access permissions for all facilities. Time of last
msgsnd and last msgrcv on message queues, last shmat and last
shmdt on shared memory, and last semop(S) on semaphores.) See
below.

-a Use all print options. (This is a shorthand notation for -b, -c, -0,
-p, and -t.)

-C corefile
Use the file corefile in place of /dev/kmem.

-N namelist
The argument will be taken as the name of an alternate namelist
(/xenix is the default).
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The column headings and the meaning of the columns in an ipcs list-
ing are given below; the letters in parentheses indicate the options that
cause the corresponding heading to appear; all means that the heading
always appears. Note that these options only determine what informa-
tion is provided for each facility; they do not determine which facili-
ties will be listed.

T (all) Type of the facility:
q message queue;
m shared memory segment;
S semaphore.
ID (all) The identifier for the facility entry. Note that ID is
“X” for facilities created using creatsem(S) or
sdget(S).

KEY (all) The key used as an argument to msgget, semget , or
shmget to create the facility entry. (Note: The
key of a shared memory segment is changed to
IPC_PRIVATE from when the segment has been
removed until all processes attached to the seg-
ment detach it.)

MODE (all) The facility access modes and flags: The mode
consists of 11 characters that are interpreted as
follows:

The first two characters are:

R - if a process is waiting on a msgrcv;

S  if a process is waiting on a msgsnd;

D if the associated shared memory segment
has been removed. It will disappear when
the last process attached to the segment
detaches it;

C if the associated shared memory segment
is to be cleared when the first attach is
executed;

- if the corresponding special flag is not set.

The next 9 characters are interpreted as three sets
of three bits each. The first set refers to the
owner’s permissions; the next to permissions of
others in the user-group of the facility entry; and
the last to all others. Within each set, the first
character indicates permission to read, the second
character indicates permission to write or alter the
facility entry, and the last character is currently
unused.
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OWNER
GROUP

CREATOR(a,c)

CGROUP
CBYTES
QNUM
QBYTES

LSPID
LRPID
STIME
RTIME
CTIME
NATTCH
SEGSZ
CPID
LPID
ATIME
DTIME
NSEMS
OTIME

(all)
(all)
(ac)
(a,0)
(a,0)

(ab)

(a,p)
(a,p)
(CRY)
@)
(at)
(a,0)
(a,b)
(a,p)
(a,p)
(ab)
@
(a)b)
(CRY)
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The permissions are indicated as follows:

if read permission is granted;

if write permission is granted;

if alter permission is granted;

if the indicated permission is not granted.
The login name of the owner of the facility entry.
The group name of the group of the owner of the
facility entry.

The login name of the creator of the facility entry.
The group name of the group of the creator of the
facility entry.

The number of bytes in messages currently out-
standing on the associated message queue.

The number of messages currently outstanding on
the associated message queue.

The maximum number of bytes allowed in mes-
sages outstanding on the associated message
queue.

The process ID of the last process to send a mes-
sage to the associated queue.

The process ID of the last process to receive a
message from the associated queue.

The time the last message was sent to the associ-
ated queue.

The time the last message was received from the
associated queue.

The time when the associated entry was created or
changed.

The number of processes attached to the associ-
ated shared memory segment.

The size of the associated shared memory seg-
ment.

The process ID of the creator of the shared mem-
ory entry.

The process ID of the last process to attach or
detach the shared memory segment.

The time the last attach was completed to the
associated shared memory segment.

The time the last detach was completed on the
associated shared memory segment.

The number of semaphores in the set associated
with the semaphore entry.

The time the last semaphore operation was com-
pleted on the set associated with the semaphore

entry.

Coog -
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Files
/xenix system namelist
/dev/kmem memory

Jetc/passwd user names
fetc/group  group names

See Also
creatsem(S), msgop(S), sdget(S), semop(S), shmop(S)

Notes

Things can change while ipcs is running; the picture it gives is only a
close approximation.
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Name

kbmode - Set keyboard mode or test keyboard support.

Syntax

kbmode command [ file ]

Description
This command can be used to determine if your system keyboard sup-
ports AT mode. If it does, this utility can change the keyboard mode
between AT mode and PC/XT compatibility mode.

If the file argument is specified, it should be a tty device of one of the
multiscreens of the keyboard’s group.

Valid commands are:

test - determine if keyboard supports AT mode
at - set keyboard to AT mode
xt - set keyboard to PC/XT compatibility mode

Notes
Some keyboards look like an AT keyboard but do not support AT

mode. Setting such a keyboard to AT mode will render it useless,
unless it can be set to XT mode from another (serial) terminal.

See Also
keyboard(HW)
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Name

Ipadmin - Configures the lineprinter spooling system.

Syntax

fusr/lib/lpadmin -p printer [ options... ]
fusr/lib/lpadmin -x dest
fusr/lib/lpadmin -d[dest]

Description

Ipadmin configures the lineprinter spooling system to describe print-
ers, classes, and devices. It is used to add and remove destinations,
change membership in classes, change devices for printers, change
printer interface programs, and to change the system default destina-
tion. System managers may also use lpinit (ADM) to add new printing
destinations to the system. I[padmin may not be used when the
lineprinter scheduler, Ipsched (ADM), is running, except where noted
below.

Exactly one of the -p, -d, or -x options must be present for every legal
invocation of lpadmin.

-d[dest] Makes dest, an existing destination, the new system
default destination. If dest is not supplied, then there is
no system default destination. This option may be used
when Ipsched(ADM) is running. No other options are
allowed with -d.

-Xdest Removes destination dest from the LP system. If dest is a
printer and is the only member of a class, then the class
will be deleted, too. No other options are allowed with -
X.

-pprinter  Names a printer to which all of the options below refer.
If printer does not exist then it will be created.

The following options are only useful with -p and may appear in any
order. For ease of discussion, the printer will be referred to as p
below.

-cclass Inserts printer p into the specified class. Class will be
created if it does not already exist.

-eprinter ~ Copies an existing printer’s interface program to be the
new interface program for p.
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-h Indicates that the device associated with p is hardwired.
This option is assumed when creating a new printer
unless the -1 option is supplied.

-linterface Establishes a new interface program for p. Interface is
the pathname of the new program.

-1 Indicates that the device associated with p is a login ter-
minal. The lineprinter scheduler, Ipsched(ADM), dis-
ables all login terminals used as printers automatically
each time it is started. Before re-enabling p, its current
device should be established using Ipadmin.

-mmodel  specifies model interface program to be used (See
“Models™).

-rclass Removes printer p from the specified class. If p is the
last member of the class, then the class will be removed.

-vdevice  Associates a new device with printer p. Device is the
pathname of a file that is writable by the print system
manager, /[p. Note that there is nothing to stop a print
system manager from associating the same device with
more than one printer. If only the -p and -v options are
supplied, then Ipadmin may be used while the scheduler
is running.

Restrictions

When creating a new printer, the -v option and one of the -e, -i, or -m
options must be supplied. Only one of the -e, -i, or -m options may be
supplied. The -h and -1 keyletters are mutually exclusive. Printer and
class names may be no longer than 14 characters and must consist
entirely of the characters A-Z,a-z,0-9 and _ (underscore).

Models

Model printer interface programs are shell procedures which interface
between Ipsched(ADM) and devices. Models reside in the directory
fusr/spool/lp/model and may be used as is with lpadmin -m. Models
should have 644 permission if owned by Ip & bin, or 664 permission if
owned by bin & bin. System managers may modify copies of models
and then use Ipadmin -i to associate them with printers. If printers
have special options, these can be included in the interface program.
Users can then choose an option with the /p -0 command.

Several model interface programs are supplied.
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Serial printers that need delays or other special sty (C) options (such
as mapping CR to newline) should have this string included in the
model interface program:
stty [ options ... ] 0<&1
Files

fusr/spool/lp/*

See Also
accept(C), enable(C), Ip(C), Ipinit(ADM), Ipsched(ADM)), Ipstat(C)
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Name

Ipinit - Adds, reconfigures and maintains printers.

Syntax
[etc/lpinit

Description

Ipinit is a shell script for configuring and adding new lineprinters to a
system, and for maintaining and reconfiguring existing printers. It
should only be executed by the system manager.

Ipinit asks a series of questions for which the default answers are dis-
played. You can press RETURN to accept the default value or type in
anew value.

Ipinit displays a menu with the following options:
1) Add a new printer
2) Remove a printer
3) Reconfigure an existing printer
4) Assign a system default printer
5) Print Ip status information

When reconfiguring an existing printer the following options are
given:

1) Insert a printer into a class

2) Remove a printer from a class

3) Install a new interface program for a printer

4) Associate a new device with a printer

Information which the system manager may be asked to supply
includes:
- The printer device (e.g. /dev/Ip0).
- The printer character mode. (The default value is non-
interpretive. See “Notes” below for more information.)
- The printer name (default is printer).
- The pathname of the interface program (several example pro-
grams are supported).
- The name of a class into which to insert or remove a printer.
- Whether the printer being added or reconfigured is a parallel,
serial, or remote printer.
- Whether the printer being added or reconfigured requires special
handling for carriage returns and line feeds.

The printer name can be any combination of up to 14 alphanumeric
characters or underscores. A printer interface program can be a shell
script, C program, or any executable program; or the model interface
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program, /usr/spool/lp/model/dumb, can be copied and modified.
(See the “Models” section of the [padmin(ADM) manual page.)

When adding a new printer, Ipinit changes the acceptance status of the
new lineprinter to “accept,” and enables it to print files. /etc/ Ipinit
then asks if the new printer will be the default printing destination.
All nonspecific print requests are routed to the default destination (see

Ip(C)).

If the line printer scheduler is running when Ipinit is invoked, the user
is reminded that any jobs which are printing may be interrupted and
the user is asked if he wants to continue. The scheduler is restarted
when Ipinit exits only if it was running when Ipinit was invoked or if a
new printer was added.

The steps to configure a new printer can be taken separately, (see
Ipadmin(ADM), accept(C), enable(C), and Ipsched(ADM) for more
information).

Files

fusr/lib/mkdev/lp
Jetc/lpinit

Notes

Some printers (principally Tandy) require conversions for line-feeds,
tabs and form-feeds. In interpretive mode, the system sends line-feeds
as carriage-returns, tabs as the appropriate number of spaces, and
form-feeds as the appropriate number of carriage-returns. In non-
interpretive mode (the default value), the system sends every charac-
ter to the printer unmodified.

If you are adding a parallel printer you are asked, after the menu of
interface scripts, if the printer requires conversions for line-feed, tab
and form-feed. If the printer does not, press RETURN. If the printer
does, press y. This selects interpretive mode and assigns the device
/dev/lp[012]f to the printer.

If you choose interpretive mode, note the following:

You must be sure that the printer’s actual top-of-form corresponds
to top-of-form as interpreted by the printer driver.

If you run a program that does any non-standard line spacing, such
as half-line feeds or 8 lines per inch, the printer’s top-of-form will
be out of place in subsequent output.

If your output contains characters that are not uniformly spaced,
the tab translation may not work properly.
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Note that if your printer can be set (for example, with dip switches) to
treat line-feed as newline and carriage-return as carriage-return
(without a line-feed), and if the printer can do its own tabs and form-
feeds, you should select non-interpretive mode. If your printer cannot
automatically do tabs, you can still use non-interpretive mode by
using the -e option of the pr(C) command when printing files that con-
tain tabs.

See Also
accept(C), enable(C), Ip(C), Ipadmin(ADM), Ipsched(ADM), pr(C)
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Name

Ipsched, Ipshut, Ipmove - Starts/stops the lineprinter request scheduler
and moves requests.

Syntax

fusr/lib/lpsched

/usr/lib/lpshut

/usr/lib/lpmove requests destination
fusr/lib/lpmove destl dest2

Description
Ipsched schedules requests taken by /p (C) for printing on lineprinters.

Ipshut shuts down the lineprinter scheduler. All printers that are print-
ing at the time Ipshut is invoked will stop printing. Requests that were
printing at the time a printer was shut down will be reprinted in their
entirety after Ipsched is started again. All lineprinter commands per-
form their functions even when Ipsched is not running.

Ipmove moves requests that were queued by /p(C) between lineprinter
destinations. This command may be used only when Ipsched is not
running. The first form of the command moves the named requests to
the lineprinter destination. Requests are request IDs as returned by
Ip(C). The second form moves all requests for destination dest! to
destination dest2. As a side effect, Ip(C) will reject requests for
destl .

Note that [pmove never checks the acceptance status for the new desti-
nation when moving requests (see accept (C)).

Files

fusr/spool/lp/*

See Also
accept(C), enable(C), Ip(C), Ipadmin(ADM), lpinit(ADM), Ipstat(C)
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Name

makekey - Generates an encryption key.

Syntax
/usr/lib/makekey

Description

makekey improves the usefulness of encryption schemes by increasing
the amount of time required to search the key space. It reads 10 bytes
from its standard input, and writes 13 bytes on its standard output.
The output depends on the input in a way that is intended to be diffi-
cult to compute (i.e., to require a substantial fraction of a second).

The first 8 input bytes (the input key) can be arbitrary ASCII charac-
ters. The last 2 input bytes (the salt) are best chosen from the set of
digits, dot (.), slash (/), and uppercase and lowercase letters. The salt
characters are repeated as the first 2 characters of the output. The
remaining 11 output characters are chosen from the same set as the
salt and constitute the output key .

The transformation performed is essentially the following: the salt is
used to select one of 4,096 cryptographic machines all based on the
National Bureau of Standards DES algorithm, but broken in 4,096 dif-
ferent ways. Using the input key as the key, a constant string is fed
into the machine and recirculated. The 64 bits that come out are dis-
tributed into the 66 output key bits in the result.

Notes
Distribution of the encryption libraries and utilities is regulated by the
U.S. Government and are not available to sites outside of the United
States and its territories. Because we cannot control the destination of
the software, these utilities are not included in the standard product. If
your site is within the U.S. or its territories, you can obtain the encryp-
tion software through your product distributor or reseller.

See Also

passwd(F)

28 March 1991 Page 1



MKDEV (ADM) MKDEV (ADM)

Name

mkdev - Calls scripts to add peripheral devices.

Syntax

[etc/mkdev Ip

/etc/mkdev hd

/etc/mkdev serial
letc/mkdev fs [ device file ]
fetc/mkdev fd

letc/mkdev tape
/etc/mkdev shl
/etc/mkdev mouse

Description

mkdev calls the scripts to create the requested type of device file(s).
mkdev calls scripts found in the directory /fusr/lib/mkdev. If no argu-
ments are listed, mkdev prints a usage message.

letc/mkdev Ip creates device files for use with line printers. (See
Ipinit(ADM).)

letc/mkdev hd creates device files for use with a peripheral hard disk.
The device files for an internal hard disk already exist. idinit invokes
the following utilities, where appropriate:  dparam(ADM),
badtrk(ADM), fdisk(ADM), and divwvy(ADM).

letc/mkdev serial creates device files for use with serial cards. The de-
vice files for the first and second ports already exist. Additional de-
vice files must be created for the ports added when expansion cards
are added to the system. The /etc/ttys and /etc/ttytype files are
updated.

letc/mkdev fs performs the system maintenance tasks required to add
a new filesystem to the system once the device is created (mknod(C))
and the filesystem is made (mkfs(ADM)). It creates the /file and
[filellost+found directories, reserves slots in the lost+found directory,
(if either already exist, they are used unmodified) and modifies
letc/checklist, /etc/default/filesys and /etc/default to check
(fsck(ADM)) and mount (mount(ADM), mnt(C)) the filesystem as
appropriate. It is usually used in conjunction with mkdev hd when
adding a second hard disk to the system or with mkdev fd when creat-
ing a mountable filesystem on a floppy, but can be used on any addi-
tional filesystem (for example, on a large internal hard disk).

letc/mkdev fd creates bootable and root file system floppy disks. The

three basic options are: boot and root on a single disk (96 or 135 tpi
only), boot and root pair (48 tpi) or filesystem only. Use with mkdev
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fs when creating a filesystem-only floppy.

Several boot and/or root floppies can be created during a single mkdev
fd session, but mkdev does not display a prompt to remove the first
floppy and insert the next one. Insert the next floppy when mkdev
prompts “Would you like to format the floppy first? (y/n).”

letc/mkdev tape configures the tape driver in preparation for linking a
new kernel that includes tape support. It adds a standard quarter-inch
cartridge tape driver and/or a mini-cartridge tape driver.

The current driver configurations can be displayed, and changed if
necessary. A zero in any of the fields means the driver automatically
detects the type of tape device installed and uses the built-in values
for that device. If the autoconfiguration values are not correct for your
drive, refer to your hardware manual for the correct values, configure
the driver and relink the new kernel. mkdev tape can also be used to
remove a tape driver from the existing kernel.

letc/mkdev shl initializes necessary devices and configures kernel
parameters associated with the number of shell layers sessions avail-
able on the system.

letc/mkdev mouse initializes necessary devices and configures the sys-
tem to use any supported mouse.

Once the driver is configured, you are prompted for re-linking the ker-
nel. The appropriate devices in /dev are created.

The various init scripts prompt for the information necessary to create
the devices.

Files
fusr/lib/mkdev/*

See Also
badtrk(ADM), divvy(ADM), dparam(ADM), fd(HW), fdisk(ADM),

filesys(F), format(C), hd(HW), Ip(HW), lpinit(ADM), mkfs(ADM),
mknod(C), mount(ADM), serial( HW), usemouse(C), tape(HW).
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Name

mkfs - Constructs a file system.

Syntax

/etc/mkfs [ -y ] [ -n ] special blocks][ : inodes] [gap inblocks]
Jetc/mkfs [ -y ] [ -n ] special proto [gap inblocks]
[-s blocks [ : inodes]]

Description

mkfs constructs a file system by writing on the special file special ,
according to the directions found in the remainder of the command
line.

If it appears that the special file contains a file system, operator con-
firmation is requested before overwriting the data. The -y “yes”
option overrides this, and writes over any existing data without ques-
tion. The -n option causes mkfs to terminate without question if the
target contains an existing file system. The check used is to read
block one from the target device (block one is the super-block) and
see whether the bytes are the same. If they are not, this is taken to be
meaningful data and confirmation is requested.

If the second argument is given as a string of digits, mkfs builds a file
system with a single empty directory on it. The size of the file system
is the value of blocks interpreted as a decimal number. The boot pro-
gram is left uninitialized. If the number of inodes is specified, then
this number should be the same as the estimated number of files in the
file system. If the optional number of inodes is not given, the number
of inodes is calculated as a function of the system file size.

If the second argument is a file name that can be opened, mkfs
assumes it to be a prototype file, proto, and takes its directions from
that file. The prototype file contains tokens separated by spaces or
newlines. The first token is the name of a file to be copied onto block
zero as the bootstrap program. The bootstrap program specified
should already be stripped of the header (see strip (CP)). If the header
has not been stripped from the bootstrap program, then mikfs issues a
warning. The second token is a number specifying the size of the cre-
ated file system. Typically, it will have been the number of blocks on
the device, perhaps diminished by space for swapping. The next token
is the i-list size in blocks. The next set of tokens comprise the specifi-
cation for the root file. File specifications consist of tokens giving the
mode, the user ID, the group ID, and the initial contents of the file.
The syntax of the contents field depends on the mode.
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The mode token for a file is a 6 character string. The first character
specifies the type of the file. (The characters -bed specify regular,
block special, character special and directory files respectively.) The
second character of the type is either u or - to specify set-user-ID
mode or not. The third is g or - for the set-group-ID mode. The rest of
the mode is a three digit octal number giving the owner, group, and
other read, write, execute permissions; see chmod(C).

Two decimal number tokens come after the mode; they specify the
user and group ID’s of the owner of the file.

If the file is a regular file, the next token is a pathname whose con-
tents and size are copied. If the file is a block or character special file,
two decimal number tokens follow which give the major and minor
device numbers. If the file is a directory, mkfs makes the entries . and
.. and then reads a list of names and (recursively) file specifications
for the entries in the directory. The scan is terminated with the token

A sample prototype specification follows:

/stand/diskboot
4872110
d--7773 1
usr d--7773 1
sh ---7553 1 /bin/sh
ken d--75561

$
b0 b--6443100
c0 c--6443100
$
$

In the second version of the command the -s option is a command-line
override of the size and number of inodes in the proto file.

In both commands, the disk interleaving factors, gap and inblocks ,
can be specified. The interleaving factors are a disk hardware func-

tion and are described in detail in the XENIX System Administrator’s
Guide.

See Also
chmod(C), filesystem(F), dir(F), strip(CP)

Notes

There is no way to specify links when using a prototype file. If the
number of inodes is specified on the command line, then the max-
imum number of inodes in the file system is 65500. This utility uses
1K blocks.
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Name

mkuser - Adds a login ID to the system.

Syntax

/etc/mkuser

Description

mkuser is used to add more user login IDs to the system. It is the pre-
ferred method for adding new users to the system, since it handles all
directory creation and password file updating. To add a new user to
the system, mkuser requires six pieces of information:

e Jogin name

e user ID

e group ID

e user’s login shell

e initial password

e comment string for the /etc/passwd file (optional).

The login name is checked against certain criteria (i.e., it must be at
least three characters and begin with a lowercase letter). The pass-
word must follow standard XENIX conventions (see passwd(F)). The
password file comment field can be up to 35 characters of information.

mkuser prompts for the shell type to assign to the new user. The selec-
tion of shells is determined by the number of shells installed on the
system. The shells included in the Run Time System are the standard
(Bourne) shell, sh, and the restricted shell, rsh. Each installed shell is
represented by a subdirectory /usr/lib/mkuser/shell, which is installed
along with the given shell package (see custom(ADM)). The shell
subdirectory contains the files needed to set up the user’s environment
to use that shell. These files are mkuser.defs and mkuser.init, plus
any additional files that are specific to a given shell. (For example,
fusr/lib/mkuser/csh/cshr¢ and /usr/lib/mkuser/csh/login are the
standard .cshrc and .login files used by the csh and are copied to the
user’s home directory when mkuser is run.) The C shell and Korn
shell (XENIX-386 only) are additional shells that can be loaded on the
system with custom(ADM).

mkuser takes some of its parameters from a default file,
letc/default/mkuser. An example default file is:
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HOME=/usr
HOMEMODE=0755
PROFMODE=0640
MAILMODE=0640

The HOME entry is the user’s home directory, the HOMEMODE entry
is the permissions for the user’s home directory, the PROFMODE
entry is the permissions for the .login, .profile and .cshrc files or other
shell-specific files, and the MAILMODE entry specifies the permis-
sions of the user’s mailbox.

This file can be edited by the super-user to change these defaults.
These defaults can also be defined on a per-shell basis by adding simi-
lar entries to the appropriate /usr/lib/mkuser/shell/mKuser.def file.
In addition, there are other files in /usr/lib/mkuser that can be cus-
tomized. These include /usr/lib/mkuser/lib/mail, which is the stan-
dard mail message sent to new users, /usr/lib/mkuser/lib/help, which
is the explanation displayed by mkuser at  startup,
fusr/lib/mkuser/shell/mkuser.init, and any of the shell related files.

mkuser allocates user IDs starting at 200, or the largest number used in
the password file. (The operator can also assign a specific user ID to a
new user. It must be greater than or equal to 200 and must not already
exist.) The default group ID for new users is 50. The minimum group
ID allowed for user accounts is 50. The operator is given the choice of
assigning the user to the default group or another existing group (only
those groups with IDs greater than or equal to 50 are displayed, but
any group can be selected). In addition, a new group can be created, in
which case the operator may specify the name or ID (or both). If only
the name is specified, the next available number is assigned.

mkuser can only be executed by the super-user.
The minimum length of a legal password, and the minimum and max-
imum number of weeks used in password aging are specified in
letc/default/passwd by the variables PASSLENGTH, MINWEEKS and
MAXWEEKS. For example, these variables might be set as follows:
PASSLENGTH=6
MINWEEKS=2
MAXWEEKS=6
Files
fetc/passwd

[usr/spool/mail/username

fetc/default/mkuser
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[etc/default/passwd
fusr/lib/mkuser/mkuser/lib/help
/usr/lib/mkuser/mkuser/lib/mail
fusr/lib/mkuser/shell/mkuser.defs
fusr/lib/mkuser/shell/mkuser.init
fusr/lib/mkuser/shell/shellfiles

See Also

chmod(C), custom(ADM), sh(C), csh(C), ksh(C), rsh(C), vsh(C),
group(F), passwd(F), pwadmin(ADM), rmuser(ADM)
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Name

mount - Mounts a file structure.

Syntax

/etc/mount [ [ -r ] special-device directory ] [ readonly ]

Description

mount announces to the system that a removable file structure is
present on special-device. The file structure is mounted on directory.
The directory must already exist; it becomes the name of the root of
the newly mounted file structure. directory should be empty. If direc-
tory contains files, they will appear to have been removed while the
directory is mounted and reappear when the directory is unmounted.

The mount and umount commands maintain a table of mounted de-
vices. If each special device is invoked without any arguments, mount
displays the name of the -device, and the directory name of the
mounted file structure, whether the file structure is read-only, and the
date it was mounted.

The -r option mounts the device read-only. Physically write-protected
file structures must be mounted in this way or errors occur when
access times are updated, whether or not any explicit write is
attempted.

umount removes the removable file structure previously mounted on
device special-device.

Files
[etc/mnttab Mount table
fetc/default/filesys Filesystem data
See Also

umount(ADM), mnt(C), mount(S), mnttab(F), default(F)
Diagnostics

mount issues a warning if the file structure to be mounted is currently
mounted under another name.
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Busy file structures cannot be dismounted with umount. A file struc-
ture is busy if it contains an open file or some user’s working direc-

tory.

Notes
Only the super-user can use the mount command.

Some degree of validation is done on the file structure, however it is
generally unwise to mount corrupt file structures.

Be warned that when in single-user mode, the commands that look in
/etc/mnttab for default arguments (for example df, ncheck, quot,
mount, and umount) give either incorrect results (due to a corrupt
/etc/mnttab from a non-shutdown stoppage) or no results (due to an
empty mnttab from a shutdown stoppage).

When multi-user, this is not a problem; /etc/rc initializes /etc/mnttab
to contain only /dev/root and subsequent mounts update it appropri-
ately.

The mount(ADM) and umount(ADM) commands use a lock file to
guarantee exclusive access to /etc/mnttab. The commands which just
read it (those mentioned above) do not, so it is possible that they may
hit a window, which is corrupt. This is not a problem in practice since
mount and umount are not frequent operations. Block devices must be
used, not raw (character) devices.

When mounting a file system on a floppy disk you need not use the
same directory each time. However, if you do, the full pathnames for
the files are consistent with each use.

Floppy disks must be unprotected (no write-protect tab) to be mounted
as a filesystem unless the -r option is used. If floppy disks are write-
protected, they must be mounted with the -r or readonly flag.
Always unmount filesystems on floppy disks before removing them
from the floppy drive. Failure to do so requires running fsck the next
time the disk is mounted.
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Name

mvdir - Moves a directory.

Syntax

/etc/mvdir dirname name

Description
mvdir moves directories within a file system. The directory ( dir-
name) must be a directory. If there is already a directory or file with
the same name as name, mvdir fails.

Neither name may be a sub-set of the other. For example, you cannot
move a directory named /x/y to /x/y/z, and vice versa.

Notes

You must be root to use mvdir.

See Also
mkdir(C)
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Name

ncheck - Generates names from inode numbers.

Syntax

ncheck [ -i numbers] [-a][-s] [ filesystem ]

Description
ncheck with no argument generates a pathname and inode number list
of all files on the set of file systems specified in /etc/mnttab. The two
characters “/.” are appended to the names of directory files. The -i
option reduces the report to only those files whose inode numbers fol-
low. The -a option allows printing of the names . and .., which are
ordinarily suppressed. The -s option reduces the report to special files
and files with set-user-ID mode; it is intended to discover concealed
violations of security policy. A single filesystem may be specified
rather than the default list of mounted file systems.

Files

/etc/mnttab

See Also
fsck(ADM), sort(C)
Diagnostics
When the file system structure is improper, ?? denotes the “parent” of

a parentless file and a pathname beginning with ... denotes a loop.

Notes
See Notes under mount(ADM).
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Name

netutil - Administers the Micnet network.

Syntax

netutil [option] [ -x ][ -e ]

Description

The netutil command allows the user to create and maintain a network
of XENIX machines. A Micnet network is a link through serial lines of
two or more XENIX systems. It is used to send mail between systems
with the mail(C) command, transfer files between systems with the
rcp(C) command, and execute commands from a remote system with
the remote (C) command.

The netutil command is used to create and distribute the data files
needed to implement the network. It is also used to start and stop the
network. The option argument may be any one of install, save,
restore, start, stop, or the numbers 1 through 5 respectively. The -x
option logs transmissions and the -e option logs errors. The -x and -e
options work only when they are used in conjunction with start, stop
or their decimal equivalents (4 and 5).

The install option interactively creates the data files needed to run the
network. The save option saves these files on floppy or hard disks,
allowing them to be distributed to the other systems in the network. If
you save the micnet files to the hard disk, you can then use uucp(C) to
transfer the files to the other machines. This option specifies the
name of the backup device and prompts for whether this is the desired
device to use. The user can specify an alternate device, including a
file on the hard disk. The name of the default backup device is
located in the file /etc/default/micnet. This can be changed depend-
ing on system configuration. The restore option copies the data files
from floppy disk back to a system. The start option starts the net-
work. The stop option stops the network. An option may also be any
decimal digit in the range 1 to 5. If invoked without an option, the
command displays a menu from which to choose one. Once an option
is selected, it prompts for additional information if needed.
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A network must be installed before it can be started. Installation con-
sists of creating appropriate configuration files with the install option.
This option requires the name of each machine in the network, the
serial lines to be used to connect the machines, the speed of transmis-
sion for each line, and the names of the users on each machine. Once
created, the files must be distributed to each computer in the network
with the save and restore options. The network is started by using the
start option on each machine in the network. Once started, mail and
remote commands can be passed along the network. A record of the
transmissions between computers in a network can be kept in the net-
work log files. Installation of the network is described in the XENIX
System Administrator’s Guide.

Files
/bin/netutil
fetc/default/micnet
See Also

aliases(M), aliashash(ADM), mail(C), micnet(F), remote(C), rcp(C),
systemid(F), top(F).
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Name

pwadmin - Performs password aging administration.
Syntax

pwadmin [ -min weeks -max weeks ] options
Description

pwadmin is used to examine and modify the password aging informa-
tion in the password file.

The options are as follows:

-d user Displays the password aging information for the user.
-f user Forces the user to change his password at the next login.
-c user Prevents the user from changing his password.

-a user Enables password aging for the given user. This option sets
the minimum number of weeks that the user must wait before
changing his password and the maximum number of weeks
that a user can keep his current password to the values
defined by the MINWEEKS and MAXWEEKS variables in the
letc/default/passwd file. If the file is not found or the defined
values are not in the range 0 to 63, the default values 2 and 4
are used.

-n user Disables password aging for the user.

-min weeks
Enables password aging and sets the minimum number of
weeks before a password can be changed.

-max weeks
Enables password aging and sets the number of weeks a pass-
word can be used.
Files
Jetc/passwd
fetc/default/passwd
See Also

passwd(C), passwd(F)

28 March 1991 Page 1



PWADMIN (ADM) PWADMIN (ADM)

Notes

The user must not attempt to force a new password by setting both the
-min and -max values to zero. To force a password, use the -f option.

The user must not attempt to prevent further password changes by set-
ting the -min value greater than the -max value. To prevent changes,
use the -¢ option.
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Name

restore, restor - Invokes incremental file system restorer.

Syntax
restore key [ arguments ]

restor key [ arguments ]

Description

restore is used to read archive media backed up with the
backup(ADM) command.

The key specifies what is to be done. Key is one of the characters ¢C,
rR, tT, or xX optionally combined with k and/or f or F. restor is an
alternate spelling for the same command.

¢,C
Verify (check) a dump tape. Used after a dump is made to make
sure the tape has no I/O errors or bad checksums. C is the same as
¢ except that it provides a higher level of checking.

f Uses the first argument as the name of the archive (backup device
/dev/*) instead of the default.

F F is the number of the first file on the tape to read. All files up to
that point are skipped.

k TFollow this option with the size of the backup volume. This allows
for reading multivolume dumps from media such as floppies.

r,R
The archive is read and loaded into the file system specified in
argument. This should not be done lightly (see below). If the key
is R, restore asks which archive of a multivolume set to start on.
This allows restore to be interrupted and then restarted (an fsck
must be done before the restart).

t Prints the date the archive was written and the date the file system
was backed up.

T Prints a full listing of a dump tape. Similar to t.

x Each file on the archive named by an argument is extracted. The
filename has all “mount” prefixes removed; for example, if /usr is
a mounted file system, /usr/bin/lpr is named /bin/lpr on the
archive. The extracted file is placed in a file with a numeric name
supplied by restore (actually the inode number). In order to keep
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the amount of archive read to a minimum, the following procedure
is recommended:

1. Mount volume 1 of the set of backup archives.

2. Type the restore command with the appropriate key and argu-
ments.

3. restore will check dumpdir, then announce whether or not it
found the files, give the numeric name that it will assign to the
file, and in the case of a tape, rewind to the start of the archive.

4. Tt then asks you to “mount the desired tape volume”. Type the
number of the volume you choose. On a multivolume backup,
the recommended procedure is to mount the last through the
first volumes, in that order. restore checks to see if any of the
requested files are on the mounted archive (or a later archive,
thus the reverse order). If the requested files are not there,
restore doesn’t read through the tape. If you are working with a
single-volume backup or if the number of files being restored is
large, respond to the query with 1 and restore will read the
archives in sequential order.

X Same as x except that files are replaced in original location. When
you use this option, omit the initial slash (/) in the filename on the
restore command line.

The r option should only be used to restore a complete backup archive
onto a clear file system, or to restore an incremental backup archive
onto a file system so created. It should not be used to restore a backup
archive onto the root file system. Thus:

Jetc/mkfs /dev/hdl 10000
restore r /dev/hdl

is a typical sequence to restore a complete backup. Another restore
can be done to get an incremental backup in on top of this.

A backup followed by a mkfs and a restore is used to change the size
of a file system.

Files
rst* Temporary files
Jetc/default/restor Name of default archive device

The default archive unit varies with installation.
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Notes

It is not possible to successfully restore an entire active root file sys-
tem.

Note also that restore may be unable to restore more than one filesys-
tem from the tape devices /dev/nrct0 and /devinrct2.

Diagnostics
There are various diagnostics involved with reading the archive and
writing the disk. There are also diagnostics if the i-list or the free list
of the file system is not large enough to hold the dump.
If the dump extends over more than one disk or tape, restor may ask
you to change disks or tapes. Reply with a newline when the next unit
has been mounted.

See Also

backup(ADM),  dumpdir(ADM),  fsck(ADM), mkfs(ADM),
sddate(ADM)
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Name

rmuser - Removes a user account from the system.

Syntax

/etc/rmuser

Description

rmuser removes users from the system. It begins by prompting for a
user name; after receiving a valid user name as a response, it then
deletes the named user’s entry in the password file, and removes the
user’s mailbox file, the .profile file, and the entire home directory. It
will also remove the users group entry in /etc/group if the user was
the only remaining member of that group, and the group ID was
greater than 50.

Before removing a user ID from the system, make sure its mailbox is
empty and that all files belonging to that user ID have been saved or
deleted as required.

The rmuser program will refuse to remove a user ID or any of its files
if one or more of the following checks fails:

- The user name given is one of the “system” user names such as
root, sys, sysinfo, cron, or uucp. All user IDs less than 200 are con-
sidered reserved for system use, and cannot be removed using
rmuser. Likewise, all group IDs less than 50 are not removable
using rmuser.

- The user’s mailbox exists and is not empty.

- The user’s home directory contains files other than .profile .

rmuser can only be executed by the super-user.

Files

fetc/passwd

/usr/spool/mail/username

$HOME

See Also

mkuser(ADM), backup(C)
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Name

runbig - Runs a command that may require more memory than normal.

Syntax

runbig command [ arguments ]

Description

runbig executes commands that may require more memory than is
normally available to a user process. While runbig is executing the
specified command, it ignores the restriction on the default of memory
available to the user process. The command will run normally until it
grows to be larger than the amount of memory available to a user pro-
cess. It is then locked in core memory and not swapped until it either
exits or shrinks to a size less than or equal to the size of a default user
process.

The removal of the process size restriction during execution of runbig
will be preserved during an exec (S) system call, but not for a fork(S)
system call.

See Also

exec(S), fork(S)

Notes
Running programs greater than the default process size, and therefore,
possibly greater than the size of the disk swap area, may severely
impact system performance.

runbig has no effect on systems whose memory size is much less than
the size of the disk swap area.
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Name

schedule - Database for automated system backups.

Description

The schedule database is used in conjunction with fsphoto(ADM) to
partially automate system-wide backups. For each filesystem to be
backed-up, a cyclical schedule of backup (ADM) levels is specified.

This cyclical schedule (or cycle) is a list of backup levels to perform
(including no backup at all) and a pointer to the last-used element of
that list. The pointer is advanced to the next element of the list on a
regular basis (each time fsphoto is run, usually once per day), starting
over at the beginning each time it falls off the end. It is advanced,
however, only on success - the desired backup must have been suc-
cessful.

Each entry in the file is on a separate line. Blank and comment lines
(beginning with “#) may be placed anywhere. Several keywords are
recognized:

site sitename
Sitename is passed to fsave as a description to place on each tape
label. Usually, sitename is the name of the company or a building
number.

media drive K sizes... [format]
Device drive is a floppy capable of handling volumes with any of
the listed sizes (in kilobytes). If specified, format is the XENIX
command used to format the described floppies. This also applies
to standard cartridge tapes.

media drive d density sizes... [format]
Device drive is a density BPI magtape capable of handling tapes of
any of the indicated sizes (in feet). Like floppies, format is the
optional XENIX command used to format the described tape.

[0-9] size savetime importance marker
Description of each backup level, as described in fsave (ADM).
The possible values are:

Level Size Savetime Importance Marker
0 "1 year" critical none
1 - "3 months" necessary none
2.7 - "1 month" important none
8 - "2 weeks" useful none
9 - "1 week" precautionary none
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All four fields must be specified. On XENIX-386 distributions, only
levels O, 1, 2 and 3 are used in the default schedule file. On XENIX-
286 distributions, levels 0, 1, 8 and 9 are used.

A size of - means to use the first size listed in the appropriate media
sizes list.

Keywords should be placed before any filesystem backup schedules.
A filesystem backup schedule is of the form:

[dev/rfilesys cycle
The filesystem resident on device /dev/rfilesys is to be backed-up
according to cycle , which is a space-separated list of backup levels
(the digits 0 to 9, passed to backup), or the letter X, meaning no
backup should occur. The specified device should be the raw
(character) device associated with the filesystem.

A backup cycle must have at least one member, but it may be of any
length. Different filesystems may have cycles of different lengths.

The default schedule file differs slightly under XENIX-286; the backup
device is the floppy drive and the Schedule Table uses levels 0, 1, 8,
and 9. Here is the default schedule file for XENIX-386:

# SYSTEM BACKUP SCHEDULE
site mymachine

# Media Entries

#

# 96 tpi 1.2 MB floppy 0

# media /dev/rfd096dsl5 k 1200 format /dev/rfd096dsl5
# 96 tpi 1.2 MB floppy 1

# media /dev/rfdl96dsl5 k 1200 format /dev/rfdl196dsl5
# 135 tpi 1.44 MB floppy O

# media /dev/rfd0135ds18 k 1440 format /dev/rfd0135ds18
# 135 tpi 1.44 MB floppy 1

# media /dev/rfdl135dsl8 k 1440 format /dev/rfdl1135dsl8
# Cartridge tape 1

media /dev/rct0 k 60000 125000 150000 tape erase

# Mini cartridge drive (10MB)

# media /dev/rctmini k 8800 format /dev/rctmini

# Mini cartridge drive (20MB)

# media /dev/rctmini k 17200 format /dev/rctmini

# Mini cartridge drive (40MB)

# media /dev/rctmini k 37500 format /dev/rctmini

# 9-track tape drive

# media /dev/rmt0 d 1600 2400 1200 600

# Backup Descriptor Table
# Backup Vol. Save for Vitality Label
# level size how long (importance) marker
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0 - "1l year" critical "a red sticker”
1 - "4 months"  necessary "a yellow sticker”
2 - "3 weeks" useful "a blue sticker"
3 - "1l week" precautionary none
# Schedule Table
# 12345 67890 12345 67890
# Filesystem MTWTF MTWTF MTWTF MTWTF
/dev/rroot 0x3x3 2x3x3 1x3x3 2x3x3
/dev/ru 30333 32333 31333 32333

/dev/rroot is backed-up using a level 0 backup the first time fsphoto is
run (on a Monday), and if that backup is successful, the next (second)
time it runs (Tuesday), no backup is performed. If doing nothing is
successful, the third time (Wednesday) a level 3 backup occurs. If that
backup succeeds, no backup occurs the fourth time (Thursday), but the
fifth time fsphoto is run (Friday), a level 3 backup is made.

Each time a successful backup at the specified level happens, the
pointer advances so that the next run of fsphoto (on the next weekday)
will do the next backup scheduled for that filesystem. If however, a
backup fails (or is interrupted or postponed by the operator) the
pointer is not advanced; hence, the next time fsphoto is attempted, the
same level backup will again be tried so the sequence will not be bro-
ken (but the timing may be off).

The larger and more rapidly changing filesystem /dev/ru is backed-up
more frequently (each time fsphoto is run - once a day - instead of
every other time), and the levels used are staggered to prevent having
to perform two full-scale backups (like levels O or 1) of the large

filesystems on the same day. The backup cycle period is also shorter,
two weeks instead of four.

See Also
fsphoto(ADM), fsave(ADM), backup(ADM)

Notes

Keywords and filesystem names must not be preceded by any spaces
or tabs.

It is not necessary to specify the name of the “raw” (/dev/r*) device
for each filesystem, but the backups are faster if this is done.
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Name

scopatch - Applies kemel patches.

Syntax

/etc/scopatch patchfile

Description
scopatch applies a kemel patch named patchfile found in
/usr/lib/scopatch. Any patches applied are added to hdinstall(ADM)
to ensure that they are retained in subsequent relinks.

A list of current patches available is contained in the Release Notes.

Notes
This utility only applies to XENIX-
386 distributions.
Files
fusr/lib/scopatch Patch source directory
fust/lib/patchlog Patch log file
See Also
hdinstall(ADM)

28 March 1991 Page 1



SDDATE (ADM) SDDATE (ADM)

Name

sddate - Prints and sets backup dates.

Syntax

sddate [ name lev date ]

Description

If no argument is given, the contents of the backup date file /etc/ddate
are printed. The backup date file is maintained by backup (ADM) and
contains the date of the most recent backup for each backup level for
each filesystem.

If arguments are given, an entry is replaced or made in /etc/ddate.
name is the last component of the device pathname, lev is the backup
level number (from O to 9), and date is a time in the form taken by
date(C): ’

mmddhhmm{[yy]
Where the first mm is a two-digit month in the range 01-12, dd is a
two-digit day of the month, &k is a two-digit military hour from 00-23,

and the final mm is a two-digit minute from 00-59. An optional two-
digit year, yy, is presumed to be an offset from the year 1900, i.e.,

19yy.
Some sites may wish to back up file systems by copying them verba-
tim to backup media. sddate could be used to make a “level 0” entry
in /etc/ddate, which would then allow incremental backups.
For example:
sddate rhd0 5 10081520
makes an /etc/ddate entry showing a level 5 backup of /dev/rhd0 on
October 8, at 3:20 PM.
Files

fetc/ddate
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See Also
backup(ADM), restore(ADM), date(C)

Diagnostics

bad conversion If the date set is syntactically incorrect.
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Name

setclock - Sets the system real-time (time of day) clock.

Syntax

setclock [ time ]

Description
The setclock file sets the battery-powered, real-time time of day clock
to the given time. If time is not given, the current contents of the
battery-powered clock are displayed. The time must be a combination
of digits with the form:
MMddhhmmyy
where MM is the month, dd is the day, hh is the hour, mm is the
minute, and yy is the last two digits of the year. If yy is not given, it is
taken from the current system time. For example, the command:
082615092

sets the time of day clock to 15:03 on August 26, 1992.

Files

fetc/setclock

See Also
clock(F)

Notes

Not all computers have battery-powered real-time time of day clocks.
Refer to your computer’s hardware reference manual.
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Name

setmnt - Establishes /etc/mnttab table.

Syntax
[etc/setmnt

Description
setmnt creates the /etc/mnttab table (see mnttab(F)), which is needed
for both the mount(ADM) and umount(ADM) commands. setmnt
reads the standard input and creates a mnttab entry for each line.
Input lines have the format:
filesys node
where filesys is the name of the file system’s special file (e.g., “hd0”)

and node is the root name of that file system. Thus filesys and node
become the first two strings in the mnrtab (F) entry.

Files

Jetc/mnttab

See Also
mnttab(F)

Notes
If filesys or node are longer than 128 characters, errors can occur.

setmnt silently enforces an upper limit on the maximum number of
mnttab entries.

setmnt is normally invoked by /etc/rc when the system boots up.
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Name

settime - Changes the access and modification dates of files.

Syntax

settime [ mmddhhmm [ yy ] ] [ -f fname ] name ...

Description
Sets the access and modification dates for one or more files. The
dates are set to the specified date, or to the access and modification
dates of the file specified via -f. Exactly one of these methods must
be used to specify the new date(s). The first mm is the month number;
dd is the day number in the month; 44 is the hour number (24 hour sys-

tem); the second mm is the minute number; yy is the last two digits of
the year and is optional. For example:

settime 1008004583 ralph pete

sets the access and modification dates of files ralph and pete to Oct 8,
12:45 AM, 1983. Another example:

settime -f ralph john

This sets the access and modification dates of the file john to those of
the file ralph.

Notes

Use of touch in place of settime is encouraged.
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Name

sfmt - Performs special formatting.

Syntax

letc/sfmt device_name

Description

The sfmt command performs a low-level formatting, initializes non-
standard disk parameters, and performs initial processing of manufac-
turer-supplied defect lists of the disk device name. device name
should be the character-special device representing the whole disk, for
example, /dev/rhdl0.

The sfmt command must be issued from the Boot: prompt, and should
be used only if the “type=E” banner appears during power-up.

Low-level disk formatting is usually performed on bundled systems
before delivery. If this formatting has not been done, you must format
the disk before installing it. You must know the hard disk parameters
before you invoke sfmt.

Files
/dev/rhd?0
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Name

shutdown - Terminates all processing.

Syntax

fetc/shutdown [ time ] [ su ]

Description
The primary function of shutdown is to terminate all currently running
processes in an orderly and cautious manner. shutdown goes through
the following steps:

1. All users logged on the system are notified to log off the system
by a broadcast message.

2. Jetc/init is called to perform the the actual shutdown.
the time argument is the number of minutes before a shutdown will
occur. The optional su argument lets the user go single-user, without
completely shutting down the system.

You must be super-user to execute the shutdown command.

See Also
sync(ADM), umount(ADM), wall(ADM), boot(HW)

Diagnostics
The most common error diagnostic that will occur is device busy.
This diagnostic appears when a particular file system could not be
unmounted. See umount(ADM).

Notes

Once shutdown has been invoked, it must be allowed to run to comple-
tion and must not be interrupted by pressing BREAK or DEL.

shutdown does not work when executed from within a shell layer.

shutdown locks the hard disk heads.

28 March 1991 Page 1



SYNC (ADM) SYNC (ADM)

Name

sync - Updates the super-block.

Syntax

sync

Description
sync executes the sync system primitive. If the system is to be
stopped, sync must be called to ensure file system integrity. Note that

shutdown (ADM) automatically calls sync before shutting down the
system.

See Also

sync(S)
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Name

sysadmin - Performs file system backups and restores files.

Syntax

/etc/sysadmin

Description

sysadmin is a utility for performing filesystem backups and for restor-
ing files from backup volumes, and includes several options. Its main
function is to act as a front-end for the fsphoto(ADM) utility, which
performs backups according to an established schedule. Depending on
the day of the week, a daily incremental backup (level 9), or a periodic
full backup (level 0) is automatically selected. sysadmin can also be
invoked to do an unscheduled backup. It can provide a listing of the
files backed up and also has facilities for restoring individual files and
complete filesystems from backups.

The main sysadmin menu appears as follows:
Filesystem Maintenance Options

1. Perform a scheduled backup

2. Perform an unscheduled backup
3. List the contents of an archive
4. Restore backed up file(s)

5. Restore an entire filesystem

6. Check backup archive integrity

Enter an option or enter q to quit:
Any supported archive medium may be used to create backups. Any
filesystem may be backed up. Menus of these devices are created for
each option from the files /tmp/backup.list, /etc/default/archive, and
letc/default/filesys.

You must be the super-user to use this program.

Files
/tmp/backup.list

[etc/default/archive
Jetc/default/filesys
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See Also

fsphoto(ADM), mkfs(ADM), backup(C), dumpdir(C), restore(C),
archive(F), filesys(F)

Notes

/tmp/backup.list, /etc/default/archive and /etc/default/filesys may
be edited to add devices, or to delete entries for devices that are no
longer used.

Warning

You should never backup more than one filesystem to the tape devices
/devinrct0 and /devinrct2. This is because, although backup can write
more than one filesystem to /dev/nrctO or /devinrct2, restore may not
be able to restore more than one filesystem from these devices.

You must also be sure to close the floppy door when inserting floppy

disks during a backup. If you fail to do so in a multi-floppy backup,
the entire backup will fail and you will have to begin again.
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Name

sysadmsh - Menu driven system administration utility

Syntax

sysadmsh

Description

sysadmsh is an easy-to-use menu interface designed to provide novice
users with the tools needed for day-to-day system administration of
the XENIX system.

WARNING: sysadmsh does not replace the XENIX documentation. It
provides an overview of available system administration features and
a reminder of tasks which need to be performed regularly. An under-
standing of the XENIX Installation Guide, the XENIX System
Administrator’s Guide, and the XENIX User’s Guide is necessary to
use sysadmsh.

Usage
To use this utility enter:
sysadm
at the login prompt. This sets your login shell to be the sysadmsh
menu hierarchy. You may access many useful commands and sub-

menus, all presented in simple, descriptive terms.

Alternately, sysadmsh menus may also be invoked by logging in as the
super-user (root) and entering:

sysadmsh
at the shell prompt.

Once you are in sysadmsh, on-line instructions for its use may be
obtained by selecting the <F1> key.

Some sysadmsh options must be run from the system console device.
Some options must be run while in single user (system maintenance)
mode. Check the documentation manual page referenced by the menu
selection for more information.
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Files
See Also

XENIX System Administrator’s Guide
XENIX User’s Guide
XENIX Installation Guide

acctcom(ADM), accton(ADM), alias(M), asktime(ADM), at(C),
badtrk(ADM), checklist(F), chgrp(C), chmod(S), chown(C), config-
ure(ADM) copy(C), cron(C), csh(C), custom(ADM), df(C), diff(C),
dircmp(C), disable(C), diskemp(C), diskcp(C), dmesg(ADM), dos(C),
dtype(C), du(C), enable(C), fdisk(ADM), find(C), finger(C),
fixperm(ADM), format(C), fsck(ADM), fstab(F), grpcheck(C),
init(M), kill(C), login(M), Ip(C), lpadmin(ADM), Ipinit(ADM),
Ipstat(C), mail(C), mkdev(ADM), mkuser(ADM), more(C),
mount(ADM), netutii(ADM), ps(C), pwadmin(ADM), pwcheck(C),
quot(C),  rmuser(ADM), shutdown(ADM), sysadmin(ADM),
systemid(F), tar(C), ttys(F), umount(ADM), uuinstall(ADM), vi(C),
wall(ADM), who(C), write(C)

Notes
A knowledge of vi(C) is assumed for file edit selections, although the
SCO Lyrix® editor is used when available.

Acknowledgements

This utility takes its design from the SCO Lyrix Word Processing Sys-
tem.
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Name

telinit, mkinittab - Alternative method of turning terminals on and off.

Syntax

telinit state
mKinittab [ttysfile]...

Description

telinit directs the actions of init(M). It is an alternative to using
enable (C) and disable (C) to allow and disallow logins on terminals.

telinit generates a new /etc/ttys file from the /etc/inittab file. Only
those lines from inittab (F) which apply in state are converted to their
ttys (F) equivalent. init is then signaled to allow or disallow logins on
terminals according to /etc/ttys.

The recognized state arguments are:

0-6
Generate /etc/ttys using the lines in /etc/inittab which apply to the
specified state.

q Q
Do not generate a new /etc/ttys file, but signal init to examine the
existing /etc/ttys file.

s, S
Signal init to enter System Maintenance (single-user) mode.

Only the superuser can run felinit. Users currently logged onto termi-
nals that are disabled are abruptly killed. Logins are not allowed on
terminals not listed in /etc/ttys.
mkinittab writes on the standard output an inittab-format file gen-
erated from the specified ttysfiles. Each ttysfile must be in #zys format.
If no tysfile is specified, the standard input is read.

Files
Jetc/ttys

/fetc/inittab

28 March 1991 Page 1



TELINIT (ADM) TELINIT (ADM)

See Also
disable(C), enable(C), getty(M), init(M), inittab(F), login(M), ttys(F)

Notes
inittab is provided for users more familiar with the felinit approach to

terminal administration, as opposed to the standard XENIX enable and
disable approach.
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Name

umount - Dismounts a file structure.

Syntax

/etc/umount special-device

Description
umount announces to the system that the removable file structure pre-
viously mounted on device special-device is to be removed. Any
pending 1/O for the file system is completed, and the file structure is
flagged clean. For a detailed explanation of the mounting process, see
mount(ADM).

Files

fetc/mnttab Mount table

See Also
mount(ADM), mount(S), mnttab(F)

Diagnostics
device busy An executing process is using a file on the named
filesystem, often caused by a user working in the
filesystem.
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Name

uucheck - Checks the uucp directories and permissions file.

Syntax

fusr/lib/uucp/uucheck [ -v ] [ -x debug_level ]

Description

uucheck checks for the presence of the uucp system required files and
directories. It also checks for some obvious errors in the Permissions
file (/usr/lib/uucp/Permissions). When executed with the -v option,
it gives a detailed explanation of how the uucp programs will interpret
the Permissions file. The -x option is used for debugging. debug-
option is a single digit in the range 1-9; the higher the value, the
greater the detail.

Note that uucheck can only be used by the super-user or uucp.

Files

/usr/lib/uucp/Systems
fusr/lib/uucp/Permissions
fusr/lib/uucp/Devices
fusr/lib/uucp/Maxuuscheds
/usr/lib/uucp/Maxuuxqts
fust/spool/uucp/*
fust/spool/uucppublic/*

See Also
uucico(ADM), uusched(ADM), uucp(C), uustat(C), uux(C)

Notes

The program does not check file/directory modes or some errors in the
Permissions file such as duplicate login or machine name.
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Name

uucico - File transport program for the UUCP system.

Syntax

fusr/lib/uucp/uucico [ -r role_number ] [ -x debug_level ]
[ -i interface ] [ -d spool_directory ] [-s] [-S] system_name

Description

uucico is the file transport program for uucp work file transfers. Role
numbers for -r are the digit 1 for master mode or O for slave mode
(default). The -r option should be specified as the digit 1 for master
mode when uucico is started by a program or cron. uux and uucp both
queue jobs that will be transferred by uucico. It is normally started by
the scheduler, uusched , but can be started manually; this is done for
debugging. For example, the shell uutry starts uucico with debugging
turned on. The -x option specifies the level of debugging (1-9), with 9
displaying the most information.

The -i option defines the interface used with uucico. This interface
only affects slave mode. Known interfaces are UNIX (default), TLI
(basic Transport Layer Interface), and TLIS (Transport Layer Interface
with Streams modules, read/write); only the default, UNIX, is applica-
ble in this release.

The -d option can be used to specify the spool directory: the default is
/usr/spool/uucp.

If -s is specified, a call to the specified site is made even if there is no
work for site sitename in the spool directory, but the call is made only
when times in the Systems file permit it. This is useful for polling
sites that do not have the hardware to initiate a connection.

The -S option can be used to specify the system name, overriding the
call schedule given in the Systems file. For example, -S can be used
to call a system which is listed as “Never” to be called in the Systems
file.

Changing Packet Parameters

An additional feature is the ability to change two specialized parame-
ters contained in the uucico program without having to recompile the
source. (The uucico binary is provided unstripped so that patches can
be applied using scopatch(ADM). The first is a parameter called win-
dows, which specifies the size of window that the sliding-window pro-
tocol should use (how many packets it can send before getting any
ack/nack’s from the remote site). windows can be changed using the
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following command:
scopatch windows

You are prompted for the new value. In addition, the parameter
pktime can be altered. This is the number of seconds uucico should
wait before giving up and re-transmitting the packet being sent sent.
This interval can be as long as 35 seconds, which can be costly with
overseas phone connections. pktime can be changed in same way as
windows by using pktime as the argument to the scopatch command.
You are prompted for a new value for the parameter.

Files

fusr/lib/uucp/Systems
fusr/lib/uucp/Permissions
fust/lib/uucp/Devices
fust/lib/uucp/Maxuuxqts
fust/lib/uucp/Maxuuscheds
fusr/spool/uucp/*
fusr/spool/uucppublic/*

See Also

scopatch(ADM), uusched(ADM), uutry(ADM), cron(C), uucp(C),
uustat(C), uux(C)
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Name

uuclean - UUCP spool directory clean-up.

Syntax

fusr/lib/uucp/uuclean [ -Ctime ] [ -Dtime ] [ -Wtime ] [ -Xtime ]
[ -mstring ] [ -otime ] [ -ssystem ] [ -xdebug_level ]

Description

uuclean will scan the UUCP spool directories for old files and take
appropriate action to remove them in a useful way:

Inform the requestor of send/receive requests for systems that cannot
be reached.

Return mail, which cannot be delivered, to the sender.

Delete or execute rnews for rnews type files (depending on where the
news originated--locally or remotely).

Remove all other files.

In addition, there is provision to warn users of requests that have been
waiting for a given number of days (default 1). Note that uuclean will
process as if all option times were specified to the default values
unless time is specifically set.

The following options are available.

-Ctime Any C. files greater or equal to time days old will be
removed with appropriate information to the requestor.
(default 7 days)

-Dtime Any D. files greater or equal to time days old will be
removed. An attempt will be made to deliver mail mes-
sages and execute mews when appropriate. (default 7
days)

-Wtime Any C. files equal to time days old will cause a mail mes-
sage to be sent to the requestor warning about the delay in
contacting the remote. The message includes the JOBID,
and in the case of mail, the mail message. The adminis-
trator may include a message line telling whom to call to
check the problem (-m option). (default 1 day)

-Xtime Any X. files greater or equal to time days old will be

removed. The D. files are probably not present (if they
were, the X. could get executed). But if there are D. files,
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they will be taken care of by D. processing. (default 2
days)

-mstring  This line will be included in the warning message gen-
erated by the -W option. The default line is "See your
local administrator to locate the problem".

-otime Other files whose age is more than time days will be
deleted. (default 2 days)

-ssystem  Execute for system spool directory only.

-Xdebug_level
The -x debug level is a single digit between O and 9; higher num-
bers give more detailed debugging information.

This program is typically started by the shell uudemon.clean, which
should be started by cron(C). uuclean can only be executed by the
Super user or uucp.

Files
/usr/lib/uucp directory with commands used by uuclean
internally
[usr/spool/uucp spool directory
See Also

cron(C), uucp(C), uux(C).

28 March 1991 Page 2



UUDEMON (ADM) UUDEMON (ADM)

Name

uudemon: uudemon.admin, uudemon.clean, uudemon.hour,
uudemon.poll, uudemon.poll2 - UUCP administrative scripts.

Description

UUCP communications and file maintenance can be automated with
the use of the uudemon.hour, uudemon.poll, uudemon.poll2,
uudemon.admin, and uudemon.clean shell scripts. While in multi-
user mode, cron scans files in /usr/spool/cron/crontabs once each
minute for entries to execute at this time. An example crontabs file,
crontab.eg, is provided to activate these daemons. The system
administrator  should copy these from /usr/lib/uucp to
fusr/spool/cron/crontabs/uucp. To do this, log in as user uucp, edit
the crontab.eg file to make any changes, and then enter the following
command:

crontab crontab.eg

This will replace the original crontab entry.

uudemon.admin

The uudemon.admin shell script, as delivered, runs the uustat com-
mand with -p and -q options. The -q reports on the status of work files
(C.), data files (D.), and execute files (X.) that are queued. The -p
prints process information for networking processes listed in the lock
files (fusr/spool/locks). It sends resulting status information to the
UUCP administrative login (uucp) via mail.

The default crontab entry for uudemon.admin is:

48 10,14 * * 1-5 /bin/su uucp -c \
"/usr/lib/uucp/uudemon.admin™ > /dev/null

This runs daily at 10:48 AM and 2:48 PM.

uudemon.clean

The uudemon.clean shell script, as delivered, takes log files for indi-
vidual machines from the /usr/spool/.Log directory, merges them, and
places them in the /usr/spool/.Old directory with other old log infor-
mation. If log files get large, the ulimit may need to be increased. It
also removes work files (C.) 7 days or older, data files (D.) 7 days old
or older, and execute files (X.) 2 days old or older from the spool files.
uudemon.clean mails a summary of the status information gathered
during the current day to the UUCP administrative login (uucp).
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The default crontab entry for uudemon.clean is:

45 23 * * * ylimit 5000; /bin/su uucp -c \
"/usr/lib/uucp/uudemon.clean" > /dev/null

This runs daily at 11:45 PM.

uudemon.hour

The uudemon.hour shell script calls the uusched program to search
the spool directories for work files (C.) that have not been processed
and schedules these files for transfer to a remote machine. It then
calls the uuxqt daemon to search the spool directories for execute
files (X.) that have been transferred to your computer and were not
processed at the time they were transferred.

This is the default root crontab entry for uudemon.hour :
39,9 * * * * /usr/lib/uucp/uudemon.hour > /dev/null

This script runs twice per hour (at 39 and 9 minutes past).

uudemon.poll

uudemon.poll uses the Poll (or the alternative Poll.Lhour and
Poll.day) file (see poll(F)) for polling remote computers. The
uudemon.poll script controls polling but does not actually perform
the poll. It merely sets up a polling file (C.sysnxxxx) in the
fusr/spoolfuucp/nodename directory, where nodename is replaced by
the name of the machine. This file will in turn be acted upon by the
scheduler (started by uudemon.hour). The uudemon.poll script is
scheduled to run twice an hour just before uudemon.hour so that the
work files will be there when uudemon.hour is called. The default
root crontab entry for uudemon.poll is as follows:

1,30 * * * * "/usr/lib/uucp/uudemon.poll > /dev/null"

This runs twice per hour (at 1 and 30 minutes past). uudemon.poll2 is
an alternative to uudemon.poll, which uses a different scheme and
different poll files. Listing a site in the Poll file gives you control
over the lower bound on number-of-calls-per-day (at least as many as
you specify in Poll), but still no control on the upper bound. (This is
because uudemon.poll uses the the time field of the Systems file,
which is not suited to the purposes of polling). uudemon.poll2 per-
mits much more precise control of scheduling. To use
uudemon.poll2, you must remove the call to uusched from
uudemon.hour, and run uudemon.poll2 in place of uudemon.poll
from cron.
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uudemon.poll2 reads Poll.hour (or Poll.day if called with the -d
option) to determine whom to poll much like uudemon.poll, but calls
uucico directly, using the -S option, thus overriding the time field of
the Systems file.

Files

Jusr/lib/uucp/Systems
fusr/lib/uucp/uudemon.admin
(usr/lib/uucp/uudemon.clean
fusr/lib/uucp/uudemon.hour
fasr/lib/uucp/uudemon.poll
/usr/lib/uucp/uudemon.poll2
fusr/lib/uucp/Poll
/usr/lib/uucp/Poll.hour
fust/lib/uucp/Poll.day

See Also

uusched(ADM) uucico(ADM), uuclean(ADM), cron(C), uucp(C),
poll(F), systems(F)
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Name

uuinstall - Administers UUCP control files.

Syntax
/etc/uuinstall [-r]

Description

The uuinstall program is used to manage the content of the control
files used by the uucp communications system. It allows the user to
change the contents of these files without using a text editor. The user
need not know the detailed format of each of the control files,
although he must be familiar with the function of the various fields
within the files. These details are explained in the XENIX System
Administrator’s Guide .

The uuinstall program can only be executed by the super-user. When
invoked with the optional -r flag, uuinstall will not allow any of the
files to be modified whether or not the user has made changes to the
files.

If uuinstall finds any of the required uucp control files missing from
the system, it will create them with the correct access permissions and
ownership.
Files
fetc/systemid
fust/lib/uucp/Systems
fusrt/lib/uucp/Permissions
fust/lib/uucp/Devices

See Also
mkuser(ADM)
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Name

uusched - The scheduler for the uucp file transport program.

Syntax
/usr/lib/uucp/uusched [ -x debug_level ] [ -u debug_level ]

Description

uusched is the uucp file transport scheduler. It is usually started by
the daemon uudemon.hour that is started by cron(C) from an entry in
lusr/spool/cron/crontabs/root:

39,9 * * * * /bin/su uucp -c "fusr/lib/uucp/uudemon.hour" > /dev/null

The two options are for debugging purposes only; -x debug level will
output debugging messages from uusched and -u debug level will be
passed as -x debug level to uucico. The debug level is a number
between 0 and 9; higher numbers give more detailed information.

Files
/ust/lib/uucp/Systems
fusr/lib/uucp/Permissions
fusr/lib/uucp/Devices
fusr/lib/uucp/Maxuuscheds
fust/spool/uucp/*
fusr/spool/uucppublic/*

See Also

uucico(ADM), cron(C), uucp(C), uustat(C), uux(C).
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Name

uutry - Tries to contact remote system with debugging on.

Syntax
/usr/lib/uucp/uutry [ -x debug_level ] [ -r ] system

Description

The wutry program is a shell script that invokes uucico to call a
remote site. Debugging is automatically enabled at default level 5; -x
overrides this value. If uutry successfully connects to the remote sys-
tem, uutry stores the debugging output in the file /tmp/system, where
system is the name of the remote system. In addition, uutry uses tail
-f to print the last 10 lines of the debugging output to the standard out-
put.

To break out of the shell created by uutry , press DELETE or BREAK .
This returns control to the terminal while uucico continues to run,
sending the output to /tmp/system.

The -r option overrides the retry time in the Systems file.

Files

[usr/lib/uucp/Systems
/fusr/lib/uucp/Permissions
/ust/lib/uucp/Devices
fust/lib/uucp/Maxuuscheds
fusr/lib/uucp/Maxuuxqts
/usr/spool/uucp/*
[usr/spool/uucppublic/*
/tmp/system

See Also
uucico(ADM), uucp(C), uux(C).
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Name

uuxqt - Executes remote command requests.

Syntax

/usr/lib/uucp/uuxqt [ -s system ] [ -x debug_level ]

Description

uuxqt is the program that executes remote job requests from remote
systems generated by the use of the uux command. (Mail uses uux for
remote mail requests). uuxqt searches the spool directories looking
for X. files. For each X. file, uuxqt checks to see if all the required
data files are available and accessible, and file commands are permit-
ted for the requesting system. The Permissions file is used to validate
file accessibility and command execution permission.

There are two environment variables that are set before the uuxqgt
command is executed:

UU_MACHINE is the machine that sent the job (the previous one).
UU_USER is the user that sent the job.

These can be used in writing commands that remote systems can exe-
cute to provide information, auditing, or restrictions.

The -x debug_level is a single digit between 0 and 9. Higher numbers
give more detailed debugging information.
Files
fusr/lib/uucp/Permissions
fusr/lib/uucp/Maxuuxqts
/fusr/spool/uucp/*
See Also
uucico(ADM), uucp(C), uustat(C), uux(C), mail(C).
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Name

wall - Writes to all users.

Syntax
[etc/wall

Description
wall reads a message from the standard input until an end-of-file. It
then sends this message to all users currently logged in preceded by
“Broadcast Message from ...”. wall is used to warn all users, for
example, prior to shutting down the system.
The sender should be super-user to override any protections the users
may have invoked.

Files

/dev/ity*

See Also
mesg(C), write(C)

Diagnostics

Cannot send to ... The open on a user’s tty file has failed.
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intro
accept, reject

ar
assign, deassign
at, batch

awk

banner
basename

be

bdiff

bfs

cal

calendar
capinfo

cat

cd

chgrp
chmod
chown
clear
cmchk
cmp
comm
compress,
uncompress, zcat

copy
cp

cpio
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crypt
csh

csplit
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Introduces XENIX commands.

Allows/prevents print requests to a lineprinter or
class of printers.

Maintains archives and libraries.

Assigns and deassigns devices.

Executes commands at a later time.

Searches for and processes a pattern in a file.

Prints large letters.

Removes directory names from pathnames.

Invokes a calculator.

Compares files too large for diff.

Scans big files.

Prints a calendar.

Invokes a reminder service.

Converts termcap descriptions into terminfo
descriptions.

Concatenates and displays files.

Changes working directory.

Changes group ID.

Changes the access permissions of a file or directory.
Changes owner ID.

Clears a terminal screen.

Reports hard disk block size.

Compares two files.

Selects or rejects lines common to two sorted files.

Compresses data for storage, uncompresses, displays
a stored file.

Copies groups of files.

Copies files.

Copies file archives in and out.

Executes commands at specified times.
Encodes/decodes.

Invokes a shell command interpreter with C-like
syntax.

Splits files according to context.

Spawns getty to a remote terminal.



cu Calls another XENIX system.

date Prints and sets the date.

dc Invokes an arbitrary precision calculator.
dd Converts and copies a file.

devnm Identifies device name.

df Reports number of free disk blocks.

diff Compares two text files.

diff3 Compares three files.

dircmp Compares directories.

dirname Delivers directory part of pathname.
disable Turns off terminals and printers.

diskcp, diskemp  Copies or compares floppy disks.
dos, doscat,

doscp, dosdir,

dosformat, dosls,

dosmkdir, dosrm,

dosrmdir Accesses DOS files.

dtype Determines disk type.

du Summarizes disk usage.

echo Echoes arguments.

ed Invokes the ed text editor.

enable Turns on terminals and line printers.

enyv Sets or dsiplays environment for command
execution.

ex Invokes the ex text editor.

expr Evaluates arguments as an expression.

factor Factor a number.

false Returns with a nonzero exit value.

file Determines file type.

find Finds files.

finger Finds information about users.

fixhdr Changes executable binary file headers.

format Formats floppy disks.

getopt ; Parses command options.

grep, egrep, fgrep Searches a file for a pattern.

grpcheck Checks group file.

hd Displays files in hexadecimal format.

hdr Displays selected parts of an object file.

head Prints the first few lines of a stream.

hello Sends a message to another user.

help Asks for help with UNIX commands and SCCS error
messages.

hwconfig Displays hardware configuration information.

id Prints user and group IDs and names.
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kill

ksh, rksh
last

line

In

lock
logname

Ip, Ipr, cancel

Iprint
Ipstat
Is,1, Ic
mail
man
mesg
mkdir
mknod
mnt
more
my
newform
newgrp
news
nice

nl

nm
nohup
od
pack, pcat,
unpack
passwd
pax
pcpio
pg

pr

ps

pstat
ptar
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pwd
quot
random
ranlib
rcp

Joins two relations.
Terminates a process.

KormnShell, a command and programming language.

Indicate last logins of users and teletypes.
Reads one line.

Makes a link to a file.

Locks a user’s terminal.

Gets login name.

Sends/cancels requests to lineprinter.

Prints to a printer attached to the user’s terminal.
Prints lineprinter status information.

Gives information about contents of directories.
Sends, reads, or disposes of mail.

Prints reference pages in this guide.

Permits or denies messages sent to a terminal.
Makes a directory.

Builds special files.

Mounts a filesystem.

Views a file one screen full at a time.

Moves or renames files.

Changes the format of a text file.

Logs users into a new group.

Print news items.

Runs a command at a different priority.

Adds line numbers to a file.

Prints name list.

Runs a command immune to hangups and quits.
Displays files in octal format.

Compresses and expands files.
Changes login password.

Portable archive exchange.

Copy file archives in and out.
Paginates display for soft-copy terminals.
Prints files on the standard output.
Reports process status.

Reports system information.

Process tape archives.

Checks password file.

Prints working directory name.
Summarizes file system ownership.
Generates a random number.
Converts archives to random libraries.
Copies files across XENIX systems.
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remote
rm, rmdir
rsh

sdiff

sed
setcolor
setkey
sh

shl

size
sleep
sort

split
strings
stty

su

sum

tail

tape
tapedump
tar

tee

test

tic

tid
touch
tput

tr
translate
true

tset

tty
umask
uname
uniq
units
uptime
usemouse

uucp, uulog,
uuname
uuencode,
uudecode

iv

Executes commands on a remote XENIX system.
Removes files or directories.

Invokes a restricted shell (command interpreter).
Compares files side-by-side.

Invokes the stream editor.

Sets screen color.

Assigns the function keys.

Invokes the shell command interpreter.
Manages shell layers.

Prints the size of an object file.

Suspends execution for an interval.

Sorts and merges files.

Splits a file into pieces.

Finds the printable strings in an object file.

Sets the options for a terminal.

Makes the user a super-user or another user.
Calculates checksum and counts blocks in a file.
Delivers the last part of a file.

Maintains tape drives

Dumps magnetic tape to output file.

Archives files.

Creates a tee in a pipe.

Tests conditions.

Compiles terminfo descriptions.

Decompiles terminfo descriptions.

Updates access and modification times of a file.
Queries the terminfo database.

Translates characters.

Translates files from one format to another.
Returns with a zero exit value.

Sets terminal modes.

Gets the terminal’s name.

Sets file-creation mode mask.

Prints the name of the current XENIX system.
Reports repeated lines in a file.

Converts units.

Displays information about the system activity.

Maps mouse input to keystrokes for use with non-

mouse based programs.

Copies files from XENIX to XENIX.

Encodes/decodes a binary file for transmission via

mail



uustat

uuto, uupick
uux

vi, view, vedit
vidi

vmstat

vsh

w

wait
weC
what
who
whodo
write
xargs
yes

Displays UUCP status and controls UUCP jobs.
Copies files across UUCP network.

Executes command on remote XENIX.

Invokes a screen-oriented display editor.

Sets the font and video mode for a video device.
Reports virtual memory statistics.

Menu-driven visual shell.

Displays information about who is on the system and
what they are doing.

Awaits completion of background processes.
Counts lines, words and characters.

Identifies files.

Lists who is on the system.

Determines who is doing what.

Writes to another user.

Constructs and executes commands.

Prints string repeatedly.
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Name

intro - Introduces XENIX commands.

Description

This section describes use of the individual commands available in the
XENIX Operating System. Each individual command is labeled with
either a C, a CP, or a CT for easy reference from other volumes. The
letter “C” stands for “command”. The letters “P” and “T” stand for
commands that come with the optional XENIX Development System
(Programming) and the XENIX Text Processing System, respectively.
For example, the reference date(C) indicates a reference to a discus-
sion of the date command in the C section; the reference cc(CP) indi-
cates a reference to a discussion of the ce command in the XENIX De-
velopment System; and the reference spell (CT) indicates a reference
to a discussion of the spell command in the XENIX Text Processing
System. The Text Processing and Development Systems are optional
supplemental packages to the standard Operating System.

The “M” Miscellaneous section contains miscellaneous information
including a great deal of system maintenance information. Other
reference sections include the “S” System Services section, the
“DOS” Routines section, the “F” File Format section, and the
“ADM?” sysem administration section.

Syntax

Unless otherwise noted, commands described in this section accept
options and other arguments according to the following syntax:

name [option(s)] [cmdarg (s)]

where:

name Is the name of an executable file.

option - noargletter (s) or,
- argletter <>optarg
where <> is optional whitespace.

noargletter Is a single letter representing an option without an
argument.

argletter Is a single letter representing an option requiring an
argument.
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optarg Is an argument (character string) satisfying preceding
argletter.
cmdarg Is a pathname (or other command argument) not
beginning with -. - by itself usually indicates the stan-
dard input.
See Also

getopt(C), getopt(S)
Diagnostics

Upon termination, each command returns 2 bytes of status, one sup-
plied by the system and giving the cause for termination, and (in the
case of “normal” termination) one supplied by the program (see
wait(S) and exit (S)). The former byte is 0 for normal termination; the
latter is customarily O for successful execution and nonzero to indicate
troubles such as erroneous parameters, bad or inaccessible data. It is

called variously “exit code”, “exit status”, or “return code”, and is
described only where special conventions are involved.

Notes

Not all commands adhere to the syntax described here.
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Name

accept, reject - Allows/prevents print requests to a lineprinter or class
of printers.

Syntax

fusr/lib/accept destinations
/usr/lib/reject [ -r[ reason ] ] destinations

Description

accept allows Ip(C) to accept requests for the named destinations. A
destination can be either a printer or a class of printers. Use Ipstat(C)
to find the status of destinations .

reject prevents Ip(C) from accepting requests for the named destina-
tions. A destination can be either a printer or a class of printers. Use
Ipstat (C) to find the status of destinations. The following option is
useful with reject :

-r[reason] Associates a reason with disabling (using disable (C))
the printer. The reason applies to all printers listed up to
the next -r option. If the -r option is not present or the -r
option is given without a reason, then a default reason is
used. Reason is reported by Ipstat(C). Please see
disable(C) for an example of reason syntax.
Files

/usr/spool/lp/*
See Also

enable(C), 1p(C), lpadmin(ADM), Ipinit(ADM), lpsched(ADM),
Ipstat(C), disable(C).
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Name

ar - Maintains archives and libraries.

Syntax

ar key [ posname ] afile names ...

Description

ar

maintains groups of files combined into a single XENIX format

archive file. Its main use is to create and update library files as used
by the link editor though it can be used for any similar purpose.

key is one character from the set drqtpmx, optionally concatenated
with one or more of vuaibceln. dfile is the archive file. The names are
constituent files in the archive file. The posname is the name of a
constituent file, and is required when certain keys are used. The
meanings of the key characters are:

d

r

Deletes the named files from the archive file.

Replaces the named files in the archive file. If the optional charac-
ter u is used with r, then only those files with modified dates later
than the archive files are replaced. If an optional positioning char-
acter from the set abi is used, then the posname argument must be
present and specifies that new files are to be placed after (a) or
before (b or i) posname. Otherwise new files are placed at the end.

Quickly appends the named files to the end of the archive file.
Optional positioning characters are invalid. The command does
not check whether the added members are already in the archive.
Useful only to avoid quadratic behavior when creating a large
archive piece by piece.

Prints a table of contents of the archive file. If no names are given,
all files in the archive are tabled. If names are given, only those
files are tabled.

Prints the named files in the archive.

Moves the named files to the end of the archive. If a positioning
character is present, then the posname argument must be present
and, as in r, specifies where the files are to be moved.

Extracts the named files. If no names are given, all files in the
archive are extracted. Unless the optional character n is used with
X, an extracted file’s modification date will be set to the date stored
in that file’s archive header. In neither case does x alter the
archive file.
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v Verbose. Under the verbose option, ar gives a file-by-file descrip-
tion of the making of a new archive file from the old archive and
the constituent files. When used with t, it gives a long listing of all
information about the files. When used with x, it precedes each
file with a name.

¢ Create. Normally ar will create afile when it needs to. The create
option suppresses the normal message that is produced when afile
is created.

1 Local. Normally ar places its temporary files in the directory
/tmp. This option causes them to be placed in the local directory.

n New. When used with the key character x it sets the extracted file’s
modification date to the current date.

When ar creates an archive, it always creates the header in XENIX
format (see ar(F)).
Files

/tmp/v* Temporary files

See Also
1d(CP), lorder(CP), ar(F)

Notes

If the same file is mentioned twice in an argument list, it may be put in
the archive twice.

Failure to process a library with ranlib, or failure to reprocess a
library with ranlib, will cause Id to fail. Because generation of a
library by ar and randomization by ranlib are separate, phase errors
are possible. The loader /d warns when the modification date of a
library is more recent than the creation of its dictionary; but this
means you get the warning even if you only copy the library.

28 March 1991 Page 2



ASSIGN (C) ASSIGN (C)

Name

assign, deassign - Assigns and deassigns devices.

Syntax
assign[-u][-v][-d][device]...

deassign [ -u ] [ -v ] [ device ] ...

Description

assign attempts to assign device to the current user. The device argu-
ment must be an assignable device that is not currently assigned. An
assign command without an argument prints a list of assignable de-
vices along with the name of the user to whom they are assigned.

deassign is used to “deassign” devices. Without any arguments, deas-
sign will deassign all devices assigned to the user. When arguments
are given, an attempt is made to deassign each device given as an
argument.

With these commands you can exclusively use a device, such as a tape
drive or floppy drive. This keeps other users from using the device.
They have a similar effect to chown(C) and chmod(C), although they
only act on devices in /dev. Other aspects are discussed further on.

Available options include:

-d Performs the action of deassign. The -d option may be embedded
in device names to assign some devices and deassign others.

-v Gives verbose output.

-u Suppresses assignment or deassignment, but performs error check-
ing.

The assign command will not assign any assignable devices if it can-
not assign all of them. deassign gives no diagnostic if the device can-
not be deassigned. Devices may be automatically deassigned at
logout, but this is not guaranteed. Device names may be just the
beginning of the device required. For example,

assign fd
should be used to assign all floppy disk devices. Raw versions of de-

vice will also be assigned, e.g., the raw floppy disk devices /dev/rfd?
would be assigned in the above example.
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Note that in many installations the assignable devices such as floppy
disks have general read and write access, so the assign command may
not be necessary. This is particularly true on single-user systems. De-
vices supposed to be assignable with this command should be owned
by the user asg. The directory /dev should be owned by bin and have
mode 755. The assign command (after checking for use by someone
else) will then make the device owned by whoever invokes the com-
mand, without changing the access permissions. This allows the sys-
tem administrator to set up individual devices that are freely avail-
able, assignable (owned by asg), or nonassignable and restricted (not
owned by asg and with some restricted mode).

Note that the first time assign is invoked, it builds the assignable de-
vices table /etc/atab . This table is used in subsequent invocations to
save repeated searches of the /dev directory. If one of the devices in
/dev is changed to be assignable (i.e., owned by asg), then /etc/atab
should be removed (by the super-user) so that a correct list will be
built the next time the command is invoked.

Return Values

Exit code O returned if successful, 1 if problems, 2 if device cannot be
assigned.
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Name

at, batch - Executes commands at a later time.

Syntax
at time [ date ] [+ increment ]
at -r job ...
at -I[ job ... ]

at -q[ letter ] time [date ] [job...]

Description

at and batch read commands from the standard input to be executed at
a later time. (batch has the same options shown for at.) at allows you
to specify a time when the commands should be executed, while batch
executes jobs when the system load level permits.

Standard output and standard error output are mailed to the user unless
they are redirected elsewhere. The shell environment variables,
current directory, umask, and ulimit are retained when the commands
are executed. Open file descriptors, traps, and priorities are lost.

A user is permitted to use at if their login name appears in the file
/asr/lib/cron/at.allow. If that file does not exist, the file
/usr/lib/cron/at.deny is checked to determine if the user should be
denied access to at. If neither file exists, only root is allowed to sub-
mit a job. If only the at.deny file exists, global usage is permitted.
The allow/deny files consist of one user name per line.

The options are:

time The time may be specified as 1, 2, or 4 digits. One- and two-
digit numbers are taken to be hours, four digits to be hours and
minutes. The time may alternately be specified as two numbers
separated by a colon, meaning hour:minute. A suffix am or pm
may be appended; otherwise a 24-hour clock time is understood.
The suffix zulu may be used to indicate GMT. The special
names noon, midnight, now, and next are also recognized.

date An optional date may be specified as either a month name fol-
lowed by a day number (and possibly year number preceded by
an optional comma) or a day of the week (fully spelled or abbre-
viated to three characters). Two special “days”, today and
tomorrow, are recognized. If no date is given, today is
assumed if the given hour is greater than the current hour and
tomorrow is assumed if it is less. If the given month is less
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than the current month (and no year is given), next year is
assumed.

increment

The optional increment is simply a number suffixed by one of
the following: minutes, hours, days, weeks, months, or years.
(The singular form is also accepted.) Thus, legitimate com-
mands include:

at 0815am Jan 24

at 8:15am Jan 24

at now + 1 day

at 5 pm Friday

-r Removes jobs previously scheduled by the ar or
batchcommand. Unless you are the super-user, you can only
remove your own jobs.

-1 Lists all the jobs currently scheduled for the invoking user.

-qletter
Places the specified job in a queue denoted by letter, where
letter is any letter from “a” to “z” (not uppercase). The queue
letter is appended to the job number. The following letters have
special significance:
a atqueue
b  batch queue

C  cron queue

at and batch write the job number and schedule time to standard error.
batch submits a batch job. It is almost equivalent to “at now,” but
with a difference: batch goes into a different queue; at now will
respond with the error message “too late.”

Examples

The at and batch commands read the commands to be executed at a
later time from the standard input. skA(C) provides different ways of
specifying standard input. Within your commands, it may be useful to
redirect standard output.

The following sequence can be used at a terminal:
batch

nroff filename > outfile
<Ctrl-D> (press “Ctrl” and press “D”)
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This sequence, which demonstrates redirecting standard error to a pipe
(1), is useful in a shell procedure (the sequence of output redirection
specifications is significant):

batch <<!

nroff filename 2>&1 >outfile | mail
loginid

!

To have a job reschedule itself, invoke at from within the shell pro-

cedure by including code similar to the following within the shell file:
echo “sh shellfile” | at 1900 thursday next week

The most simple use of at is to specify that a given command or regu-

lar file containing commands, file, be run on the date specified:
at date < file

Files
[ust/lib/cron main cron directory
fusr/lib/cron/at.allow list of allowed users
fusr/lib/cron/at.deny list of denied users
[usr/lib/cron/queue scheduling information
[usr/spool/cron/atjobs spool area

See Also

cron(C), kill(C), mail(C), nice(C), ps(C), sh(C), queuedefs(F).

Diagnostics

Complains about syntax errors and times out of range.
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Name

awk — Pattern scanning and processing language.

Syntax
awk [ —F re ] [ parameter... ] [ ’prog’ ] [ —f progfile ] [ file... ]

Description

The —F re option defines the input field separator to be the regular
expression re.

Parameters, in the form x=... y=... may be passed to awk, where x and
y are awk built-in variables (see list below).

awk scans each input file for lines that match any of a set of patterns
specified in prog. The prog string must be enclosed in single quotes
() to protect it from the shell. For each pattern in prog there may be
an associated action performed when a line of a file matches the pat-
tern. The set of pattern-action statements may appear literally as prog
or in a file specified with the —f progfile option.

Input files are read in order; if there are no files, the standard input is
read. The file name — means the standard input. Each input line is
matched against the pattern portion of every pattern-action statement;
the associated action is performed for each matched pattern.

An input line is normally made up of fields separated by white space.
(This default can be changed by using the FS built-in variable or the
—F re option.) The fields are denoted $1, $2, ...; $0 refers to the
entire line.
A pattern-action statement has the form:

pattern { action }
Either pattern or action may be omitted. If there is no action with a
pattern, the matching line is printed. If there is no pattern with an
action, the action is performed on every input line.

Patterns are arbitrary Boolean combinations ( !, | |, &&, and
parentheses) of relational expressions and regular expressions. A rela-
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tional expression is one of the following:

expression relop expression
expression matchop regular expression

where a relop is any of the six relational operators in C, and a matchop
is either ~ (contains) or ! ~ (does not contain). A conditional is an
arithmetic expression, a relational expression, the special expression

var in array,
or a Boolean combination of these.

The special patterns BEGIN and END may be used to capture control
before the first input line has been read and after the last input line has
been read respectively.

Regular expressions are as in egrep (see grep(C)). In patterns they
must be surrounded by slashes. Isolated regular expressions in a pat-
tern apply to the entire line. Regular expressions may also occur in
relational expressions. A pattern may consist of two patterns
separated by a comma; in this case, the action is performed for all
lines between an occurrence of the first pattern and next occurrence of
the second pattern.

A regular expression may be used to separate fields by using the —F
re option or by assigning the expression to the built-in variable FS .
The default is to ignore leading blanks and to separate fields by blanks
and/or tab characters. However, if FS is assigned a value, leading
blanks are no longer ignored.

Other built-in variables include:

ARGC command line argument count

ARGV command line argument array

FILENAME name of the current input file

FNR ordinal number of the current record in the current file
FS input field separator regular expression (default blank)
NF number of fields in the current record

NR ordinal number of the current record

OFMT output format for numbers (default %.6g)

OFS output field separator (default blank)

ORS output record separator (default new-line)

RS input record separator (default new-line)

28 March 1991

Page 2



AWK (C) AWK (C)

An action is a sequence of statements. A statement may be one of the
following:

if ( conditional ) statement [ else statement ]

while ( conditional ) statement

do statement while ( conditional )

for ( expression ; conditional ; expression ) statement
for ( var in array ) statement

delete array[subscript]

break

continue

{ [ statement ] ... }

expression # commonly variable = expression

print [ expression-list ] [ >expression ]

printf format [ , expression-list ] [ >expression ]

next # skip remaining patterns on this input line
exit [expr] # skip the rest of the input; exit status is expr
return [expr]

Statements are terminated by semicolons, new lines, or right braces.
An empty expression-list stands for the whole input line. Expressions
take on string or numeric values as appropriate, and are built using the
operators +, —, %, /, %, and concatenation (indicated by a blank). The
C operators ++, ——, +=, —=, *=, /=, and %= are also available in
expressions. Variables may be scalars, array elements (denoted x[i]),
or fields. Variables are initialized to the null string or zero. Array
subscripts may be any string, not necessarily numeric; this allows for a
form of associative memory. String constants are quoted (").

The print statement prints its arguments on the standard output, or on
a file if >expression is present, or on a pipe if | c¢md is present. The
arguments are separated by the current output field separator and ter-
minated by the output record separator. The printf statement formats
its expression list according to the format (see printf(S) in the
Programmer’s Reference Manual).

awk has a variety of built-in functions: arithmetic, string,
input/output, and general.

The arithmetic functions are: atan2, cos, exp, int, log, rand, sin, sqrt,
and srand. int truncates its argument to an integer. rand returns a ran-
dom number between O and 1. srand ( expr ) sets the seed value for
rand to expr or uses the time of day if expr is omitted.

The string functions are:
gsub(for, repl, in)
behaves like sub (see below), except that it replaces

successive occurrences of the regular expression
(like the ed global substitute command).
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index(s, t)

length(s)

match(s, re)

split(s, a, fs)

sprintf(fmt, expr,

AWK (C)

returns the position in string s where string ¢ first
occurs, or 0 if it does not occur at all.

returns the length of its argument taken as a string, or
of the whole line if there is no argument.

returns the position in string s where the regular
expression re occurs, or O if it does not occur at all.
RSTART is set to the starting position (which is the
same as the returned value), and RLENGTH is set to
the length of the matched string.

splits the string s into array elements a[/], a[2], a[n],
and returns n. The separation is done with the regu-
lar expression fs or with the field separator FS if fs is
not given.

expr,...)
formats the expressions according to the printf(S)
format given by fint and returns the resulting string.

sub(for, repl, in) substitutes the string repl/ in place of the first

substr(s, m, n)

instance of the regular expression for in string in and
returns the number of substitutions. If in is omitted,
awk substitutes in the current record ($0).

returns the n-character substring of s that begins at
position m.

The input/output and general functions are:

close(filename)

cmd)| getline

getline

getline <file

getline var

closes the file or pipe named filename.

pipes the output of cmd into getline; each successive
call to getline returns the next line of output from
cmd.

sets $0 to the next input record from the current input
file.

sets $0 to the next record from file.

sets variable var instead.

getline var <file sets var from the next record of file.

system(cmd)

executes cmd and returns to its exit status.

All forms of getline return 1 for successful input, O for end of file, and

—1 for an error.
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awk also provides user-defined functions. Such functions may be
defined (in the pattern position of a pattern-action statement) as

function name(args,...) { stmts }
func name(args,...) { stmts }

Function arguments are passed by value if scalar and by reference if
array name. Argument names are local to the function; all other vari-
able names are global. Function calls may be nested and functions
may be recursive. The return statement may be used to return a
value.

Examples

Print lines longer than 72 characters:

length > 72

Print first two fields in opposite order:
{ print $2, $1 }

Same, with input fields separated by comma and/or blanks and tabs:
BEGIN  { FS = "[ \t]+[ \t]+" }
{ print $2, $1 }
Add up the first column, print sum and average:
{ s += 81}
END { print "sum is", s, " average is", s/NR }
Print fields in reverse order:

{ for (i = NF; i > 0; ——i) print $i }

Print all lines between start/stop pairs:

[start/, /stop/

Print all lines whose first field is different from previous one:

$1 != prev { print; prev = $1 }
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Simulate echo(C):
BEGIN  {
for G = 1; i < ARGC; it++)
printf "%s", ARGV[i]
printf "\n"
exit

}

Print file, filling in page numbers starting at 5:

[Page/ { $2 = n++; }
{ print }

command line: awk —f program n=5 input

See Also

grep(C), sed(C).
lex(CP), printf(S) in the Programmer’s Reference Manual.

Bugs
Input white space is not preserved on output if fields are involved.

There are no explicit conversions between numbers and strings. To
force an expression to be treated as a number add O to it; to force it to
be treated as a string concatenate the null string (" ") to it.
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Name

banner - Prints large letters.

Syntax

banner strings

Description

banner prints its arguments (each up to 10 characters long) in large
letters on the standard output. This is useful for printing names at the
front of printouts.

See Also
echo(C)
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Name

basename - Removes directory names from pathnames.

Syntax

basename string [ suffix ]

Description
basename deletes any prefix ending in / and the suffix (if present in
string) from string, and prints the result on the standard output. The
result is the “base” name of the file, i.e., the filename without any
preceding directory path and without an extension. It is used inside
substitution marks (~*) in shell procedures to construct new
filenames.

The related command dirname deletes the last level from string and
prints the resulting path on the standard output.
Examples

The following command displays the filename memos on the standard
output:

basename /usr/johnh/memos.old .old
The following shell procedure, when invoked with the argument
/usr/src/cmd/cat.c, compiles the named file and moves the output to a
file named cat in the current directory:

cc $1

mv a.out ~basename $1 .c*

See Also
dirname(C), sh(C)

28 March 1991 Page 1



BC (C) BC (C)

Name

bc - Invokes a calculator.

Syntax
be[-c][-1][file...]

Description

bc is an interactive processor for a language that resembles C but pro-
vides unlimited precision arithmetic. It takes input from any files
given, then reads the standard input. The -1 argument stands for the
name of an arbitrary precision math library. The syntax for bc pro-
grams is as follows: L means the letters a-z, E means expression, S
means statement.

Comments:

Enclosed in /* and */

Names:

Simple variables: L
Array elements: L[ E ]

¢

The words “ibase”, “obase”, and “scale”

Other operands:

Arbitrarily long numbers with optional sign and decimal point
E

sqrt (E)

length (E) Number of significant decimal digits
scale (E) Number of digits right of decimal point
L(E,..,E)

Additive operators:

+

Multiplicative operators:

*

/
% (remainder)
“ (exponentiation)
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Unary operators:

++
-- (prefix and postfix; apply to names)

Relational operators:

<=
>=
1=
<
>

Assignment operators:

=+
—
=/
=%

Statements:

E

{S;...;S}

if (E)S

while (E) S
for(E;E;E)S
null statement
break

quit

Function definitions:

define L(L,...,L){
autoL, ..., L
S;...S
return (E)
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Functions in -1 math library:

s(x) Sine

c(x) Cosine

e(x) Exponential
1(x) Log

a(x) Arctangent
j(n,x)  Bessel function

All function arguments are passed by value.

The value of a statement that is an expression is printed unless the
main operator is an assignment. Either semicolons or newlines may
separate statements. Assignment to scale influences the number of
digits to be retained on arithmetic operations in the manner of dc(C).
Assignments to ibase or obase set the input and output number radix
respectively.

The same letter may be used as an array, a function, and a simple vari-
able simultaneously. All variables are global to the program. “Auto”
variables are pushed down during function calls. When using arrays
as function arguments or defining them as automatic variables, empty
square brackets must follow the array name.

bc is actually a preprocessor for dc(C), which it invokes automatical -
ly, unless the -¢ (compile only) option is present. If the -c option is
present, the dc input is sent to the standard output instead.

Example

The following defines a function to compute an approximate value of
the exponential function:

scale =20
define e(x){
auto a, b,c,1,s
a=1
b=1
s=1
for(i=1; 1==1; i++){
a=a*x
b =Db*i
c=a/
if(c == 0) return(s)
S =S+C
}
!
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The following prints the approximate values of the exponential func-
tion of the first ten integers:

for(i=1; i<=10; i++) e(i)
Files
fusr/lib/lib.bc ~ Mathematical library

fusr/bin/dc Desk calculator proper
See Also

de(C)

The XENIX User's Guide
Notes

A For statement must have all three E’s.
Quit is interpreted when read, not when executed.

Trigonometric values should be given in radians.
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Name

bdiff - Compares files too large for diff.

Syntax
bdiff filel file2 [n ] [-s]

Description

bdiff compares two files, finds lines that are different, and prints them
on the standard output. It allows processing of files that are too large
for diff . bdiff splits each file into n-line segments, beginning with the
first nonmatching lines, and invokes diff upon the corresponding seg-
ments. The arguments are:

n  The number of lines bdiff splits each file into for processing. The
default value is 3500. This is useful when 3500-line segments are
too large for diff.

-s Suppresses printing of bdiff diagnostics. Note that this does not
suppress printing of diagnostics from diff.

If filel (or file2 ) is a dash (-), the standard input is read.
The output of bdiff is exactly that of diff. Line numbers are adjusted to

account for the segmenting of the files, and the output looks as if the
files had been processed whole.

Files

See Also
diff(C)

Notes

Because of the segmenting of the files, bdiff does not necessarily find a
smallest sufficient set of file differences.

Specify the maximum number of lines if the first difference is too far
down in the file for diff and an error is received.
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Name

bfs - Scans big files.

Syntax

bfs [ - ] name

Description

bfs is like ed (C) except that it is read-only and processes much larger
files. Files can be up to 1024K bytes and 32K lines, with up to 255
characters per line. bfs is usually more efficient than ed for scanning
a file, since the file is not copied to a buffer. It is most useful for iden-
tifying sections of a large file where csplif(C) can be used to divide it
into more manageable pieces for editing.

Normally, the size of the file being scanned is printed, as is the size of
any file written with the w command. The optional dash (-)
suppresses printing of sizes. Input is prompted for with an asterisk (*)
when “P” and RETURN are typed. The “P” acts as a toggle, so
prompting can be turned off again by entering another “P” and a
RETURN. Note that messages are given in response to errors only if
prompting is turned on.

All address expressions described under ed are supported. In addition,
regular expressions may be surrounded with two symbols other than
the standard slash (/) and (?): A greater-than sign (>) indicates down-
ward search without wraparound, and a less-than sign (<) indicates
upward search without wraparound. Note that parentheses and curly
braces are special and need to be escaped with a backslash (\). Since
bfs uses a different regular expression-matching routine from ed, the
regular expressions accepted are slightly wider in scope (see
regex (S)). Differences between ed and bfs are listed below:

+ A regular expression followed by + means one or more times .
For example, [0-9]+ is equivalent to [0-9][0-9]*.
\{(m\} \{m,\} \{m,u\}

Integer values enclosed in \{\} indicate the number of times
the preceding regular expression is to be applied. m is the
minimum number and u is a number, less than 256, which is
the maximum. If only m is present (e.g., \{m\}), it indicates
the exact number of times the regular expression is to be
applied. \{m,\} is analogous to \{m,infinity\}. The plus (+)
and star (*) operations are equivalent to \{1\} and \{O\}
respectively.
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(...)$n The value of the enclosed regular expression is to be
returned. The value will be stored in the (n+1/)th argument
following the subject argument. At most ten enclosed regular
expressions are allowed. regex makes its assignments uncon-
ditionally.

(...) Parentheses are used for grouping. An operator, e.g. *, +,
\{\}, can work on a single character or a regular expression
enclosed in parenthesis. For example, \(a*\ (cb+\)*\)$0.

There is also a slight difference in mark names: only the letters “a”
through “z” may be used, and all 26 marks are remembered.

The e, g, v, k, p, q, W, =, ! and null commands operate as described
under ed except that e doesn’t remember filenames and g and v when
given no arguments return the line after the line you were on. Com-
mands such as ---, +++-, +++=, -12, and +4p are accepted. Note that
1,10p and 1,10 will both print the first ten lines. The f command only
prints the name of the file being scanned; there is no remembered
filename. The w command is independent of output diversion, trunca-
tion, or crunching (see the xo, xt and xc commands, below). The fol-
lowing additional commands are available:

xf file
Further commands are taken from the named file. When an
end-of-file is reached, an interrupt signal is received, or an error
occurs, reading resumes with the file containing the xf. xf com-
mands may be nested to a depth of 10.

xo [file ]
Further output from the p and null commands is diverted to the
named file. If file is missing, output is diverted to the standard
output. Note that each diversion causes truncation or creation
of the file.

: label
This positions a /abel in a command file. The label is ter-
minated by a newline, and blanks between the : and the start of
the label are ignored. This command may also be used to insert
comments into a command file, since labels need not be refer-
enced.

(.,.)xb/regular expression/label
A jump (either upward or downward) is made to label if the
command succeeds. It fails under any of the following condi-
tions:
1. Either address is not between 1 and $.

2. The second address is less than the first.
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3. The regular expression doesn’t match at least one line
in the specified range, including the first and last lines.

On success, dot (.) is set to the line matched and a jump is made
to label. This command is the only one that doesn’t issue an
error message on bad addresses, so it may be used to test
whether addresses are bad before other commands are executed.
Note that the command

xb/"/ label

is an unconditional jump.

The xb command is allowed only if it is read from somewhere
other than a terminal. If it is read from a pipe only a downward
jump is possible.

xt number
Output from the p and null commands is truncated to a max-
imum of number characters. The initial number is 255.

xv[digit] [spaces] [value]
The variable name is the specified digit following the xv.
xv5100 or xv5 100 both assign the value 100 to the variable 5.
xv61,100p assigns the value 1,100p to the variable 6. To refer-
ence a variable, put a % in front of the variable name. For
example, using the above assignments for variables 5 and 6:

1,%5p
1,%5
%6

prints the first 100 lines.
g/%5/p
globally searches for the characters 100 and prints each line

containing a match. To escape the special meaning of %, a \
must precede it. For example,

g/".*\%[cds]/p

could be used to match and list lines containing printf charac-
ters, decimal integers, or strings.

Another feature of the xv command is that the first line of output
from a XENIX command can be stored into a variable.
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The only requirement is that the first character of value be a !.
For example,

xv5!cat junk
!rm junk

lecho "%5"
xv6!lexpr %6 + 1

puts the current line in variable 5, prints it, and increments the
variable 6 by one. To escape the special meaning of ! as the first
character of value, precede it with a\. For example,

xv7/\!date
stores the value !date into variable 7.
xbz label

xbn label
These two commands test the last saved return code from the
execution of a XENIX command ({command) or nonzero value,
respectively, and jump to the specified label. The two examples
below search for the next five lines containing the string size:

xv55
.1
[size/
xvSlexpr %5 - 1
1if 0%5 =0 exit 2
xbn 1
xv45
1
[size/
xvélexpr %4 - 1
1if 0%4 = 0 exit 2
xbz 1
xc [switch]
If switch is 1, output from the p and null commands is crunched;
if switch is 0, it is not. Without an argument, Xc reverses switch.
Initially swirch is set for no crunching. Crunched output has

strings of tabs and blanks reduced to one blank and blank lines
suppressed.

See Also
csplit(C), ed(C), umask(C)

Diagnostics

? for errors in commands if prompting is turned off. Self-explanatory
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error messages when prompting is on.
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Name

cal - Prints a calendar.

Syntax

cal [[ month ] year]

Description

cal prints a calendar for the specified year. If a month is also speci-
fied, a calendar for that month only is printed. If no arguments are
specified, the current, previous, and following months are printed,
along with the current date and time. The year must be a number
between 1 and 9999; month must be a number between 1 and 12 or
enough characters to specify a particular month. For example, May
must be given to distinguish it from March, but S is sufficient to
specify September. If only a month string is given, only that month of
the current year is printed.

Notes
Beware that “cal 84” refers to the year 84, not 1984.
The calendar produced is that for England and her colonies. Note that
England switched from the Julian to the Gregorian calendar in Sep-

tember of 1752, at which time eleven days were excised from the year.
To see the result of this switch, try “cal 9 1752”.
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Name

calendar - Invokes a reminder service.

Syntax

calendar [ - ]

Description

calendar consults the file calendar in the user’s current directory and
mails him lines that contain today’s or tomorrow’s date. Most reason-
able month-day dates, such as “Sep. 7,” “september 7”, and “9/7”, are
recognized, but not “7 September”, “7/12” or “07/12”.

On weekends “tomorrow” extends through Monday. Lines that con-
tain the date of a Monday will be sent to the user on the previous Fri-
day. This is not true for holidays.

When an argument is present, calendar does its job for every user who
has a file calendar in his login directory and sends the result to the
standard output. Normally this is done daily, in the early morning,
under the control of cron (C).

Files

calendar

fusr/lib/calprog To figure out today’s and tomorrow’s dates
fetc/passwd |

/tmp/cal*

See Also
cron(C), mail(C)

Notes

To get reminder service, a user’s calendar file must have read permis-
sion for all.
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Name

capinfo, fixpad - convert termcap descriptions into terminfo descrip-
tions.

Syntax
capinfo capfile infofile
fixpad

Description
capinfo invokes an ex(C) script to begin the conversion of a termcap
terminal description into the equivalent terminfo description. capinfo
calls fixpad to convert the padding specifications. The conversion

needs to be completed by hand. The following should be given spe-
cial attention:

- Many terminfo capabilities do not have termcap equivalents.
The XENIX extensions to termcap do not have terminfo
equivalents.

- The termcap capabilities cr, nl, and At
are noted in the ex script as being problematical.

See Also

termcap(M), terminfo(M), terminfo(F), tic(C)
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Name

cat - Concatenates and displays files.

Syntax
cat[-u][-s][-v][-t][-e]file...

Description

cat reads each file in sequence and writes it on the standard output. If

no input file is given, or if a single dash (-) is given, cat reads from the

standard input. The options are:

-s Suppresses warnings about nonexistent files.

-u Causes the output to be unbuffered.

-v Causes non-printing characters (with the exception of tabs, new-
lines, and form feeds) to be displayed. Control characters are dis-
played as “"X” (Ctrl-X), where X is the key pressed with the Ctrl
key (for example, Ctrl-M is displayed as “"M). The DEL character
(octal 0177) is printed as “*?.” Non-ASCII characters (with the
high bit set) are printed as “M -x,” where x is the character
specified by the seven low order bits.

-t Causes tabs to be printed as “"I” and form feeds as “"L”. This
option is ignored if the -v option is not specified.

-e Causes a “$” character to be printed at the end of each line (prior
to the new-line). This option is ignored if the -v option is not set.

No input file may have the same name as the output file unless it is a
special file.

Examples
The following example displays file on the standard output:

cat file
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The following example concatenates filel and file2 and places the
result in file3:

cat filel file2 >file3
The following example concatenates file! and appends it to file2 :

cat filel >> file2

See Also
cp(C), pr(C)

Warning
Command lines such as:
cat filel file2 > filel

will cause the original data in file/ to be lost; therefore, you must be
careful when using special shell characters.
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Name

cd - Chaﬁges working directory.

Syntax

cd [ directory ]

Description

If specified, directory becomes the new working directory; otherwise
the value of the shell parameter $SHOME is used. The process must
have search (execute) permission in all directories (components)
specified in the full pathname of directory .

Because a new process is created to execute each command, cd would
be ineffective if it were written as a normal command; therefore, it is
recognized and executed by the shell.

If the shell is reading its commands from a terminal, and the specified
directory does not exist (or some component cannot be searched),
spelling correction is applied to each component of directory, in a
search for the “correct’” name. The shell then asks whether or not to

try and change directory to the corrected directory name; an answer of
nmeans “no”, and anything else is taken as “yes”.

Notes

Wildcard designators will work with the ed command.

See Also
pwd(C), sh(C), chdir(S)
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Name

chgrp - Changes group ID.

Syntax
chgrp group file ...

Description

chgrp changes the group ID of each file to group. The group may be
either a decimal group ID or a group name found in the file /etc/group.

Files

fetc/passwd
[etc/group

See Also

chown(C), chown(S), passwd(F), group(F)

Notes

Only the owner or the super-user can change the group ID of a file.
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Name

chmod - Changes the access permissions of a file or directory.

Syntax

chmod mode file ...
chmod [ who ] +-= [ permission ... ] file ...

Description

The chmod command changes the access permissions (or mode) of a
specified file or directory. It is used to control file and directory
access by users other than the owner and super-user. The mode may
be an expression composed of letters and operators (called symbolic
mode), or a number (called absolute mode).

A chmod command using symbolic mode has the form:

chmod [who] +-= [permission ...] filename

In place of who you can use one or any combination of the following
letters:

a Stands for “all users”. If who is not indicated on the command line,
a is the default. The definition of “all users” depends on the user’s
umask. See umask(C).

g Stands for “group”, all users who have the same group ID as the
owner of the file or directory.

o Stands for “others”, all users on the system.

u Stands for “user”, the owner of the file or directory.

The operators are:

+ Adds permission

- Removes permission

= Assigns the indicated permission and removes all other permis-
sions (if any) for that who. If no permission is assigned, existing
permissions are removed.

Permissions can be any combination of the following letters:

x Execute (search permission for directories)
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r Read
w Write

s Sets owner or group ID on execution of the file to that of the owner
of the file. The mode “u+s” sets the user ID bit for the file. The
mode “g+s” sets the group ID bit. Other combinations have no
effect.

t Saves text in memory upon execution. (“Sticky bit”, see
chmod(S)). Only the mode “u+t” sets the sticky bit. All other
combinations have no effect. This mode can only be set by the
super-user.

1 Advisory locking calls on the file will automatically be promoted
to mandatory locking. Applies only to normal files (not direc-
tories, special devcie files, etc.).

Mandatory file and record locking refers to locking the read or write
permissions while a program is accessing that file. Under advisory
locking, processes are expected to cooperate by not reading or writing
sections of a file unless a lock can be obtained. The system will not
prevent processes from violating these cooperative procedures as it
does with mandatory locking. A file cannot have group execution per-
mission and be able to be locked on execution. In addition, it is not
possible to turn on the set-group-ID and enable a file to be locked on
execution at the same time. The following examples show illegal uses
of chmod and will generate error messages:

chmod g+x,+1 filename
chmod g+s,+1 filename
A chmod command using absolute mode has the form:
chmod mode filename

where mode is an octal number constructed by performing logical OR
on the following:

4000 Set user ID on execution

20#0 Set group ID on execution if “#” is 7, 5, 3, or 1 and enable
mandatory locking if “#” is 6, 4, 2, or 0.

1000 Sets the sticky bit (see chmod(S))

0400 Read by owner

0200 Write by owner
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0100 Execute (search in directory) by owner
0040 Read by group

0020 Write by group

0010 Execute (search in directory) by group
0004 Read by others

0002 Write by others

0001 Execute (search in directory) by others
0000 No permissions

Examples

Symbolic Mode

The following command causes advisory locking calls on file to be
promoted to mandatory locking:

chmod +x file
Multiple symbolic modes may be given, separated by commas, on a
single command line. The following command removes read and
write permission for group and others from file:

chmod go-rw file

The following command gives other users read and write permission
for file:

chmod o+rw file
The following command gives read permission to group and other:

chmod g+r,0+r file

Absolute Mode

The following command gives all users read, write and execute per-
mission for file:

chmod 0777 file

The following command gives read and write permission to all users
for file:
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chmod 0666 file

The following command gives read and write permission to the owner
of file only:

chmod 0600 file
The following example causes the file to be locked on access:

chmod +l file

See Also
1s(C), chmod(S), locking(S), lockf(S), fcntl(S)

Notes

The setuid, setgid, and sticky bit settings are only useful for binary
executable files. They have no effect on shell scripts.
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Name

chown - Changes owner ID.

Syntax

chown owner file ...

Description

chown changes the owner ID of the files to owner. The owner may be
either a decimal user ID or a login name found in the file /etc/passwd.

Files

fetc/passwd
Jetc/group

See Also
chgrp(C), chown(S), group(F), passwd(F)

Notes

Only the owner or the super-user can change a file’s owner or group
ID.
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Name

clear - Clears a terminal screen.

Syntax

clear [term]

Description

The clear command clears the screen. If zerm is not specified, the ter-
minal type is obtained from the TERM environment variable.

If a video terminal does not have a clear screen capability, newlines
are output to scroll the screen clear. If the terminal is a hardcopy, the
paper is advanced to the top of the next page.

Files

/etc/termcap

See Also

environ(M), termcap(M), tput(C)

Notes

If the standard output is not a terminal, clear issues an error message.

28 March 1991 Page 1



'CMCHK (C)

Name

cmchk - Reports hard disk block size.

Syntax

cmchk

Description

Reports the hard disk block size (BSIZE) in bytes.
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Name

cmp - Compares two files.

Syntax
cmp [ -1] [ -s]filel file2

Description

cmp compares two files and, if they are different, displays the byte and
line number of the differences. If file! is -, the standard input is used.

The options are:

-1 Prints the byte number (decimal) and the differing bytes (octal)
for each difference.

-S Returns an exit code only, 0 for identical files, 1 for different
files and 2 for inaccessible or missing file(s).

This command should be used to compare binary files; use diff (C) or
diff3 (C) to compare text files.

See Also
comm(C), diff(C), diff3(C)

Diagnostics

Exit code O is returned for identical files, 1 for different files, and 2 for
an inaccessible or missing argument.
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Name

comm - Selects or rejects lines common to two sorted files.

Syntax
comm [ - [ 123 ] ] filel file2

Description

comm reads filel and file2 , which should be ordered in ASCII collat-
ing sequence (see sort (C)), and produces a three-column output: lines
only in filel ; lines only in file2 ; and lines in both files. The filename
- means the standard input.

Flags 1, 2, or 3 suppress printing of the corresponding column. Thus
comm -12 prints only the lines common to the two files; comm -23
prints only lines in the first file but not in the second; comm -123 is a
no-op.

See Also

cmp(C), diff(C), sort(C), uniq(C)
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Name

compress - compress data for storage.
uncompress - uncompress a stored file.
zcat - display a stored file.

Syntax

compress [-dfFqc] [-b bits] file
uncompress [-fqc] file
zcat file

Description

compress takes a file and compresses it to the smallest possible size,
creates a compressed output file, and removes the original file unless
the -c option is present. Compression is achieved by encoding com-
mon strings within the file. uncompress restores a previously
compressed file to its uncompressed state and removes the
compressed version. zcat uncompresses and displays a file on the stan-
dard output. When zcar is used to display a file, the file is
uncompressed and concatenated on the screen or standard output, and
the compressed version of the file is not removed.

If no file is specified on the command line, input is taken from the
standard input and the output is directed to the standard output. Output
defaults to a file with the same filename as the input file with the suf-
fix “.Z” or it can be directed through the standard output. The output
files have the same permissions and ownership as the corresponding
input files or the user’s standard permissions if output is directed
through the standard output.

If no space is saved by compression, the output file is not written
unless the -F flag is present on the command line.
Options

The following options are available from the command line:

-d Decompresses a compressed file.

-C Writes output on the standard output and does not remove
original file.

-bbits Specifies the maximum number of bits to use in encoding.

-f Overwrites previous output file.
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-F Writes output file even if compression saves no space.
-q Generates no output except error messages, if any.
See Also

pack(C), pcat(C), ar(C), tar(C), cat(C)
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Name

copy - Copies groups of files.

Syntax

copy [ option ] ... source ... dest

Description

The copy command copies the contents of directories to another direc-
tory. It is possible to copy whole file systems since directories are
made when needed.

If files, directories, or special files do not exist at the destination, then
they are created with the same modes and flags as the source. In addi-
tion, the super-user may set the user and group ID. The owner and
mode are not changed if the destination file exists.

Note that there may be more than one source directory. If so, the
effect is the same as if the copy command had been issued for each
source directory with the same destination directory for each copy.

Options do not have to be given as separate arguments, and may
appear in any order, even after the other arguments. The options are:

-a Asks the user before attempting a copy. If the response does
not begin with a “y”, then a copy is not done.

-1 Uses links instead whenever they can be used. Otherwise a
copy is done. Note that links are never done for special files
or directories.

-n Requires the destination file to be new. If not, then the copy

command does not change the destination file. The -n flag is
meaningless for directories. For special files an -n flag is
assumed (i.e., the destination of a special file must not
exist).

-0 If set then every file copied has its owner and group set to
those of the source. If not set, then the file’s owner is the
user who invoked the program.

-m If set, then every file copied has its modification time and
access time set to that of the source. If not set, then the
modification time is set to the time of the copy.

-r If set, then every directory is recursively examined as it is

encountered. If not set then any directories that are found
are ignored.
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-ad Asks the user whether a -r flag applies when a directory is
discovered. If the answer does not begin with a “y”, then
the directory is ignored.

-V If the verbose option is set messages are printed that reveal

what the program is doing.

Arguments to copy are:

source This may be a file, directory or special file. It must exist. If
it is not a directory, then the results of the command are the
same as for the cp command.

dest The destination must be either a file or directory that is
different from the source.

If the source and destination are anything but directories, then copy
acts just like a cp command. If both are directories, then copy copies
each file into the destination directory according to the flags that have
been set.

Examples

This command line verbosely copies all files in the current directory
to /tmp/food:

copy -v . /tmp/food
The next command line copies all files, except for those that begin
with a period (.), and copies the immediate contents of any child
directories:

copy * /tmp/logic
This command is the same as the previous one, except that it recur-
sively examines all subdirectories, and it sets group and ownership
permissions on the destination files to be the same as the source files:

copy -ro * /tmp/logic
Notes

Special device files can be copied. When they are copied, any data
associated with the specified device is not copied.
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Name

cp - Copies files.

Syntax
cp filel file2

cp files directory

Description
There are two ways to use the cp command. With the first way, filel
is copied to file2 . Under no circumstance can filel and file2 be ident-

ical. With the second way, directory is the location of a directory into
which one or more files are copied.

See Also

copy(C), cpio(C), In(C), mv(C), rm(C), chmod(S)

Notes

Special device files can be copied. If the file is a named pipe, then the
data in the pipe is copied to a regular file. Similarly, if the file is a de-
vice, then the file is read until the end-of-file is reached, and that data
is copied to a regular file. It is illegal to copy a directory to a file.
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Name

cpio - Copy file archives in and out.

Syntax

cpio -o[acBvV] [-C bufsize ] [[-O file ] [-K volumesize ] [-M mes-
sage] ]

cpio -i [ BedmrtTuvVfsSbhok ] [-C bufsize ] [ [-I file ] [-K volumesize ]
[-M message] ] [ pattern ... ]

cpio -p [ adlmuvV ] directory

Description

cpio -o (copy out) reads the standard input to obtain a list of path
names and copies those files onto the standard output together with
path name and status information. Output is padded to a 512-byte
boundary by default.

NOTE: The following table lists options that are not available on
XENIX-286 distributions:

Options  Related options

-0, -p -V

-i -T, -8, -6, -k
Other K, -I,-M, -C

cpio -i (copy in) extracts files from the standard input, which is
assumed to be the product of a previous cpio -0. Only files with
names that match patterns are selected. patterns are regular expres-
sions given in the filename-generating notation of sa(C). In patterns,
metacharacters ?, *, and [...] match the slash (/) character, and
backslash (\) is an escape character. A ! metacharacter means rot.
(For example, the !abc* pattern would exclude all files that begin with
abc.) Multiple patterns may be specified and if no patterns are speci-
fied, the default for patterns is * (i.e., select all files). Each pattern
must be enclosed in double quotes; otherwise the name of a file in the
current directory is used. Extracted files are conditionally created and
copied into the current directory tree based upon the options described
below. The permissions of the files will be those of the previous cpio
-o . The owner and group of the files will be that of the current user
unless the user is super-user, which causes cpio to retain the owner
and group of the files of the previous cpio -0 . NOTE: If cpio -i tries
to create a file that already exists and the existing file is the same age
or newer, cpio will output a warning message and not replace the file.
%The -u option can be used to unconditionally overwrite the existing
ile.)
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cpio -p (pass) reads the standard input to obtain a list of path names of
files that are conditionally created and copied into the destination
directory tree based upon the options described below. Archives of
text files created by cpio are portable between implementations of
UNIX System V.

The meanings of the available options are:

-a Reset access times of input files after they have been copied.
Access times are not reset for linked files when cpio -pla is
specified.

-b Reverse the order of the bytes within each word. Use only with the
-i option.

-B Input/output is to be blocked 5,120 bytes to the record. The default
buffer size is 512 bytes when this and the -C options are not used.
(-B does not apply to the pass option; -B is meaningful only with
data directed to or from a character-special device, e.g.,
/dev/rfd096ds15.)

-¢ Write header information in ASCII character form for portability.
Always use this option when origin and destination machines are
different types.

-C bufsize
Input/output is to be blocked bufsize bytes to the record, where buf-
size is replaced by a positive integer. The default buffer size is 512
bytes when this and -B options are not used. (-C does not apply to
the pass option; -C is meaningful only with data directed to or
from a character-special device, e.g., /dev/rct0.) When used with
the -K option, bufsize is forced to be a 1K multiple.

-d directories are to be created as needed.

-f Copy in all files except those in patterns. (See the paragraph on
cpio -i for a description of patterns.)

-1 file
Read the contents of file as input. If file is a character-special de-
vice, when the first medium is full, replace the medium and type a
carriage return to continue to the next medium. Use only with the
-i option.

-k Attempt to skip corrupted file headers and 1/O errors that may be
encountered. If you want to copy files from a medium that is cor-
rupted or out of sequence, this option lets you read only those files
with good headers. (For cpio archives that contain other cpio
archives, if an error is encountered, cpio may terminate prema-
turely. cpio will find the next good header, which may be one for a
smaller archive, and terminate when the smaller archive’s trailer is
encountered.) Used only with the -i option.

-1 Whenever possible, link files rather than copying them. Usable
only with the -p option.

-m
Retain previous file modification time. This option is ineffective
on directories that are being copied.

-K volumesize
Specifies the size of the media volume. Must be in 1K blocks. For
example, a 1.2 MB floppy disk has a volumesize of 1200. Must
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include the -C option with a bufsize multiple of 1K.

-M message
Define a message to use when switching media. When you use the
-0 or -I options and specify a character-special device, you can
use this option to define the message that is printed when you
reach the end of the medium. One %d can be placed in the mes-
sage to print the sequence number of the next medium needed to
continue.

-0 file
Direct the output of cpio to file. If file is a character-special de-
vice, when the first medium is full, replace the medium and type a
carriage return to continue to the next medium. Use only with the
-0 option.

-r Interactively rename files. If the user types a null line, the file is
skipped. If the user types a ".", the original pathname will be
copied. (Not available with cpio -p.)

-s swap bytes within each half word. Use only with the -i option.

-S Swap halfwords within each word. Use only with the -i option.

-T Truncate long filenames to 14 characters. Use only with the -i
option.

-t Print a table of contents of the input. No files are created.

-u Copy unconditionally (normally, an older file will not replace a
newer file with the same name).

-v verbose: causes a list of file names to be printed. When used with
the -t option, the table of contents looks like the output of an Is -1
command [see Is(C)].

-V Special Verbose: print a dot for each file seen. Useful to assure the
user that cpio is working without printing out all file names.

-6 Process an old (i.e., UNIX System Sixth Edition format) file. Use
only with the -i option.

NOTE: cpio assumes 4-byte words.

If cpio reaches end of medium (end of a diskette for example) when
writing to (-0) or reading from (-i) a character-special device, and -O
and -I are not used, cpio will print the message:

If you want to go on, type devicel file name when ready.

To continue, you must replace the medium and type the character-
special device name (/dev/rfd096ds15 for example) and a carriage
return. You may want to continue by directing cpio to use a different
device. For example, if you have two floppy drives, you may want to
switch between them so cpio can proceed while you are changing the
floppies. (A carriage return alone causes the cpio process to exit.)
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Examples

The following examples show three uses of cpio.

When standard input is directed through a pipe to cpio -o, it groups the
files so they can be directed (>) to a single file (../newfile). The -c
option insures that the file will be portable to other machines. Instead
of Is(C), you could use find(C), echo(C), cat(C), etc., to pipe a list of
names to cpio. You could direct the output to a device instead of a
file.

Is | cpio -oc >../newfile

cpio -i uses the output file of cpio -o (directed through a pipe with cat
in the example), extracts those files that match the patterns (memo/al,
memo/b*), creates directories below the current directory as needed
(-d option), and places the files in the appropriate directories. The -¢
option is used when the file is created with a portable header. If no
patterns were given, all files from newfile would be placed in the
directory.

cat newfile | cpio -icd “memolal” "memolb*"

cpio -p takes the file names piped to it and copies or links (-1 option)
those files to another directory on your machine (newdir in the exam-
ple). The -d options says to create directories as needed. The -m
option says retain the modification time. [It is important to use the
-depth option of find(C) to generate path names for cpio. This elim-
inates problems cpio could have trying to create files under read-only
directories.]

find . -depth -print | cpio -pdlmv newdir
See Also
cat(C), echo(C), find(C), 1s(C), tar(C), cpio(F)

Notes

1) Path names are restricted to 256 characters.

2) Only the super-user can copy special files.

3) Blocks are reported in 512-byte quantities.

4) If a file has 000 permissions, contains more than O characters of data,
and the user is not root, the file will not be saved or restored.
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Name

cron - Executes commands at specified times.

Syntax

/etc/cron
crontab [file]
crontab -r
crontab -l

Description

cron is the clock daemon that executes commands at specified dates
and times according to the instructions in the files located in
[usr/spool/cron/crontabs. Regularly scheduled commands can be
specified according to instructions found in crontab files; users can
submit their own crontab file via the crontab command. Commands
which are to be executed only once may be submitted via the az(C)
command. Because cron never exits, it should be executed only once.

crontab copies the specified file, or standard input if no file is speci-
fied, into a directory that holds all users’ crontabs. The crontab file in
the crontabs directory is given the user’s login name. The -r option
removes a user’s crontab from the crontab directory. crontab -l will
list the crontab file for the invoking user.

A user is permitted to use crontab if their name appears in the file
fusr/lib/cron/cron.allow. If that file does not exist, the file
fusr/lib/cron/cron.deny is checked to determine if the user should be
denied access to crontab. If neither file exists, only root is allowed to
submit a job. Global usage is permitted by the existence of an empty
cron.deny file. cron.deny is checked only if cron.allow does not
exist. The allow/deny files consist of one user name per line.

The crontabs files consist of lines of six fields each. The fields are
separated by spaces or tabs. The first five are integer patterns that
specify the minute (0-59), hour (0-23), day of the month (1-31), month
of the year (1-12), and day of the week (0-6, with O=Sunday). Each of
these patterns may contain:

- A number in the (respective) range indicated above

- Two numbers separated by a minus (indicating an inclusive range)
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- Alist of numbers separated by commas (meaning all of these num-
bers)

- An asterisk (meaning all legal values)

Note that the specification of days may be made by two fields (day of
the month and day of the week). If both are specified as a list of ele-
ments, both are adhered to. For example, 0 0 1,15 * 1 would run a
command on the first and fifteenth of each month, as well as on every
Monday. To specify days by only one field, the other field should be
set to * (for example, 0 O * * 1 would run a command only on Mon-
days).

The sixth field is a string that is executed by the shell at the specified
time(s). A % in this field is translated into a newline character. Only
the first line (up to a % or end-of-line) of the command field is exe-
cuted by the shell. The other lines are made available to the command
as standard input.

The shell is invoked from your SHOME directory with an arg0 of sh.
Users who desire to have their .profile executed must explicitly do so
in the crontab file. cron supplies a default environment for every
shell, defining HOME, LOGNAME, SHELL (=/bin/sh), and
PATH (=:/bin:/usr/bin ). \

cron examines the crontabs directory periodically to see if it has
changed; if it has, cron reads it. Thus it takes only a short while for
entries to become effective.

crontab exits and returns a value of 55 if it cannot allocate enough
memory. If it exits for any other reason, it returns a value of 1.

Examples

An example crontabs file follows:

30 4 * *x * /etc/sa -s > /dev/null

0 4 * * % calendar -

15 4 * * % find /usr/preserve -mtime +7 -a —exec rm -f {} ;
40 4 * * X find / -name ’#*’ -atime +3 -exec rm -f {} ;
1,21,41 * * * * (echo -n ’ ’; date; echo ) >/dev/console

A history of all actions by cron can be recorded in /usr/lib/cron/log.
This logging occurs only if the variable CRONLOG in
letc/default/cron is set to YES. By default this value is set to NO and
no logging occurs. If logging should be turned on, be sure to monitor
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